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RESUMO

O paradigma Cloud Computing tem se tornado cada vez mais popular para as
organizagcdes mundo afora. Consequentemente, diversos desafios surgem para a
garantia de protegdo, confiabilidade e disponibilidade das robustas infraestruturas
dos Provedores de Servico em Nuvem (Cloud Service Provider - CSP), sobretudo,
qguando se trata de Nuvens Publicas. Neste sentido, este trabalho desenvolve uma
analise sobre as principais ameacas que aflingem as Nuvens Publicas e, a partir do
estudo comparativo entre frameworks e arquiteturas especializadas em protecéo e
monitoramento de politicas, extrai-se um conjunto de critérios que possam pautar o
desenvolvimento de novos frameworks e arquiteturas que buscam centralizacdo de
politicas, protecdo e combate a ameacas e vulnerabilidades em Nuvens Publicas.
Por fim, este trabalho propde um framework com base nos critérios levantados, com
0 intuito de apresentar um modelo com as seguintes caracteristicas: (i)
Funcionamento em ambientes SaaS, laaS e PaaS; (i) Interoperabilidade entre
diferentes CPSs; (iii) Monitoramento Proativo de Politicas; (iv) Gerenciamento de
politicas de protecdo como servico; (v) Protecdo as sete principais ameacas da
Cloud Alliance Security; (vi) Escrita de politica de protecdo em linguagem natural;

(vii) Implantacéo realizada dentro da empresa.



ABSTRACT

Cloud computing paradigm has become increasingly popular for worldwide
organizations. Consequently, several challenges arise for protection guarantee,
reliability and availability of robust infrastructure of cloud service providers - CSPs,
especially when it comes to Public Clouds. Thus, this work developed an analysis on
the major threats that afflict and Public Clouds, from the comparative study of
frameworks and architectures specializing in monitoring and protection policies,
extracted a set of criteria that can be guided to develop new frameworks and
architectures that seek to policy centralization, protection and fight against threats
and vulnerabilities in Public Clouds. Finally, this paper proposes a framework based
on the criteria raised in order to provide a model, with the following characteristics: (i)
operating environments SaaS, PaaS and laaS (ii) interoperability between different
CPSs; (iii) Proactive Monitoring Policy, (iv) Protection Policy Management as a
service, (v) Protection againt seven major threats presented by Cloud Security

Alliance (vi) Written protection policy in natural language, (vii) Deploy On-premise.
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1. INTRODUCAO

As organizacdes estdo cada vez mais olhando para o novo paradigma Cloud
Computing como uma grande promessa de diminuicdo de custos e aumento de
agilidade nas operacdes de Tl (SRIVASTAVA et. al, 2011, p. 661).

Segundo o NIST (National Institute of Standards and Technology), Cloud
Computing € um modelo que permite acesso de forma conveniente, sob demanda,
de qualquer local a um conjunto de recursos computacionais configuraveis. Cloud
Computing € um hibrido de tecnologia e modelos de negécio (MELL E GRANCE,
2011, p. 2). Consequentemente, diversos aspectos acerca deste paradigma passam
a ganhar espaco com o intuito de permitir seu desenvolvimento dentro das

organizacoes.

Neste sentido, este trabalho direciona seus estudos acerca de um tema em
especial que corresponde a protecdo em Nuvens Pudblicas e formas de
monitoramento deste ambiente. Para tanto, este capitulo apresenta os principais
aspectos que norteiam este trabalho apresentando suas motivacdes, justificativas e

objetivos frente suas especificidades.

1.1. Motivacdes

O crescimento na adocédo de Cloud Computing aumenta a cada ano. De
acordo com a empresa de pesquisas Reston, estima que os gastos com Cloud
Computing por parte de governos estaduais e municipais nos Estados Unidos
crescerao 22% ao ano entre 2009 e 2014, saltando de 230 milhdes de dolares para
620 milhdes de ddlares. Atualmente, os recursos destinados por esses governos a Tl
sdo da ordem de 56,6 bilhdes de dblares (COMPUTERWORLD, 2009)

Como todos novos paradigmas possuem diversas preocupacdes até alcancar
um grau de estabilidade, de acordo com a pesquisa do DCUG Sprint 2010, 60% dos
gue responderam a pesquisa dizem que o principal conceito a ser trabalhado para
adocéao do Cloud Computing é a protecao. (SRIVASTAVA et al., 2011, p.661)



13

Além dos desafios usuais de desenvolvimento seguro dos sistemas de TI,
Cloud Computing apresenta um nivel adicional de risco, pois 0s servicos sdo na
maioria dos casos hospedados em provedores terceirizados (ZHANG et al., 2010,
p.1328).

Existem organiza¢Bes que estabelecem melhores préaticas para a adogéo e
disponibilizacdo de Cloud Computing de forma segura. A Cloud Security Alliance,
organizacdo sem fins lucrativos, formada por um grupo de profissionais, empresas,
associacbOes e outras partes interessadas tem como missdao promover a utilizacao
das melhores préticas para a garantia de protecdo dentro do Cloud Computing, e

para fornecer treinamento sobre os usos do Cloud Computing. (CSA, 2012a)

A Cloud Security Alliance possui diversas pesquisas relacionadas a protecao
de Cloud Computing, sendo um dos estudos, o levantamento das sete principais
ameacas envolvendo Cloud Computing desenvolvido com a empresa americana HP
em 2010, para ajudar empresas a compreenderem as ameacas atuais e futuras e
oferecer contramedidas para garantir que os processos de negdcios, bem como de
dados permanecem protegidos na nuvem (CSA, 2010).

As sete principais ameacas levantadas foram (CSA, 2010, p.6-7):

. Abusos e mal uso de Cloud Computing
. Interfaces e APIs inseguras

. Atacantes

. Compartilhamento tecnol6gico

. Perda ou vazamento dos dados

. Sequestros de conta/servi¢o

. Riscos desconhecidos

Como estas ameacas estdo presentes principalmente nas Nuvens Publicas
(ambientes em nuvem compartilhada por diversas organizagbes) onde ha ganhos,
por exemplo, na reducdo de custos em relagdo a Nuvens Privadas (ambientes em
nuvem construida exclusivamente para determinada organizagcdo), cria-se

dependéncia com um terceiro onde normalmente os clientes tém que apostar toda
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sua confianca na seguranca do Provedor de Servicos em Nuvem (CSP — Cloud
Service Provider). O Service Level Agreement (SLA) € o Unico instrumento contratual
de monitoramento entre o CSP e o cliente. Esta técnica de monitoramento, €
classificada como monitoramento reativo, ou seja, quando ha algum tipo de
rompimento de SLA, é primeiramente identificado pelo CSP que entdo reporta (ou
pelo menos deveria reportar) as insconsisténcias para seus clientes,
consequentemente, desacelera a tomada de deciséo pelo contratante dos servigos,

uma vez que o monitoramento ndo € bilateral. (SRIVASTAVA et al., 2011, p.663)

Contudo, foi desenvolvida uma arquitetura que possibilita o Cliente de
Servigos monitorar o cumprimento dos SLASs por parte dos provedores de servigo na
existéncia de inconsisténcias. Este monitoramento é classificado como
Monitoramento Proativo e avalia se as politicas adotadas pela empresa estdo sendo
respeitadas pelo Provedor de Servigo. Este tipo de monitoramento é fundamental
para Nuvens Publicas no combate as ameacas identificadas pela CSA (2010), pois
garante maior transparéncia na relacdo Cliente x CSP e utiliza uma arquittura hibrida
em que o Cliente mantém a implantacdo interna a organizacdo em comunicacao
monitorada com o ambiente externo. (SRIVASTAVA et al., 2011, p.663)

Uma politica que pode ser aplicada em uma arquitetura proativa é o controle
do acesso aos recursos disponibilizados nos provedores de servi¢o evidenciado pela
obra de Takabi e Joshi (2012, p.5501), contando a grande diversidade de
plataformas de Cloud Computing e seus respectivos acessos, ndo permitindo o uso
de apenas uma forma, mecanismo, linguagem ou ferramenta de autorizagcdo para

monitoramento das politicas de protecdo empresariais

1.2. Objetivo

7

O objetivo do trabalho € identificar fatores essenciais para a construcdo de
novas arquiteturas ou frameworks com foco na protecdo de Nuvens Publicas e
propor um framework experimental a partir da centralizacdo de politicas,
monitoramento proativo, acesso a recursos em plataformas heterogéneas e protecao

as ameacas identificadas pelo CSA (2010).
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1.3. Justificativas

O monitoramento de politicas e protecdo de ambientes Cloud tem sido
amplamente discutido na comunidade cientifica, de forma que diversos trabalhos
foram publicados acerca deste tema, justificando sua relevancia para a continuidade

destes estudos.

O Cloud Security Aliance apresenta as principais ameagas em ambientes
Cloud levantadas a partir de diversas pesquisas, congressos e estudos com o intuito
de nortear as organizacGes a construir ambientes Cloud melhor protegidos. Este
trabalho se tornou referéncia para a concepc¢édo de novos estudos, destacando-se
Srivastava, et al. (2011), que sugere a utilizacdo de Cloud Policies em ambientes de
monitoramento, ou seja, politicas que levam em consideracao as especificidades dos

ambientes Cloud para protecdo as ameacas levantadas pela CSP (2010).

Por outro lado, Takabi e Joshi (2012) sugerem um framework com foco no
controle de acesso, integracdo, gerenciamento e protecdo de politicas entre nuvens
heterogéneas. Wang e Luo (2011, p.114), acrescentam que os trabalhos
relacionados a SLA e tratamento de politicas em ambientes Cloud, tendem a se
concentrar principalmente na (i) alocacdo dinamica de recursos para alcancar
escalabilidade e disponibilidade do QoS; (ii) na provisdo e gerenciamento automatico

de recursos; e (iii), estudo de perpectivas de mercado para provisao de servicos.

Os objetivos deste trabalho vdo ao encontro das perspectivas apresentadas e,
para pautar os conceitos trabalhados a respeito de arquitetura e framework, se
baseia — primeiramente — na observagao do classico Zachman (1987, p.291) “There
is not an information systems architecture, but a set of them! Architecture is
relative. What you think architecture is depends on what you are doing”, e entende
“arquitetura” dentro da esfera de Cloud Computing como um padrao tecnicamente
detalhado com fluxo e organizacdo de seus elementos (fisicos e/ou l6gicos) capazes
de definir uma estrutura base para a criacdo de um ambiente. Por outro lado, ao
tratar de framework este trabalho remete a ideia de um arcabouc¢o de conceitos,
ferramentas e solugdes tecnoldgicas combinadas e estruturadas servindo de base
para um rol de solu¢des derivadas. (ZACHMAN, 1987)
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1.4. Estrutura do Trabalho

O Capitulo 1 INTRODUCAO, apresenta as motivacbes, o objetivo, as

justificativas e a estrutura do trabalho.

O Capitulo 2 CLOUD COMPUTING, apresenta a conceituacdo de Cloud
Computing, suas caracteristicas, modelo de servicos e modelos de implantacdo de

acordo com Mell e Grance (2011).

O Capitulo 3 RISCOS, AMEACAS E VULNERABILIDADES apresenta uma
breve descricdo da CSA — Cloud Security Alliance, introducdo aos conceitos de
ameacas, riscos e vulnerabilidades, apresentacdo das sete principais ameacas aos
ambientes Cloud identificadas pela CSA e a proposicao de sete principais critérios

para uma arquitetura/framework integrado.

O Capitulo 4 ANALISE DE FRAMEWORKS E ARQUITETURAS DE
MONITORAMENTO DE POLITICAS, apresenta a andlise de cinco
arquiteturas/frameworks e realiza uma comparagdo para identificar
arquiteturas/frameworks compativeis entre si e aderentes aos critérios definidos no

Capitulo 3 para a proposicao de uma arquitetura/framework integrada.

O Capitulo 5 PROPOSTA DE ARQUITETURA/FRAMEWORK DE
MONITORAMENTO, apresenta a proposicdo de uma nova arquitetura/framework
integrada com base nos sete critérios apresentados no Capitulo 3, integrando as
duas arquiteturas/frameworks mais aderentes aos critérios apresentadas no Capitulo
4.

O Capitulo 6 CONSIDERACOES FINAIS, realiza o fechamento deste
trabalho, concluindo aspectos relevantes sobre o trabalho além de propor estudos

futuros acerca dos temas aqui levantados.
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2. CLOUD COMPUTING

A Cloud Computing é um dos principais paradigmas da computacdo
contemporanea, evidenciado principalmente pela perspectiva de orientacdo a
servigos cuja dinamica possibilita recursos computacionais (outrora mantidos pelas
empresas como ativos e/ou produtos por consumidores em geral) serem acessados
a partir de um provedor externo, sem a necessidade de manter uma infraestrutura
computacional propria. Como o proprio Gartner (2012a) cita “A Cloud Computing vai
modificar a TI como nunca fez antes”, pois modifica a tradicional perspectiva de que
as empresas devem possuir infraestrutura de Tl robusta mesmo que ndo seja o core

business da empresa.

Este capitulo, entdo, apresenta uma visdo geral sobre 0s conceitos que
envolvem a Cloud Computing apresentando uma visao bastante ampla de forma a

contextualizar o macrotema que este trabalho esté envolvido.

2.1. Definicao

Este trabalho tomard como referéncia priméria para Cloud Computing a
definicdo apresentada pelo National Institute of Standards and Technology — NIST
COmo se Vé a seqguir:

Cloud Computing € um modelo que permite acesso ubiquo, conveniente e
on-demand a rede para um pool de recursos computacionais configuraveis
compartilhados (por exemplo, redes, servidores, armazenamento,
aplicativos e servi¢os) que podem ser rapidamente fornecidos e liberados
com o minimo esforco de gerenciamento ou interagdo com o provedor de
servigos. Este modelo de computacdo é composto de cinco caracteristicas

essenciais, trés modelos de servico e quatro modelos de implantacéo.
(MELL e GRANCE, 2011, p.2)

A partir desta definicdo € possivel compreender que a Cloud Computing é um
modelo computacional que permite acesso a um conjunto de recursos
compartilhados (armazenamento, aplicacdes, softwares, etc.) com o minimo esfor¢o
ou interagdo com o provedor de servicos.

Gong, et al (2010, p.275) abordam que a Cloud Computing é baseada em

TCP/IP integrada com tecnologias computacionais (rapido processamento, rede de
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alta velocidade, grande quantidade de memoria, arquitetura de sistema confiavel). J&
Sousa, Moreira e Machado (2009, p.3), com sua perspectiva orientada ao
consumidor, mostra que o Cloud Computing permite que aos usuarios 0 acesso aos
servicos sem a necessidade de conhecimento sobre a tecnologia utilizada, fazendo
com que os consumidores em geral possam acessa-los sob demanda independente

de localizacdo e conhecimento técnico.

Mesmo frente a estas discussdes, € importante ressaltar que, existem
diversas conceituacdes cientificas para Cloud Computing, tornando evidente que
este ainda é um termo em construcdo, sendo resultado — inclusive — de uma nova
perspectiva para a computacdo paralela como aborda Gong et al. (2010, p.276) a
Cloud Computing, Grid Computing, Computacdo de Alta Performance ou
supercomputacdo e Data Center Computing pertencem todas a Computacéo
Paralela. Mas, ainda sim, existem mais de 20 definicbes para Cloud Computing e
cada uma delas possui foco em determinadas caracteristicas desta tecnologia bem
como seu surgimento. (GONG et al., 2010, p.275)

Desta forma, para um melhor entendimento da Cloud Computing, 0os proximos
topicos apresentam suas principais caracteristicas, modelos de servico e modelos de

implantacdo sempre tendo como referéncia priméaria o Mell e Grance (2011).

2.2. Principais Caracteristicas

Muitas das definicbes de Cloud Computing estdo intimamente baseadas em
suas caracteristicas impares, responsaveis pelo surgimento deste novo conceito. Em
linhas gerais, a Cloud Computing € gestada sob a convergéncia de tecnologias e
servi¢os que, de acordo com Mell e Grance (2011, p.2) sdo responsaveis por compor

cinco principais caracteristicas dispostas na Tabela 1.
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Tabela 1 — Caracteristicas da Cloud Computing adaptado do Mell e Grance (2011, p.2)

Caracteristicas Conceito central

Self-service sob demanda Possibilidade de administrar os recursos sem

(On-demand self-service) necessidade de auxilio humano dos provedores
de servigo.

Acesso a rede Garantia de acesso a administracdo dos

(Broad network access) recursos a partir de plataformas heterogéneas

Pooling de recursos Capacidade de configuracdao de uso de acordo

(Resource pooling) com especificidades geogréficas, publico alvo,
entre outras necessidades personalizadas de
servico.

Elasticidade Capacidade dos recursos de infraestrutura se

(Rapid elasticity) adaptarem as demandas de uso, aumentando ou
diminuindo capacidade.

Servigo medido Capacidade de medir, controlar e monitorar o

(Measured service) uso dos recursos contratados.

As caracteristicas de self-service sob demanda do Cloud Computing, vdo ao
encontro a necessidade do consumidor adquirir servicos de forma instantadnea e sob
demanda sem a necessidade de interacdo humana. Ou seja, o cliente pode utilizar,
configurar, comprar servigos virtualmente, sem necessidade de entrar em contato

com um atendente.

O acesso a rede, por sua vez, corresponde a capacidade de acesso aos
servicos a partir de mutiplas plataformas, por exemplo, tecnologias moveis. Em
linhas gerais, a concepc¢éao de Cloud Computing faz com que ndo haja impeditivos
para acessar 0s servicos e/ou paineis de controles dos mesmos, tornando
fundamental o acesso remoto. Se 0 usuario desejar acessar seu painel de controles,

a partir de seu smartphone, existe uma interface que possibilita este acesso.

A idéia de realizar um pooling de recursos personalizado para os servicos, vai
ao encontro da capacidade de configuragdo dos servicos de acordo com a

expectativa de uso e/ou necessidade de seus clientes, por exemplo, para diferentes
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localidades. Neste sentido, € possivel diferenciar a largura de banda dos servicos da
Europa, Brasil, Norte América dinamicamente, de acordo com as necessidades e

estratégias.

A elasticidade corresponde ao rapido escalamento de infraestrutura quando a
infraestrutura corrente deixa de suprir o trafego de banda/demanda de
armazenamento/consumo do servi¢co contratado. Em outras palavras, a elasticidade
garante teoricamente recursos computacionais infinitos, o que é explicado pelo
rapido oferecimento de capacidade de consumo extra caso a capacidade de
consumo existente seja totalmente utilizada. E importante ressaltar que, na mesma
medida, o responsavel pela contratacdo do servico devera arcar financeiramente

com 0 consumo extra.

Para tanto, o servico medido, garante o total controle, medicdo e
monitoramento do servico que esta sendo utilizado. Esta caracteristica €
fundamental, principalmente em servicos elasticos pois garante transparéncia entre
o cliente e provedor de servicos fazendo com que os processos de cobranca
ocorram automaticamente, mas com garantia do nivel de servico acordado,

acompanhando todo o processo.

Em linhas gerais, estas sdo as cinco principais caracteristicas responsaveis
por compor um servico de Cloud Computing. Algumas fontes na literatura detalham
estas caracteristicas de acordo com suas necessidades gerando subcaracteristicas.
Como abordam Gong et al. (2010, p.276), existem diversos sistemas e servi¢cos de
Cloud Computing com suas proprias caracteristicas, dentre eles: Amazon EC2,
Google App Engine, Microsoft Azure. Porém, em sintese, eles se baseiam nas cinco

caracteristicas discutidas.

2.3. Modelos de Servico

Os modelos de servico correspoondem as formas de oferecimento da Cloud
Computing para seus clientes, sejam estes internos ou externos a organizagao. O

Mell e Grance (2011, p. 2-3) apresenta trés modelos de servico: (i) SaaS — Software
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as a Service; (i) PaaS — Plataform as a Service; e, (iii) laaS — Infrastructure as a
Service. Para o entendimento de cada um destes modelos, este trabalho ira se
basear primariamente na abordagem de Mell e Grance (2011, p.275) seguida de
complementacdes de outros centros de pesquisa e ou pesquisadores.

Tratando-se de SaaS - Software as a Service (ou Software como um Servico),

tem-se a seguinte proposicao:

A capacidade oferecida ao consumidor é usar aplicativos do provedor
rodando em uma infraestrutura Cloud. As aplicacdes s@o acessiveis a partir
de varios dispositivos do cliente como um navegador ou uma interface de
programa. O consumidor ndo administra ou controla a infra-estrutura
subjacente a nuvem, incluindo rede, servidores, sistemas operacionais,
armazenamento, ou até mesmo recursos de aplicativos individuais, com
excecdo de limitadas configuragbes especificas de aplicativos do usuério.
(MELL E GRANCE, 2011, p.2)

O exposto possibilita o entendimento de que no modelo de servico SaaS —
Software as a Service, o provedor do servigo (sistema) se responsabiliza pela
infraestrutura base para que este possa ser acessado pelo cliente. Este acesso
pode ocorrer via browser ou a partir da interface de um programa. Em linhas gerais,
a partir destas definicdes, é possivel entender que o SaaS possibilita que o cliente
mantenha foco em seu negécio de forma que ndo ha dispendio financeiro e/ou
esforgos para manter uma infraestrutura fisica de servidores, banco de dados, entre
outros localmente na empresa. Neste sentido, Espadas et al (2008, p.98) ilustram
este modelo de servigcos a conforme a Figura 1.
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Figura 1 — Arquitetura SaaS (ESPADAS et al., 2008, p.98)
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Este novo modelo de servico possui grandes perspectivas de crescimento e
retornos para o mercado de tecnologia. Como abordam Espadas et al., (2008, p.97)
“Néao é porque é uma “ideia legal”’, mas porque fundamentalmente altera a economia
dos softwares”. De acordo com o Gartner (2012b), os investimentos em SaaS em
2012 irdo atingir 14.5 bilhbes de dolares e, para 2015, estima-se 22.1 bilhdes de

dolares.

Por outro lado, quando se trata de PaaS — Plataform as a Service (ou
Plataforma como um Servi¢co), Mell e Grance (2011, p.2-3) apresenta a seguinte
definicao:

A capacidade oferecida ao consumidor é implantar uma infra-estrutura
Cloud para para criacdo de aplica¢cdes usando linguagens de programacao,
bibliotecas, servicos e ferramentas de suporte do provedor. O consumidor
ndo administra ou controla a infra-estrutura subjacente a nuvem, incluindo
rede, servidores, sistemas operacionais, ou armazenamento, mas tem
controle sobre os aplicativos implementados e configuracbes para o
ambiente de hospedagem do aplicativo. (MELL E GRANCE, 2011, p.2-3)

Entende-se que o modelo de servico PaaS — Plataform as a Service oferece
uma plataforma de desenvolvimento de sistemas/aplicacdes a partir de um ambiente
em nuvem. Novamente, o cliente ndo precisa se preocupar em manter uma
infraestrutura propria de servidores, sistema operacional ou banco de dados, mas
possui controle sobre o ambiente de desenvolvimento, o que possibilita, também
configurar o ambiente do servidor. De acordo com publicacdo da Eweek (2012), o

Gartner acrescenta:

PaaS é uma referéncia comum para a camada de arquitetura Cloud que
contém todos as aplicacBes de servicos de infra-estrutura, também
conhecidas como "middleware”. PaaS € a camada do meio da pilha de
software "na nuvem". E a tecnologia intermediaria entre a infra-estrutura
subjacente do sistema (sistemas operacionais, redes, virtualizacao,
armazenamento, etc) e aplicacdes de software. (EWEEK, 2012)

A partir desta viséo, entende-se o PaaS como uma plataforma que se localiza
entre a aplicagdo que estd sendo desenvolvida e a infraestrutura mantida pelo
provedor do servigco. O Gartner prevé que até 2015, a maioria das empresas terao
parte de seus “softwares de negdcio operando na nuvem, utilizando tecnologias ou

servicos PaasS direta ou indiretamente. Ademais, estima que até 2016, a competicdo
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entre os vendedores PaaS, ira impulsionar novos modelos de programacéo, padrdes
de desenvolvimento e lideres de mercado. (EWEEK, 2012)

Por fim, quando se trata de laaS - Infrastructure as a Service (ou
Infraestrutura como um Servico) Mell e Grance (2011 p.3) apresentam a seguinte
defini¢ao:

A capacidade oferecida para o consumidor é a provisdo de processamento,
armazenamento, redes e outros recursos computacionais com capacidade
de implantacdo e execucdo arbitraria, possibilitando incluir sistemas
operacionais e aplicativos. O consumidor ndo administra ou controla a infra-
estrutura cloud subjacente, mas tem controle sobre sistemas operacionais,
armazenamento, aplicativos implementados e controle limitado dos
componentes de rede selecionados (por exemplo, firewalls do host). (MELL
E GRANCE, 2011, p.3)

O modelo de Servicos laaS — Infrastructure as a Service, refere-se a
capacidade de oferecimento de infraestrutura (processamento, armazenamento,
componentes de rede, entre outros recursos) como um servi¢o, possibilitando que o
consumidor possa incluir suas proprias aplicacdes, sistema operacional,
configuracdo do servidor e dos componentes de rede, por exemplo, firewall. Neste
modelo, o usuario pode comprar a infraestrutura que deseja, quatidade de
processamento e armazenamento de forma que va ao encontro de sua necessidade
de negdcios enquanto o provedor do servico se responsabiliza pela infraestrutura

fisica.

O Gartner (2011), por sua vez, entende que o laaS — Infrastructure as a
Service ira transformar toda a concepcéo de infraestrutura em Tl nos proximos 10-20
anos. Em linhas gerais, de acordo com seus estudos o crescimento da laaS de 2011

(previsto para de 3.7 bilhdes de délares) atingird 10.5 bilhdes de dblares em 2014.

Algumas literaturas, aléem de Mell e Grance (2011), ressaltam sobre a
existéncia de novos modelos de servico para a Cloud Computing, em que o mais
comum é o StaaS — Storage as a Service, ou Armazenamento como Servigo. De

acordo com Kundu, Banerjee e Saha (2010, p.146):
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Armazenamento como um servico € um modelo de negécio em que uma
grande empresa pode alugar o espaco de armazenamento para uma
pequena empresa ou individuo através de sistemas de Cloud Computing. A
principal vantagem de StaaS esta na reducdo de custos - em pessoal, em
hardware e em espaco de armazenamento fisico. Por exemplo, um
administrador de rede normalmente usa StaaS para backup de dados
armazenados conforme o necessario, em vez de manter uma grande
biblioteca de fitas e disposicdo de discos de armazenamento. (KUNDU,
BANERJEE E SAHA, 2010, p.146)

A abordagem de StaaS corresponde a uma abordagem bastante especifica
em que a capacidade de armazenamento passa a ser oferecida como um servi¢co a
partir de discos remotos de armazenamento que podem ser acessados em qualquer
lugar. E bastante especifico pois, como ja foi abordado anteriormente, o modelo de
servico laaS também oferece capacidade se armazenamento em seu portfélio de
servigos, a questdo € que, no StaaS, a especificidade garante que servicos como
recuperacdo de desastres, backup, armazenamento de arquivos primario,
secundario, terceario, etc. possam ser oferecidos com custo mais competitivo além

maiores chances de personalizagéo.

Apesar disso, Wu et al. (2010, p.381) chamam atencdo ao fato de que,
servicos de armazenamento possuem um conjunto de pré-requisitos para a garantia
de integridade, confiabilidade, disponibilidade, etc., mas, devido a natureza
conflitante destes requisitos ainda ndo h&4 modelos que conseguem disponibilizar

todos em um mesmo servico.

E importante ressaltar que, estes modelos de servico mais especificos
correspondem a uma gama de novos servigos que vem sendo oferecidos dentro da
Cloud Computing tangenciando necessidades mais pontuais. A partir da pesquisa de
Kundu, Banerjee e Saha (2010, p.143), identificam-se 0s seguintes NOVOS Servigos:
Information as a Service (InaaS), Bandwidth as a Service (BaaS), Security as a
Service (SeaaS), Design as a Service (DaaS), Product as a Service (ProaaS),
Communication as a Service (CaaS), Entertainment as a Service (EaaS), Protection
as a Service (PraaS), Efficiency as a Service (EfaaS), Time Management as a
Service (TaaS), Reward as a Service (RaaS), Event as a Service (EvaaS), Service

as a Service (SraaS).
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Isso mostra uma crescente demanda pelos modelos orietados a servigos e
que, para além dos modelos tradicionais (laaS, SaaS e PaaS) o Cloud Computing
estd imersa em um processo constante de atualizacdo de sua estrutura bem como

capacidade de geracao de valor para seus consumidores.

2.4. Modelos de Implantacéao

Os modelos de implantacdo correspondem ao tipo de infraestrutura que
comporta a nuvem de servicos. E importante entender que esta infraestrutura pode
possuir diversos niveis de acesso, diferentes politicas de protecdo e tecnologias que
garantem maior ou menor seguranca dos dados e informacdes que trafegam pelo
servico, exclusividade, desempenho, além de outros fatores que podem ser definidos

caso a caso de acordo com o nivel de servigos que o cliente esta interessado.

Mell e Grance (2011, p.3) apresentam quatro modelos principais de
implantagéo: (i) Private Cloud (Nuvens Privadas); (i) Community Cloud (Nuvens
Comunitéarias); (iii) Public Cloud (Nuvens Publicas); e, (iv) Hybrid Cloud (Nuvens
Hibridas);

As nuvem privadas, sdo construidas exclusivamente para determinada
organizacdo a partir de politicas proprias e liberdade de acesso delimitada pela

organizagdo. Como abordam Mell e Grance (2011):

A infraestrutura de Cloud é provisionada para uso exclusivo de uma Unica
organizagdo compreendendo varios consumidores (por exemplo, unidades
de negécios). Podem ser de propriedade, gerenciadas e operadas pela
organizacdo, um terceiro, ou alguma combinacéo entre eles, podendo existir
dentro ou fora de suas instala¢gfes. (MELL E GRANCE, 2011, p.3)

Devido a suas caracteristicas exclusas, as nuvens privadas sdo conhecidas
por possuir maior nivel de seguranca quando comparada as nuvens publicas,
geralmente sdo estabelecidas em data centers privativos e com acordo de nivel de

servi¢os personalizado as necessidades do cliente.

Diferente das nuvens privadas, as nuvens publicas possibilitam o acesso

publico, ou seja, ndo restritivo. Em linhas gerais, as nuvens publicas contém
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aplicacbes e sistemas de diversos usuarios que coexistem. Para este modelo de
nuvem, Mell e Grance (2011) apresentam a seguinte observacéao:

A infraestrutura de Cloud é provisionada para uso aberto ao publico em
geral. de negocios). Podem ser de propriedade, gerenciadas e operadas por
uma empresa, setor académico ou organizacdo governamental, ou alguma
combinacgdo entre eles. Ela existe nas instalacdes do provedor de servicos
Cloud. (MELL E GRANCE, 2011, p.3)

As nuvens publicas sdo constantemente questionadas em relacdo a sua
performance e seguranca devido ao carater publico, rol de servicos rodando
simultaneamente, ambiente compartilhado, entre diversos outros fatores.

As nuvens comunitarias, por sua vez, suportam uma comunidade especifica
organizagbes que compartihem de um mesmo SLA (Service Level Agreement),
politicas de protecao, interesses em comum. De acordo com Mell e Grance (2011,

p.276):

A infraestrutura de Cloud é provisionada para uso exclusivo por uma
comunidade especifica de consumidores, de organizacbes que tém
preocupagbes em comum (por exemplo, a missdo, 0s requisitos de
seguranca, politica e consideracdes de conformidade). Podem ser de
propriedade, gerenciadas e operadas por uma ou mais das organizacfes da
comunidade, um terceiro, ou alguma combinacao entre eles, podendo existir
dentro ou fora de suas instalagBes. (MELL E GRANCE, 2011, p.3)

Economicamente, as nuvens comunitarias costumam ser mais caras que as
nuvens poublicas, porém mais baratas que as nuvens privadas devido ao

compartilhamento com outras organizagoes.

As nuvens hibridas, por fim, sdo compostas por nuvens privadas e nuvens

publicas que interagem entre si. De acordo com Mell e Grance (2011, p.3):

A infraestrutura em nuvem € uma composicdo de duas ou mais infra-
estruturas de cloud distintas (comunidade, privado ou puiblico) que
permanecem como entidades Unicas, mas estdo unidas por tecnologia
padronizada ou proprietaria que permite a portabilidade de dados e
aplicativos. (MELL E GRANCE, 2011,p.276)

Este tipo de nuvem permite a ampliacdo dos servicos de uma nuvem privada
a partir da reserva de recursos em uma nuvem publica. Em linha gerais, esta agéo

estratégica permite que, em momentos de instabilidade dos servicos da nuvem
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privada, seus servigos possam minimamente ser oferecidos a partir das nuvens

publicas.

2.5. Considerac¢des do Capitulo

As definicdes deste capitulo sdo fundamentais para entender a macroesfera
gue este trabalho esta inserido e, principalmente, deixar claro sobre qual perspectiva
conceitual este trabalho se baseia frente as diversas concepcbes de Cloud

Computing presentes na comunidade cientifica.

Os capitulos seguintes desenvolvem uma abordagem com foco na garantia
de maior protecdo para Nuvens Publicas cujo Capitulo 3 apresenta os principais
desafios enfrentados pela Cloud Computing no que se referem aos riscos, ameacas

e vulnerabilidades da tecnologia.
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3. RISCOS, AMEACAS E VULNERABILIDADES

O crescimento em escala mundial do paradigma Cloud Computing alavanca,

sobremaneira, desafios relacionados a protecdo de dados e informacdes

principalmente no que se refere as nuvens publicas.

A partir das publicagbes “Security Guidance for Critical Areas in Cloud
Computing” e “Top Threats to Cloud Computing” pela Cloud Alliance Security (CSA),
tém-se uma visado profunda destes desafios que plotam a reflexdo e a pesquisas ao
redor do mundo com o intuito de garantir um maior nivel de confianca no trato das
nuvens publicas por ser diretamente afetada pelas ameacgas tais como, uso nefasto
e abusivo da Cloud Computing, interfaces e APIs inseguras, usuarios maliciosos,
problemas no compartilhamento tecnoldgico, perda e vazamento de dados, roubo de

contas e servicos, riscos desconhecidos. (CSA, 2010)

A problemética se faz presente, pois, a utilizacdo de nuvens publicas
possibilita terceirizar toda a infraestrutura computacional da organizacdo para um
provedor de servicos, usufruindo apenas o necessario. Dentre 0s principais impactos
para 0 negodcio, destaca-se a diminuicdo dos custos operacionais, mas que, em
contrapartida, se depara com riscos a protecdo dos dados e informacdes da
organizacao principalmente em servi¢os cujas politicas exigem alto nivel de garantia,
dificultando, inclusive, o estabelecimento de um SLA que atenda as necessidades

do negocio .(CSA, 2010)

Frente a isso, este capitulo apresenta uma visdo profunda sobre o papel da
Cloud Alliance Security (CSA) no tratamento de ameacas em ambientes Cloud,
refletindo sobre riscos, vulnerabilidades e definigbes propostas pela CSA e um

conjunto de especialistas em protecédo de dados e informacfes na nuvem.



29

3.1. Cloud Security Alliance (CSA)

O CSA — Cloud Security Alliance é uma organizacao sem fins lucrativos que
promove investigacdes em melhores préticas de seguranca nos ambientes Cloud.
Dentre suas iniciativas, a CSA fornece capacitacdo e orientacdo para empresas do
ramo além de auxiliar os CSPs a garantirem modelos de negdcio seguros. (CSA,
2012a)

Além disso, possui um conjunto de programas, projetos e acées no campo da
protecdo da informacdo em ambientes Cloud, além de desenvolver pesquisas,
eventos, conferéncias e publicar artigos e relatérios com o intuito de ajudar

empresas e CSPs garantirem seus servi¢gos de Cloud Computing.

Dentro do campo de ferramentas, pode-se destacar o GRC Stack que fornece
um kit de ferramentas para avaliar nuvens privadas e publicas contra praticas que
possam comprometer a protecdo. Dentre as iniciativas do GRC (Achieving
Governance, Risk Management and Compliance), pode-se citar como exemplo o
CloudAudit, desenvolvido para simplificar processos de auditoria e coleta de dados,
criando uma maneira padrdo para os CSPs possam se comunicar de maneira
segura e em conformidade com os niveis de servico estabelecidos. As demais
solugdes relacionadas ao GRC sao: Cloud Controls Matrix (CCM), Consensus
Assessments Initiative Questionnaire (CAIQ), Cloud Trust Protocol (CTP). (CSA,
2012b)

O CSA também possui programas de certificacdo profissional, dentre as quais
pode-se destacar o Cloud Security Knowledge (CCSK), projetado a partir de um rol
de questdes relaconadas a seguranga em nuvem. O syllabus do exame € baseado
em dois principais documentos: (i) "Orientacdo de Seguranca para Areas Criticas de
foco em Cloud Computing”; e (i) "Cloud Computing: Beneficios, Riscos e
Recomendacgfes para a Seguranca da Informacdo”, da Agéncia Europeia para a

Seguranca da Informacéo. (CSA, 2012c)
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No que tece ao quadro de profissionais, a CSA é composta por pesquisadores
e especialistas em seguranca da informagéo, possui programa de afiliacdo e apoio

de empresas que contribuem com capital tecnolégico, financeiro e humano.

Esta estrutura possibilitou a publicacdo do documento “Top Threats to Cloud
Computing” (CSA, 2010), cuja proposta visa auxiliar as organizacfes a tomarem
decisbes estatégicas a respeito de ameacas aos ambientes Cloud, melhor

detalhadas nas proximas secoes.

3.2. Riscos, Ameagas e Vulnerabilidades

Quando o assunto é protecado de dados e informacdes, muito se fala sobre
ameacas, riscos e vulnerabiliades. Apesar disso, estes termos geram — muitas vezes
— confusao e conflitos a respeito de seus significados dentro das discussdes sobre

seguranca da informacao.

De acordo com PMBOK (2008, p.226), o risco € um evento ou uma condi¢do
incerta que, se ocorrer, tem efeito em pelo menos um objetivo do projeto. Caso
algum destes eventos se concretize, o mesmo pode influenciar positiva ou
negativamente o projeto, sistema, ou contexto que esteja inserido. O ISO/IEC (2002,
p.2) acrescenta que riscos correspondem a uma relagdo entre probabilidade de
acontecimento x possiveis consequéncias. Na proposicdo do MoR (2012), o risco é

definido como:

Risco € um evento incerto ou conjunto de eventos que, se ocorrer, tera um efeito
sobre a realizacdo dos objetivos. Um risco € composto por uma combinacdo da
probabilidade de ocorréncia de uma ameaca ou oportunidade e a magnitude do
seu impacto sobre os objetivos. (MoR, 2012)

Tratar riscos na esfera da protecdo por sua vez, significa prever possiveis
impactos para os clientes internos ou externos de determinados sistemas, servicos,
produtos em relagcdo a confiabilidade, integridade, disponibilidade e autenticidade
dos dados e informacées de uma organizacdo. Como exemplificam Dahbur,
Mohammad e Tarakji (2011, p.3):
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Por exemplo, se os usudrios ndo sao educados em processos e procedimentos,
h& uma probabilidade maior de que um empregado fard uma falta intencional ou
nao intencional que pode destruir dados. Risco amarra a vulnerabilidade, ameaca,
e a probabilidade de exploracdo para o impacto nos negécios resultante.
(DAHBUR, MOHAMMAD E TARAKJI, 2011, p. 3)

Neste sentido, a ISO/IEC (2002, p. 2), explicita que “cada vez mais, as
organizacdes utilizam processos de gestédo de risco, a fim de otimizar a gestao de
oportunidades em potencial ". Tanto em organizacbes provedoras de servicos de
Cloud (CSPs) quantas organizagdes clientes de servigos de Cloud, tém se mantido
atentas aos riscos de determinadas tecnologias, sobretudo suas ameacas a partir
avaliacdo e tomada de decisdo devido a falhas que possam afetar

produtos/servicos/informacdes das organizacdes.

Na visdo de Dahbur, Mohammad e Tarakji (2011, p.3) uma ameaca
corresponde a qualquer perigo em potencial para as informag¢des ou sistemas de
uma organizacdo. A ameaca pode ser alguém ou alguma coisa que ira identificar
uma vulnerabilidade especifica e utiliza-la contra a empresa e/ou individuo. Estas
vulnerabilidades, dizem respeito as fraquezas presentes em um software, hardware
OuU processo,que podem repercutir em uma uma porta de entrada para agentes
maliciosos terem acesso a ambientes e/ou dados/informacdes restritos. Como
abordam Dahbur, Mohammad e Tarakji (2011, p.3), vulnerabilidade caracteriza a

auséncia ou fraqueza de uma salvaguarda que poderia ser explorada.

3.3. Principais Ameagas

Como mencionado anteriormente, as principais ameacgas aos ambientes
Cloud séo retratados pela CSA (2010) com a publicagado do “Top Threats to Cloud

Computing” sob a seguinte perspectiva:

O objetivo deste documento, " Top Threats to Cloud Computing”, é fornecer o
contexto necessario para auxiliar as organizagcbes na tomada de decisdes
referentes a gestédo de risco em relacdo as estratégias de adocdo de ambientes
Cloud [...] Nosso objetivo é fornecer um produto de identificacdo de ameacas que
possa ser rapidamente atualizado para refletir a dindmica da Cloud Computing e
evoluir rapidamente o ambiente de ameaca. (CSA, 2010, p.6)
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Na atualidade, este artigo é uma das principais referéncias da area, sendo
concebido a partir de uma série de debates, discussdes e pesquisas que identificam
sete principais ameacgas a protecdo dos ambientes Cloud. Como é abordado na
pesquisa, o foco foi identificar caracteristicas Unicas e inerentes aos ambientes de

Cloud Computing.

Embora muitas questfes, como a estabilidade financeira do provedor, criacdo de
riscos significativos para os clientes, nés tentamos concentrar em questdes que
sentimos ser exclusivas ou muito ampliada pelas caracteristicas-chave de Cloud
Computing e seu compartilhamento, de natureza on-demand. (CSA, 2010, p.6)

Vale ressalta que a CSA visa dar continuidade a pesquisa para que esta
possa ser periodicamente atualizada, para tanto, objetiva-se lancar uma segunda
versédo do documento em Julho de 2012.

De modo geral, a versdo de 2010 foi responsavel por identificar as seguintes

ameacas:

Uso abusivo e transgressivo da computacdo em nuvem;
APls inseguras;

Colaboradores internos mal intencionados;

Problemas relacionados ao compartilhamento tecnoldgico;
Perda e vazamento de dados;

Roubo de contas e servicos;

N o ok wDbdhdE

Perfil de riscos desconhecidos;

A Tabela 2 apresenta cada uma das ameacas listadas com maiores detalhes.



Tabela 2: Ameacas em ambientes Cloud (CSA, 2010, p.8-14)
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Ameaca

Descricao

Modelo
Afetado

Uso abusivo e
transgressivo da
computagdo em

nuvem

Provedores laaS oferecem aos seus clientes a ilusdo de computacéo ilimitada, possibilitando
aderir aos servicos com apenas um numero de cartdo de crédito valido, quando néo
oferecem a utlizagcdo de seus servicos com um periodo gratuito e sem maiores
compromissos. A questdo é que estes cadastros muitas vezes nao verificam a validade do
usuario cadastrado, e abusam desta anonimidade decorrente de um processo de cadastro
fragil, spamers, desenvolvedores de aplicativos maliciosos e outros criminosos virtuais tem
abusado destas brechas com certa impunidade,sobretudo,em ambientes PaaS.
Consequentemente, os CSPs precisam de um processo de registro e validagdo mais
rigoroso, inspecao rigida de trafego de rede de usuarios, e outras medidas de protegéo.

laaS e
PaaS

APIs inseguras

Provedores de computacdo em nuvem (CSPs) disponibilizam uma série de interfaces de
software ou APIs que usudrios gerenciam e interagem com os servidores, porém, empresas
e terceiros comumente realizam customizacdes e desenvolvimentos sobre essas APIs o que
pode repercutir em aberturas para ataques e roubo de informacdes devido a falhas
residuais. Para combater esta ameaca, sdo necessarios processos que analisem o modelo
de protecdo das interfaces do CSP, além de autenticagdo forte com processos de controle
encriptados.

Todos

Colaboradores
internos mal

intencionados

A ameaca de colaboradores internos mal intencionados é bem conhecida e resulta em
espionagem industrial, roubo de informag®es, ataque a servigos. Em Cloud Computing, pela
convergéncia entre servicos e clientes sob uma gestao Unica de dominio, combinado com a
falta de transparéncia nos processos e procedimentos adotados pelos CSPs, este problema
se torna ainda mais grave, sendo necessario processos que garantam a geréncia e controle
restritivo da cadeia de fornecimento conduzindo validagdo do CSP, transparéncia nas
praticas de seguranca como também dos relatérios de conformidade.

Todos

Problemas
relacionados ao
compartilhamento

tecnologico

Fornecedores laaS entregam servicos de forma escalavel através da partilha infraestrutura.
Muitas vezes, os componentes basicos que compdem esta infra-estrutura (por exemplo,
caches de CPU, GPU, etc.) ndo foram projetados para oferecer propriedades de isolamento
robustas para arquitetura multiusuarios gerando niveis inapropriados de controle ou
influéncia sobre plataformas subjacentes. E necessario uma forte compartimentalizacdo para
garantir que operacdes de um cliente ndo impactem negativamente em outros sistemas de
outros clientes, uma vez que estes nao devem ter acesso a nenhum dado, trafego de rede,
etc, atual ou residual de outrem.

laaS

Perda e
vazamento de

dados

Existem varios modos de comprometer dados. Exclusdo ou alteragcdo de dados gravados
sem a copia de seguranca do conteido € um exemplo. Perder a ligacdo entre um dado
gravado e sua referéncia pode torna-lo irrecuperavel assim como grava-lo em uma midia
ndo confidvel. Finalmente, partes ndo autorizadas devem ser impedidas de obterem acesso
a dados sem autorizagdo. A ameaca de comprometimento de dados aumenta no ambiente
de computagdo na nuvem devido alto nimero de intera¢des. Medidas como implementar
forte controle de acesso em APIs, encriptar e proteger a integridade de dados em transito,
analisar protecdo de dados tanto em produgdo quanto em projeto, sdo necessarias contra
esta ameaca.

Todos

Roubo de contas

e servigcos

Métodos de ataque, como phishing, fraude e exploracdo de vulnerabilidades de software
séo bastante comuns e 0 mesmo ocorre em ambientes Cloud. Se um invasor obtém acesso
a credenciais de um Cloud User, eles podem espionar suas atividades e transacgdes,
manipular dados, retornar informages falsas, e redirecionar seus clientes a sites ilegitimos,
utilizando a forca da reputacdo da brand da empresa para replicar ataques na nuvem.
Medidas como, proibir compartilhamento de credenciais de acesso entre usuarios e servicos,
utilizar técnicas de autenticagdo forte quando possivel, empregar monitoramento proativo
para deteccdo de atividades ndo autorizadas, sdo algumas das alternativas para combater
esta ameaca.

Todos

Perfil de risco

desconhecido

Um dos principios do Cloud Computing € a reducdo da posse e responsabilidade de
manutencdo de hardware e software permitindo as empresas focarem em seu core
business. Porém, pode resultar em exposi¢des desconhecidas além de poder impossibilitar
analises profundas em ambientes operacionais com alta necessidade de controle devido a
pontos de obscuridade. Dentre as principais medidas para combater esta ameaca,
destacam-se gerenciamento de logs de acesso, programacao e monitoramento de alertas.

Todos
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A definicBo destas ameacas é fundamental para o detalhamento da

arquitetura/framework proposto por este trabalho, e sdo detalhas na secdo a seguir.

3.4. Critérios para Elaboracdo de uma Arquitetura ou Framework

Integrado

Para a constru¢cdo de uma arquitetura ou framework integrado com foco na
protecdo contra ameacas, ampla cobertura de modelos de servico e garantia de
melhor experiéncia para 0 usudrio, as pesquisas realizadas por este trabalho
propdem sete principais critérios para a composicdo de uma nova arquitetura ou
framework integrado. Estes critérios tém como base arquiteturas e frameworks que
os utilizam individualmente, mas que se utilizados em conjunto, a partir de uma
arquitetura que comporte sua integracdo, podem proporcionar uma melhor
experiéncia no trato das ameacas evidenciadas por este capitulo. Os critérios
destacados sao: (i) Funcionamento em ambientes SaaS, laaS e PaaS; (ii)
Interoperabilidade entre diferentes CPSs; (iii) Monitoramento Proativo de Politicas;
(iv) Gerenciamento de politicas de protecdo como servico; (v) Protecdo as sete
principais ameacas da Cloud Alliance Security; (vi) Escrita de politica de protecdo em
linguagem natural; (vii) Implantacdo realizada dentro da empresa. (CSA, 2010;
SRIVASTAVA et al., 2011; TAKABI E JOSHI, 2012)

A concepgao de funcionamento em ambientes SaaS, laaS e PaaS
corresponde a proposicdo de uma arquitetura ou framework que possa ser aplicado
a qualquer modelo de servico (laaS, SaaS e PaaS). Este critério se baseia no fato
que das 7 (sete) ameacas definidas pela CSA (2010, p.8-14), 5 (cinco) tangenciam
todos os modelos de servico. Sob a perspectiva de ameacas futuras, a arquitetura
ou framework deve levar em consideracdo o surgimento de novos modelos de

servigo derivados do laaS, SaaS e PaaS.

Em relacdo a interoperabilidade entre diferentes CPSs, a proposicdo deste
critério corresponde a capacidade de comunicacdo das politicas definidas na
arquitetura em CSPs heterogéneos. A definicAo deste critério se baseia na

interpretacdo do artigo de Takabi e Joshi (2012) e visa que a arquitetura ou
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framework possa tangenciar ameacas em diferentes ambientes, aumentando seu

espectro de protecéo.

Ja em relacdo ao monitoramento proativo de politicas, explicita-se que sua
responsabilidade € verificar se monitoramento do SLA definido entre cliente e CSP
esta sendo cumprido ao longo de toda atividade do servico. A definicdo deste critério
estd baseado em Srivastava et al. (2011, p.663), em que no monitoramento proativo
os clientes de servicos possuem um mecanismo de controle que persiste em
verificar se 0 SLA estd sendo cumprindo pelos CSPs. Qualquer falha, ameaca, ou
descumprimento das politicas é imediatamente reportado ao cliente dos servigos.

No que se refere ao gerenciamento de politicas de protecdo como servico,
corresponde a capacidade de controle de recursos da arquitetura ou framework ante
a gestao de politicas (ex. adicdo, remocao, edicdo de politicas), em geral, a partir de
um Policy Manager. Este tipo de recurso permite intervengdes imediatas no trato de

politicas e possiveis vulnerabilidades.

Quanto a protecdo as sete principais ameacas da Cloud Alliance Security, a
arquitetura ou framework deve possuir estrutura de protecdo nativa a todas as
ameacas listadas pela CSA (2010, p.6-7), sendo estas ameacas exclusivas aos
ambientes Cloud abstraidas a partir de pesquisas, féruns, conferéncias na presenca

de especialistas do setor.

Escrever politicas de protecdo em linguagem natural, diz respeito a
arquitetura ou framework receber linguagem humana como input para a definicao de
politicas, como apresenta Takabi e Joshi (2012, p.5504) em sua proposta de
framework. Este critério é fundamental, pois, algumas arquiteturas apenas
conseguem processar politicas escritas diretamente em XML, ou outras linguagens
de computador para que haja comunicagdo com os CSPs. Este critério visa tornar o
ambiente user friendly na perspectiva de que, quanto mais simples for a
arquitetura/framework para o usuario, mais aderente serd ao gerenciamento das

politicas e, consequentemente, das ameacas.
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Por fim, a implantacdo realizada dentro da empresa, implica que o
monitoramento deve ser realizado de dentro para fora da organizagdo com o intuito
de garantir maior controle e protecdo aos dados, além de aumentar a sensacao de
maior protegcdo para os stakeholders. De acordo com a descricdo das ameagas
apresentadas pela CSA (2010, p. 8-14), de sete ameacgas, apenas duas séo

aplicadas quando a implantag&o ocorre internamente na organizagao.

Com base nestas referéncias, os critérios apresentados sédo fundamentais para a

construcdo de novas arquiteturas ou frameworks.

3.5. Consideracdes do Capitulo

A proposta de framework integrado presente no Capitulo 5 deste trabalho,
além de servir como base para estudos futuros que busquem a garantia de protecao

para Clouds Publicos aliados a comunicacdo entre plataformas heterogéneas,

centralizacao de politicas e monitoramento proativo.

O Capitulo 4, por sua vez, apresenta a andlise de um conjunto de arquiteturas
e frameworks com o intuito de identificar as que mais se aproxima dos critérios

levantados neste capitulo.
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4. ANALISE DE FRAMEWORKS E ARQUITETURAS DE
MONITORAMENTO DE POLITICAS

Apds ser apresentada uma visdo geral sobre Cloud Computing em relacéo a
sua definicdo, caracteristicas, modelos de servi¢cos, modelo de deploy e os principais
desafios e ameacas a seguranca, vé-se, através de diversos estudos, um conjunto
de propostas de frameworks e arquiteturas com o desafio de garantir maiores niveis
de protecao, interoperabilidade entre outras questdes que impulsionam o proprio

desenvolvimento do campo do saber.

Na perspectiva de Wu et al (2010, p.381):

Espera-se que Sistemas Cloud atendam varios requisitos rigorosos para a
manutencdo de dados e informagbes de usuéarios, incluindo alta
disponibilidade, confiabilidade, performance, replicacdo e consisténcia dos
dados, mas devido a natureza conflituosa desses requisitos, nenhum
sistema implementa todos eles juntos. (WU et al, 2010, p.381, grifo
Nosso)

Ainda que Wu et al. (2010, p.380) direcionem sua observacéo para ambientes
de armazenamento Cloud, sabe-se que o desafio de desenvolver plataformas mais
robustas e capazes se superar suas limitacées € inerente ao proprio crescimento da
Cloud Computing per se. Frente a esta perspectiva, este capitulo faz o levantamento
de artigos recentes da IEEE que propuseram frameworks e arquiteturas com foco na
garantia de maiores niveis de protecdo as ameacas, gerenciamento de politicas
como servico, interoperabilidade entre ambientes heterogéneos, com o intuito de
identificar a possibilidade de propor uma arquitetura/framework integrado, com maior

cobertura das questdes levantadas.

4.1 Analise de Frameworks e Arquiteturas

Os artigos que foram selecionados possuem diversos pontos em comum, mas
peculiaridades e espagcos que podem ser complementados com uma abordagem
intregrada, proposta do framework integrado deste trabalho. Foram entéo
selecionados cinco principais artigos com temas convergentes a respeito dos

critérios apresentados no Capitulo 3, descritos na Tabela 3.
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Tabela 3: Artigos analisados

Artigo

Objetivo

Pontos centrais

Takabi e Joshi
(2012)

Policy
Management as a
Service

Propor um framework baseado em
gerenciamento de politicas cujos
recursos possam ser totalmente
gerenciados por seus USUArios
além de garanti comunicacao entre
CSPs heterogéneos.

- Utilizac&o de Linguagens

Naturais

- Comunicacao entre CSPs
heterogéneos

- Compativel com qualquer
modelo de implantag&o

- Centralizagéo de Politicas

Srivastava et al.
(2011)

An Architecture
based on
Proactive Model

Propor uma arquitetura de
monitoramento proativo baseada
na definicho de Cloud para
tratamento de ameagas.

- Monitoramento Proativo de
Politicas

- Defini¢cdo de Cloud Policies

- Centralizag&o de Politicas na
Security Cloud

- Utiliza modelo de Implantacéo
Hibrido

Wang e Luo
(2011)

Propor um framework baseado em
gestdo e monitoramento de SLAs
hierarquico que garanta o minimo

- Monitoramento de violagéo dos
SLAs
- Servico auto-adaptativo

Policy-Based SLA- | de violagdo dos acordos de | - Foco em arquiteturas laaS
Aware servico. - Trabalha tanto com Usuério
guanto CSPs (ganha-ganha)
Basescu et al Propor um  Framework de | - Foco em Data Storages
(2011) Gerenciamento Genérico de | - Interligagdo com ambientes

Managing Data

Protecdo que permite provedores
de Gestdo de Dados em Cloud

heterogéneos
- Politicas de Protecédo

Access definir e aplicar politicas de | - Busca linguagens de descrigdo
protecdo mais complexas. expressivas de politica
- Extenséo do framework
Bellessa Propor um sistema de | ODESSA
et al (2011) monitoramento dindmico de | - Trabalha com Politicas
politicas garantindo seguranga em | Dinamicas
NEtODESSA nivel de rede. - Trabalha com modelo baseado

em inferéncia

- Trabalha com tecnologias de
descrigéo de recursos e openflow
- Monitoramento em nivel de rede

Em uma discussao mais profunda sobre os artigos estudados, Takabi e Joshi

(2012, p.5505), propdem a utilizagdo de linguagem natural na definicdo de politicas

para que haja comunicacao entre diferentes CSPs, em que, as politicas descritas a

partir de linguagem humana sdo convertidas em linguagem de maquina — sendo

este um dos fatores que possibilita a arquitetura se autorizar em ambientes Cloud
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heterogéneos. E importante ressaltar que a proposta em quest&o privilegia controle
total das politicas, podendo ser alteradas e inseridas com 0s recursos do servico em
modo de execucao. No que se refere a capacidade de monitoramento, a proposta de
Takabi e Joshi (2012, p.5506) suporta controle de acessos reativo, ou seja, 0S
usuarios ndo sao obrigados a determinar todas as politicas de controle de acesso, a
priori, mas podem atualizar politicas dinamicamente em tempo de execugdo como

resposta aos pedidos de acesso que por ventura ndo tenham sucesso.

Srivastava et al. (2011, p.661-663), por sua vez, propdéem uma arquitetura de
monitoramento proativo cujas politicas, nomeadas “Cloud Policies”, protegem o
ambiente contra as sete ameacas levantadas pela CSA (2010). Em linhas gerais, a
arquitetura € construida com base em um ambiente de Nuvem Privada que comporta
uma Security Cloud que se comunica com o ambiente externo, configurando um
modelo de implantacdo hibrido. Entdo, na Security Cloud sdo definidas as Cloud
Policies, direcionadas para combater as ameacas leantadas pela CSA, além de

outras ameacas definidas pelo cliente do servico.

Ademais, a Security Cloud possui um mecanismo de monitoramento
responsavel por comparar se as Cloud Policies sdo compativeis com o ambiente
externo, este monitoramento é continuo e persistente — caracteristica da
proatividade. Vale ressaltar que, a importancia da proatividade reside no fato que os
SLAs entre cliente e CSPs é o Unico aparato legal definido na contratacdo de
servigos, porém, nao ha para o cliente formas de controlar se os SLAs estdo sendo
ou ndao cumpridos. O monitoramento proativo garante identificar se ha possiveis
violagbes no SLA definido entre as partes. A proposta de Srivastava et al. (2011,
p.665), visa também centralizar as politicas em um Unico repositério amparado pela
Security Cloud. Esta centralizagéo possibilita maior facilidade de gerenciamento das

politicas.

A arquitetura de Wang e Luo (2011, p. 114), por outro lado, apresenta um
modelo de Gerenciamento de Recursos de Nuvem que satisfaz as necessidades do
usuario e também dos CSPs. Em linhas gerais, Wang e Luo (2011, p.115-116)
introduzem o conceito de SLA-Aware que, semelhante ao monitoramento proativo de

Srivastava et al. (2011), monitora possiveis viola¢cdes no SLA. E importante ressaltar
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que, este modelo possui foco tanto no cliente quanto no provedor de servico e, para
tanto, desenvolve-se um mecanismo de provisdo de servigos e politicas auto
adaptativo responsavel por garantir que os acordos definidos no SLA ndo sejam
violados. A arquitetura € focada em um modelo de servicos laaS e baseada em
algoritimos de abstracdo. O provedor de servicos possui recursos que podem ser
oferecidos aos clientes sob demanda e monitorados pelo Monitor de Status de
Aplicacdo (ASM). Conforme Wang e Luo (2011, p.114) abordam, "O problema
fundamental da Cloud Computing é o problema de scheduling, porque nos obriga
fazer trade-offs entre os tipos de fatores, como consumo, custo de energia pena".
Para tanto a arquitetura possui um Escalador responsavel por programar e

reprogramar os recursos de acordo com as politicas predefinidas.

A proposta de Basescu e Carpen-Amarie. (2011, p.459), por sua vez,
propée um Framework Genérico de Gerenciamento de Protecdo que permite
provedores de Gestdo de Dados em Nuvem definir e aplicar politicas de protecao
mais complexas. O framework em questdo é designado a detectar e interceptar um
conjunto de ataques através de uma linguagem de descricdo de politicas expressiva,
podendo ser facilmente interligado com varios sistemas gestores de dados. Este
framework € focado em sistemas que gerenciam dados (Data Storage) e visa ser

interligado com ambientes heterogéneos.

Para tanto, o framework define Security Policies descritas em XML. A
arquitetura basica do framework contém: (i) um modulo Policy Manager, responsavel
por definir e assegurar que as Security Policies estdo sendo aplicadas; (i) um
modulo que monitora Histérico de Atividades do Usuario disponibilizando as acfes
para o médulo de Gerenciamento de Politicas; (iii) um modulo de Gerenciamento de
Confianga que atribui niveis diversos de confianca para cada usuario de acordo com
seu histérico de acdes. Dentre os pontos que devem ser destacados, ressalta-se
que o framework possui monitoramento reativo, pois, a partir do histérico de acoes
dos usuarios no sistema ele possibilita a tomada de decisdo de acordo com as
politicas definidas no Policy Manager. Além disso, as politicas sdo armazenadas
internamente do Cloud System, ndo possuindo uma centralizacdo das mesmas.
(BASESCU E CARPEN-AMARIE, 2011, p.460-464)
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Por outro lado, Bellessa et al. (2011, p.57) propéem um framework que
possui um sistema de monitoramento dinamico de politicas que garante seguranca
em nivel de rede. Denominado de NetODESSA, o framework € uma extensdo do
ODESSA aplicado a camada de rede, permitindo a construcédo de redes dinamicas
cujos administradores podem escrever politicas de rede em tempo de execucdo. No
que se refere as tecnologias utilizadas, destaca-se 0 RDF (Resource Descripition
Framework), uma linguagem universal para descri¢cdo de recursos também utilizada
por Takabi e Joshi (2012, p.5504), e o OpenFlow, protocolo que permite controlar o
comportamento de um switch com a definicdo de acles para tipos especificos de
conexdes. Neste framework, introduz-se o conceito de Dynamic Policy, ou seja, uma
politica de alto nivel que ndo esté presa a um host em especifico, opera em nivel de

rede.

4.2. Comparativo entre Arquiteturas e Frameworks

ApoOs a visdo geral sobre as arquiteturas e frameworks, a Tabela 4 realiza
questdes-chave com base nos critérios levantados pelo capitulo 3 bem como outros

fatores relevantes para comparar as arquiteturas/frameworks analisadas.



Tabela 4: Recursos das arquiteturas/frameworks

Arquiteturas/Frameworks
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Takabi e Srivastava et Wang e Luo Basescu et Bellessa
Joshi (2012) al. (2011) (2011) al. (2011) etal (2011)
Policy Architecture Policy-Based Managing NEtODESSA
Questbdes Management | based on SLA-Aware Data Access
as a Service | proactive
model

Qual é o tipo de Reativo Proativo Proativo Reativo Proativo
monitoramento?
Consegue se
autenticar em Sim Sim Sim Sim Sim
Clouds
Heterogéneos?
Existe
Gerenciamento de Sim Sim Sim Sim Sim
Politicas como
servigo?
Existe protecao
nativa as ameacgas N&o Sim N&o Néao N&o
da CSA?
A recomendacao
de politicas é Sim N&o N&o N&o N&o
espontanea?
Qual é a linguagem | Linguagem N&o XML XML XML
de escrita da Natural especifica
politica?
Qual é o tipo de Access Cloud Policy Policy Security Dynamic
politica utilizada? Policy Policy Policy
Existe
centralizacao de Sim Sim Sim Nao Sim
politicas?
Implantacéo é Sim Ambos Ambos N&o Sim
realizada dentro da
empresa?
Monitora qual Todos Todos laaS StaaS Todos

ambiente Cloud?

bY

Em relacdo a questdo, “Qual é o tipo de monitoramento?” utilizado pelo

framework, os artigos analisados levantam duas possibilidades: (i) monitoramento

reativo, que apos o SLA ser impactado com alguma inconsisténcia possui uma acao

de controle; e, (i) monitoramento proativo, que persiste em verificar se 0 SLA esta

sendo cumprindo pelos CSPs. Neste critério, o framework proposto por Takabi e

Joshi (2012, p.5506) e a arquitetura proposta por Basescu et al. (2011, p.462),

possuem monitoramento reativo. Os demais artigos analisados séo proativos.
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A questao seguinte, “Consegue se autenticar em Clouds Heterogéneos?”, diz
respeito a capacidade da arquietetura/framework possuir mecanismos de
autenticacdo em diferentes CSPs, independente da tecnologia que utiliza. Para que
isto seja possivel, a arquitetura ou framework deve utilizar uma linguagem para
comunicacao interoperavel, por exemplo, o XML, ou entdo possuir mecanismos de
conversdo da linguagem nativa de sua arquitetura ou framework para linguagens
interoperaveis entre os CSPs. Todos os artigos analisados possuem minimamente
formas de se comunicarem com diferentes CSPs, porém, alguns limitados a
ambientes de servigos especificos, por exemplo, a proposta de Basescu e Carpen-
Amarie (2011) especializada em comunicagao StaaS. Nesta questdo, destaca-se a
proposicdo de Takabi e Joshi (2012, p.5501-5506) que possui mecanismos

especificos para que nédo haja limitacées, independente do modelo de servigos.

Ja a questao, “Existe Gerenciamento de Politicas como servigo?”, verifica se
as arquiteturas ou frameworks possuem um “Policy Manager’” ou mecanismos
semelhantes que permitem a adicédo, excluséo, edicdo de politicas como um servico,
acessadas a partir de uma interface comum em ambiente Cloud. Todos os
ambientes comportam este critério, mas o framework de Takabi e Joshi (2012)

possui abordagem especializada em Policy as a Service.

Por outro lado, em relacdo a questdo “Existe protecao nativa as ameacas da
CSA?”, corresponde a presenca de politicas de protecdo contra as sete ameacas
identificadas pela CSA nativas a arquitetura ou framework. Apenas Srivastava et al.
(2011, p.663-664) possuem esta preocupacdo a partir da definicdo de Cloud
Policies.

Em relacdo a questdo se “A recomendagdo de politicas € espontanea?”
apenas Takabi e Joshi (2012, p.5503), propdéem uma estrutura de Policy
Recomedations, cujo framework auxilia na geracdo espontanea de politicas com

base nas informacdes do Cloud User.

Quanto a questdo “Qual é a linguagem de escrita da politica?”, as
arquiteturas/frameworks estudadas utilizam tanto XML quanto linguagem natural

para definirem suas politicas. Em linhas gerais, 0 XML
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(eXtensible Markup Language) é uma linguagem de marcacdo genérica que segue
os padrdes da W3C para comunicacgao via internet sendo amplamente utilizada pois
cria uma infraestrutura Unica apra diversas linguagens, garantindo interoperabilidade
na comunicacdo entre ambientes heterogéneos. Ja as linguagens naturais,
correspondem ao input de informagbes em linguagem humana, para tanto, a
arquitetura ou framework possui mecanismos de conversdo desta linguagem em
linguagem de maquina. Dentre os artigos apresentados, apenas Takabi e Joshi
(2012, p.5505) apresentam um mecanismo de conversao de linguagem natural de
forma que esta possa ser dinamicamente interpretada e compatibilizada em

diferentes CSPs, as demais arquiteturas ou frameworks utilizam XML.

A partir do estudo das arquiteturas ou frameworks, identificou-se que em
relagdo a questdo “Qual é o tipo de politica utilizada?”, Takabi e Joshi (2012, p.5500-
5506), utilizam Access Policies, ou seja, politicas de acesso que sédo definidas em
linguagem natural cujo foco é garantir autenticacdo em ambientes heterogéneos. Em
Srivastava et al. (2011, p.663-664), utilizam Cloud Policies, que sdo politicas com
foco na protecdo contra as sete ameacas da CSA além de outras ameacas que
possam ser especificas de ambientes Cloud. Por outro lado, Wang e Luo (2011,
p.115), utilizam apenas Policy, que s&o politicas genéricas sem nenhuma
especificidade. Basescu e Carpen-Amarie (2011, p. 461), utilizam Security Policies,
qgque sdo politicas de protecdo com caracteristicas préprias para protecdo de
storages. Por fim, Bellessa et al (2011, p.58), utilizam Dynamic Policies, que séo

categorizadas como politicas de rede.

Ja a questdo “Existe centralizagédo de politicas?”, apenas Basescu e Carpen-
Amarie (2011) ndo possuem um ambiente que mantém todas as politicas
centralizadas. As demais arquiteturas ou frameworks possuem mecanismos que
realizam a funcdo de Policy Database, ou seja, um banco de dados de politicas. A
centralizacdo é fundamental para o gerenciamento das politicas, bem como manté-

las protegidas.

Quanto a questdo “Implantacdo é realizada dentro da empresa?”, apenas
Basescu et al. (2011, p.59) realizam a implantacdo externa a empresa. Por outro

lado, Wang e Luo (2011, p.115) e Srivastava et al. (2011, p.665) podem realizar a
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Implantacao tanto fora quanto dentro da empresa devido ao modelo de arquitetura

proposto.

Por fim, a questdo “Monitora qual ambiente Cloud?“, mostra que as
arquiteturas ou frameworks propostas por Takabi e Joshi (2012), Srivastava et al.
(2011) e Bellessa et al. (2011) possuem monitoramento extensivel para ambientes
SaaS, PaaS e laaS. Em linhas gerais, esta questdo vai ao encontro do critério que
visa a cobertura genérica dos modelos de servico Cloud. Wang e Luo (2011) e
Basescu et al. (2011) monitoram especificamente ambientes laaS e StaaS
respectivamente.

A Tabela 5 mostra um comparativo entre as aquiteturas ou frameworks

analisadas com base nos critérios definidos no Capitulo 3.

Tabela 5: Comparativo de critérios presentes nas arquiteturas/frameworks

Takabi e Srivastava et Wang e Basescu et Bellessa
Joshi al. (2011) Luo (2011) al. (2011) etal (2011)
(2012)
An Policy- Managing NEtODESSA
Criterio Policy architecture Based Data Access
Manageme based on SLA-Aware

ntas a proactive

Service model
(i) Funcionamento em X X X
ambientes SaaS, laaS
e PaaS
(i) Interoperabilidade X X X X X
entre diferentes CPSs
(iif) Monitoramento X X X
Proativo de Politicas
(iv) Gerenciamento de X X X X X
Politicas de protecao
como Servico
(v) Protecao as sete X
principais ameacas da
CSA
(vi) Escrita da politica X
de protecdoem
linguagem natural
(vii) Implantacéo X X X X
realizada dentro da
empresa

A partir da analise e comparacao de cada uma das aquiteturas ou frameworks

apresentados, conclui-se que as arquiteturas que mais se aproximam dos objetivos
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deste trabalho ante aos critérios apresentados no Capitulo 3, além de
compatibilidade entre seus elementos de forma que uma complemente a outra em
relacdo a caréncia de algum critério, corresponde a integracdo das arquitetura e
framework de Takabi e Joshi (2012, p.5504) e Srivastava et al. (2011, p.665).

4.3. Consideragfes do Capitulo

O estudo em profundidade das arquiteturas e frameworks apresentadas foram
fundamentais para realizar uma analise comparativa com base nos critérios
identificados por esta pesquisa, identificando seus principais pontos fortes e
frequezas em relacdo a protecdo contra ameacas, vulnerabilidades e aderéncia as
Nuvens Publicas. Desta forma, com base nas arquiteturas e frameworks que melhor
se completam, o Capitulo 5 apresenta uma proposta de framework integrado
aprofundando sobre os principais elementos presentes em Takabi e Joshi (2012) e
Srivastava et al. (2011).
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5. PROPOSTA DE FRAMEWORK DE MONITORAMENTO

Este capitulo tem como objetivo detalhar a proposta de arquitetura integrada
introduzida no capitulo anterior. Para tanto, nas secdes seguintes aprofundam-se
nas definicbes da arquitetura e framework selecionados. E, é apresentada uma
proposta de unificacdo destas arquiteturas com o intuito de aproveitar seus principais
pontos fortes e equilibrar seus pontos fracos.

5.1. Arquitetura Proativa de Monitoramento de Politicas em Ambiente Cloud

Como ressaltado anteriormente, os ambientes publicos de Cloud Computing
estdo suscetiveis as principais ameacas definidas pela Cloud Security Alliance, o
que pode ser um impeditivo para o pleno cumprimento das politicas e expectativas
definidas no SLA dos servigos. E importante ressaltar que, uma politica, como bem
explicitada Bellessa et al. (2011), corresponde a um conjunto de regras responsaveis

por garantir o comportamento dos servicos.

Porém, politicas de protecdo tradicionais sdo funcionais para modelos de
infraestruturas tradicionais, muitas vezes em um Data Center da prépria empresa. A
partir desta visdo, Srivastava, et al. (2011) faz menc¢édo a Cloud Policy como um
conjunto de regras pertinentes aos servicos de Cloud Computing de forma que haja
preocupagcao em mapear os reais requisitos de seguranca de uma organizacédo que
adota estes servicos, garantindo o cumprimento de suas especificidades, sobretudo
nas questdes apontadas pelo Gartner Seven Security Risks of Cloud Computing.
(NETWORKWORLD, 2008)

Adocao de Cloud Computing é uma mudanga de paradigma no uso de TI
por uma organiza¢do. Por isso defendemos que uma politica Cloud
separada faria jus ao caso. Entre outros, o beneficio deve incluir esfor¢co
concentrado da gestdo e compreensdo de que € necesséario para tal
mudanca. Esta politica Cloud ira aumentar as politicas de seguranca da
organizacgdo. (SRIVASTAVA et al., 2011, p.663)

Para tanto, a proposicdo de uma arquitetura para monitoramento do

cumprimento das Cloud Policies e sua especificacdo no contrato de servico (SLA),
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de acordo com Srivastava, et al. (2011, p.663), deve ser baseada nos seguintes

pontos:

l. Garantia do aumento das politicas de protecdo de uma empresa a partir de

uma Cloud Policy estruturada.

Il. Monitoramento proativo e reporte de violacdo das politicas definidas pela
Cloud Policy a partir de um Security Cloud que opera como um subsistema dentro de

uma Nuvem Privada.

A garantia do aumento das politicas de protecéo a partir de uma Cloud Policy
estruturada vai ao encontro das questfes ja levantadas por Srivastava, et al. (2011,
p.663). Tecnicamente, o conjunto de politicas definidas na Cloud Policy ird definir o
que sera monitorado pela arquitetura, estando guardadas dentro de uma Security
Cloud. Para tanto, a arquitetura é desenvolvida a partir de uma Nuvem Privada para

que seja possivel comportar a Security Cloud.

A Security Cloud é inicialmente provisionada obrigatoriamente em uma
nuvem privada. Em seguida, é permitido escalar dinamicamente e utilizar
seus recursos extras disponiveis. O processo é estritamente dindmico, de
modo a ndo afetar a disponibilidade dos Cloud Users. A Security Cloud,
libera, entdo, prontamente os recursos caso necessario. (SRIVASTAVA et
al., 2011, p.665)

A arquitetura é desenvolvida a partir de uma Nuvem Privada para que seja

possivel comportar a Security Cloud.

Como deixam claro Srivastava, et al. (2011, p.666), a Security Cloud tem

como principal objetivo monitorar os CSPs, além de:

Monitorar blacklists do préprio provedor de servico.
Avaliar vulnerabilidade
Testes de invaséo

Auditoria dos histéricos das transagtes

S

Sistema de Prevencéao de Intrusdo baseada em Hosts.
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Em linhas gerais, a Security Cloud alinhada as Cloud Policies consistem na

principal estrutura de seguranca da arquitetura proposta cujas fungbes da sao

fundamentais para a garantia do monitoramento proativo do ambiente de servi¢os

Cloud.

A Security Cloud desempenha a importante funcdo de monitorar o Provedor de
Servicos Cloud. Ao invés acompanhar passivamente as reivindicacfes do CSP
sobre a capacidade de implementar segurancga, a abordagem pro-ativa garante
gue a organizacdo nao seja pega desprevinida quando acontece algum

desastre. (SRIVASTAVA, et al., 2011, p.665, grifo nosso)

A grosso modo, a proatividade de monitoramento € responsavel por verificar

se o CSP possui suporte as Politicas estabelecidas via SLA (Service Level

Agreement), além de persistir 0 monitoramento destas politicas garantindo que néo

~

haja incidentes devido a continuidade de servicos fora do SLA contratado ou

problemas que possam vir a afetar o ambiente dos servigos. A Figura 2 mostra uma

visdo mais detalhada da arquitetura.

(laas)

HIPS
Agent

Public Cloud

MNon Compatible Public

Cloud

Mot Compatible
to Cloud Policy

Monitoring
Engine

Security Cloud

Cloud Policy

Private Cloud

(PaaS, SaaS)

Public Cloud

Figura 2 - Representacdo da Arquitetura de Monitoramento Proativo de Cloud Policies (Srivastava, et

al., 2011, p.665)

Com base nas questdes ja definidas, a mecéanica da arquitetura baseia-se no

completo controle e monitoramento da Nuvem Privada e das Nuvens Publicas que

fazem parte do ambiente de servicos Cloud. A partir da definicdo do conjunto de
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Cloud Policies anexadas a Security Cloud, a maquina de monitoramento da Security
Cloud mantém a comunicacdo com 0os CSPs das Nuvens Publicas pertencentes ao
ambiente, além de verificar se novos servicos de Nuvens Publicas sao ou néo
compativeis com as politicas pré-existentes. Caso ndo haja compatibilidade, o
servico ndo sera aceito. A arquitetura em si, faz uma comparacdo se 0s servicos
externos a Nuvem Privada, sob monitoramento da Security Cloud, possuem o
mesmo nivel de servico que os servicos Internos. Como abordam Srivastava et al.
(2011), o monitoramento € continuo e persistente, garantindo maior controle sobre a

seguranca das Nuvens Publicas .

5.2. Detalhamento do Framework de Gerenciamento de Politica como
Servi¢co (PMaaS Framework)

A secdo anterior se preocupou em descrever uma estrutura de monitoramento
proativo para Nuvens Publicas, tendo como base a definicdo de Cloud Policies, as
quais levam em consideracdo as especificidades da Cloud Computing ante suas
principais ameacas — levantadas pelo Gartner (NETWORKWORLD, 2008) e pelo
Cloud Security Alliance. (CSA, 2010)

Evocando o conceito de PMaaS — Policy Management as a Service, ou seja,
entrega o gerenciamento de politicas de protecdo como servico, Takabi e Joshi
(2012) reiteram sobre as capacidades do modelo garantir aos clientes total
administracdo do das politicas de produtos ou servicos que estejam em execucao
em uma infraestrutura Cloud a partir de uma interface de servicos, mas cujos
desafios residem no desenho de um controle de politicas integrado, que possa ser
utilizado entre diferentes CSPs e em um ambiente de gerenciamento comum. ISso
se da, pois, os ambientes tradicionais de Cloud Computing empregam seus proprios

modelos de autenticacao, linguagem e solugao de gerenciamento.

O ambiente de Cloud Computing ndo permite o uso de um mecanismo de
autorizacdo Unica, linguagem Unica de politicas ou ferramenta de gestao
para varios CSPs. Cada CSP utiliza sua prépria solucdo de controle de
acesso e mecanismo de autorizagdo muitas vezes intimamente ligado a um
CSP e tem pouca flexibilidade em termos de resposta as exigéncias de um
determinado usuario de seguranca. (TAKABI E JOSHI, 2012, p.5500)
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[...] Os usuarios devem utilizar diferentes solugdes de controle de acesso
disponiveis para CSP para proteger seus dados e controlar a sua
disseminacédo. Politicas de controle de acesso podem ser compostas em
linguagens incompativeis e mantidas separadamente em cada CSP.
(TAKABI E JOSHI, 2012, p.5501)

Consequentemente, o0s usuarios acabam por gerenciar individualmente
diversos servicos, aplicando as politicas individualmente. Sob esta perspectiva, tem-
se um custo de eficiéncia, uma vez que seus clientes podem utilizar multiplos
servicos sob um mesmo SLA, o que geraria uma mesma politica, mas,
tradicionalmente, tém que fazer o gerenciamento (insercéo, delecdo, modificacdo de
uma politica) caso-a-caso. Em geral, esta dificuldade de interoperabilidade se da
devido a existéncia de diferentes Policy Languages e falta de um ambiente e

linguagem comum que centralize as politicas e servicos. (TAKABI E JOSHI, 2012)

Neste sentido, o framework proposto por Takabi e Joshi (2012, p.5504) -
Figura 3 - permite centralizar as diferentes politicas de acesso aos recursos
contratados pela empresa nos CSPs, garantindo sincronizacdo das politicas e
recursos entre diferentes servigos, independente de onde as informagdes sao

¢ Cloud User
. %

armazenadas ou distribuidas.

Policy Editor
Natural Language based Cloud Service Provider Policy
Policy Specification (CSP) Registration Recommendation

Policy Server

Machine Readable Policy Global Resource csP
Policy Specification Base Repository Repository
Conflict Resolution Policy Export Resource Discovery
s ~ Pid A}
’4*’ ~ // \\
-~ "(\ A}
’a’ J,’ \\ \‘
-
C‘Qud§ervice Provider #n /"’ \-l Cloud Service Prdyider #1
Authorization API ’/' Authorization API \\‘
*
> 5
Local Policy 24 Resource Local Policy Lt Resource
Base PEP Repository Base PEP Repository

|
Request Access |

1
Grant/Deny Request |
Requester €====mm==mm=n-!

Figura 3 - Representacdo Framework de Gerenciamento de Politica como Servico (PMaaS
Framework) (Takabi e Joshi, 2012, p.5504)
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Per se, é baseado em quatro componentes principais: (i) Cloud User; (ii)
Cloud Service Provider (CSP); (iii) Policy Management Service Provider (PMSP); e,
(iv) Requester. Cuja mecanica permite que o controle de acesso as politicas possam
ser aplicados a um conjunto de recursos hospedados em varios CSPs. A descricédo
de cada componente e do funcionamento do framework, de acordo com as

especificacdes de Takabi e Joshi (2012, p.5502-5503), segue a seguir:

(1) Cloud User: O responsavel por gerenciar as politicas de acesso no PMSP, por
adicionar os servicos de diversos CSPs e para adicionar os CSPs no PMSP. O
Cloud User utiliza um gerenciador de politicas unificado isentando de aplicar a
mesma politica em CSPs diferentes. Para tanto, utilizam linguagem natural para

especificar as politicas ndo necessitando conhecer diversas linguagens.

(i) Policy Management Service Provider (PMSP): Responsavel por permitir ao
Cloud User gerenciar as politicas de acesso. O Cloud User especifica as politicas de
acesso em uma linguagem natural e o PMSP traduz para linguagem de maquina. O
PMSP também é responsavel pela resolucdo de conflitos entre as politicas e a
exportacdo das politicas para os CSPs. O PMSP atua em duas frentes o Policy

Editor e Policy Server.

- Policy Editor: O Policy Editor age como ponto de politica de administracao
(PAP) e fornece interfaces para os Cloud Users gerenciar politicas de acesso
em um unico local. Ele facilita o processo de gestao das politicas, permitindo
que os Cloud Users especifiguem as suas politicas em linguagem natural. Ele
também lida com o processo de registro dos CSPs. Além disso, inclui uma
unidade de recomendacao de politica que usa informacdes relacionadas com

o Cloud User e seus recursos para recomendar algumas politicas.

- Policy Server: O Policy Server age como o ponto de informacgéo politica
(PIP) e é responsavel por interagir com o Policy Editor e os CSPs, bem como
traduzir as politicas definidas pelo Cloud User em uma linguagem de
maquina. Ele mantém um repositério de CSPs associadas a cada Cloud User.
Também é responsavel pelo processo de descoberta de recursos. Depois que
o0 Cloud User registra seus CSPs para a PMSP, a PMSP se comunica com
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cada CSP para encontrar recursos e 0S armazena em um repositério global
de recursos que contém todos 0s recursos e sua associacdo com os Cloud
Users e CSPs. Estes recursos sdo apresentados na interface do editor de
politica para o Cloud User para ajuda-lo na especificacdo politicas. Além
disso, ele recebe as politicas especificadas pelo Cloud User no Policy Editor,
analisa, e os transfere para linguagem de maquina armazenando em uma

base de politicas.

(i)  Cloud Service Provider (CSP): CSP disponibiliza um ou mais servi¢cos para
utilizacdo dos Cloud Users. Um CSP controla os acessos aos recursos de acordo
com as politicas inseridas pelos Cloud Users e avalia as solicitacdes de acesso,

sendo responsavel pelas permissdes de acesso.

(iv) Requester: Uma aplicacdo controlada por uma pessoa/organizacdo que
interage com um CSP a fim de ter acesso a algum recurso pertencente ao Cloud
User.

Um dos principais pontos do framework na resolucdo dos problemas
levantados anteriormente € a utilizacdo de linguagens naturais que sao convertidas
em linguagem de maquina pelos PMSPs. Além disso, quando ha transferéncia de
politicas entre diferentes CSPs, ndo é necessario modificacdes na politica, uma vez
que os PMSPs também se responsabilizam pelas conversdes em operacdes de
transferéncia. Esta mecanica € o ponto central para a garantia de interoperabilidade
entre diferentes “Policy Languages”, possibilitando centralizar a comunicacdo de

servicos heterogéneos em um ambiente comum.

Facilita a capacidade dos usuérios gerir as politicas de acesso usando um
gerenciador de politica centralizado que fornece interfaces utilizaveis para a
especificacdo de politicas de acesso e exporta-los para os CSPs em nome
do usuério. (TAKABI E JOSHI, 2012, p.5501)

Um gerenciamento centralizado de politicas poderia ajudar o pessoal de
seguranca para melhor gerenciar a seguranga proporcionando uma
melhor visdo sobre as politicas de acesso aplicadas aos recursos da
organizacdo em servicos diferentes. (TAKABI E JOSHI, 2012, p.5502, grifo
Noss0)
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Por fim, devido a centralizacdo das politicas proporcionada pelo framework,
h& ainda contribuicdo na manutencdo de um mesmo nivel de seguranca para todos

os ambientes de servico.

5.3. Gerenciamento de Politicas como Servi¢co Proativamente Monitorado

A partir da analise dos modelos expostos nas se¢des anterioresé possivel
identificar o potencial de ambas as propostas quanto ao monitoramento proativo e
interoperabilidade de politicas em ambientes Cloud, respectivamente. Além dos
potenciais, ambos 0s modelos, per se, apresentam um conjunto de discussdes
acerca de questbes referentes a possiveis melhorias, falhas e complementacdes.
Sob esta perspectiva, e imersdo em ambas as abordagens, este trabalho propde a
unificacdo entre os modelos por apresentarem caracteristicas complementares,
desenhando uma nova arquitetura de servigcos: Gerenciamento de Politicas como

Servico Proativamente Monitoradas.

Em linhas gerais, esta nova arquitetura constréi um modelo de gerenciamento
de politicas como servico proativamente monitoradas, ou seja, com base no
framework proposto por Takabi e Joshi (2012, p.5504), garante-se um ambiente de
gerenciamento de politicas centralizado e interoperavel. Por outro lado, com base na
arquitetura de Srivastava et al. (2011, p.665), garante-se monitoramento proativo
das ameacas as politicas definidas. A grosso modo, desenhar esta arquitetura visa
garantir maior robustez para 0 ambiente de servicos sob duas principais

perspectivas: (i) interoperabilidade; e, (ii) seguranca.

No que se refere a (i) interoperabilidade, um Cloud User, a partir de
linguagens naturais, define diferentes politicas que serdo processadas pelos Policy
Management Service Providers (PMSPs) e convertidas em linguagem de maquina

possibilitando comunicacao das politicas entre diferentes CSPs.

Cloud Users utilizam um sistema unificado de gestao politica para controlar
0 acesso a todos o0s seus recursos espalhados na nuvem. Eles nao
precisam lidar com diversos sistemas de gestdo de politicas vinculados a
cada CSP. [...] Cloud Users comp8e as politicas de controle de acesso
usando linguagem natural controlada e ndo precisam usar linguagens varias
linguagens de politica especificas. (TAKABI E JOSHI, 2012, p.5506)
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Em andlise, o monitoramento da arquitetura de Srivastava, et al. (2011)
cumpre com seus objetivos no que tece ao tratamento de ameacgas, mas, em
contrapartida, a dificuldade de manter o controle de acesso aos recursos de
diferentes servicos Cloud para a exportacdo e importagdo das politicas

desenvolvidas néo € individualmente suportado pela arquitetura.

No que se refere a (ii) protecéo, reitera-se que as Cloud Policies garantem as
especificidades da Cloud Computing no tratamento das ameacgas no ambiente de
servicos. Como explicitado nas sec¢des anteriores., as Cloud Policies estdo contidas
em uma Security Cloud, centralizando todas as politicas de acesso aos provedores
de servico externos que serdo acionados seguindo as regras definidas no
monitoramento. Por tal motivo, a Security Cloud se torna o local mais indicado para a
implantacdo do framework (PMaaS), além do que, a mesma esta obrigatoriamente

contida em um ambiente de Nuvem Privada.

Assumimos que ndo ha nivel suficiente de confianga entre Cloud User e
provedor PMaaS para implantar o servico. No entanto, o PMaaS poderia
ser implantado como nuvem privada dentro de uma organizagdo ou
totalmente controlada por um usuério individual para evitar preocupacdes
com a privacidade. (TAKABI E JOSHI, 2012, p.5507, grifo nosso)

Sob esta perspectiva, o novo framework passa a garantir tanto
interoperabilidade entre as Cloud Policies, quanto maior nivel de seguranca para o
framework PMaaS. Outra intervencéo € que as Cloud Policies passam a fazer parte
do Policy Editor do framework de Takabi e Joshi (2012, p.5504). A Figura 4 mostra

uma visao integrada do framework proposto.
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Figura 4: Proposta de integracdo baseada em Takabi e Joshi (2012, p.5504) e Sirivastava et al.
(2011, p.665)

E importante ressaltar que as Cloud Policies serdo escritas em linguagem

natural dentro das interfaces de registros do Policy Editor, que ira transformar as

Cloud Policies em linguagem de maquina e serdo armazenadas em um banco de

politicas (Policy Base).

Ainda referente ao Policy Editor, destaca-se que a interface CSP Registration

devera armazenar as informacdes pertinentes aos CSPs que serdo utilizados pela

organizacado, cujos registros ficardo no CSP Repository em que o Monitor Engine

buscara detalhes e informacdes para conexdo do CSP monitorado

A Ultima interface de registro de politicas é o Policy Recommendation que, a

partir de informacdes do usuario e dos seus recursos, recomenda politicas (TAKABI

E JOSHI, 2012, p.5503). Este ponto é um dos principais diferenciais da arquitetura
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integrada, pois, para além de aumentar o nivel de prote¢cdo contra as ameagas e
centralizar as politicas, quanto mais Politicas forem inseridas no sistema, maior sera
o numero de recomendacfes — tornando a arquitetura escalavel e melhor protegida

conforme novos SLAs sao definidos e novas politicas criadas.

Com as politicas e os CSPs devidamente cadastrados o Monitor Engine pode
executar as funcdes de exportacdo das politicas, verificacdo de violacdo do SLA,
descobrimento dos recursos, analise de compatibilidade do CSP com as politicas e

autenticacao nas diferentes APIs disponibilizadas.

O funcionamento do Monitor Engine se baseia na leitura das Machine
Redeable Policy Specifications que estdo contidos na Policy Base, entdo extrai as
informacdes presentes no CSP Repository e, devido a integracdo com o framework
de Takabi e Joshi (2012, p.5504), se comunica com a API de autorizagédo dos CSPs
para estabelecer com comunicagdo CSPs heterogeneos. Este processo ocorre com
0 apoio do Policy Export, responsavel por exportar as politicas para os CSPs. Por
fim, ap6s a exportacdo das politicas, o Monitor Engine analisa todos os CSPs
cadastrados verificando se suas politicas sdo condizentes com a empresa, e analisa
também se houve ou néo violacdo de SLA, e se o Cloud é compativel ou ndo com

sua estrutura.

Quando os servicos disponibilizados pelos CSPs o Monitor Engine aciona o
HIPS Management Server, que instala uma estrutura local para maior controle e
protecdo. E importante neste momento, tracar um paralelo com Wang e Luo (2011,
114), pois assim como sua arquitetura de SLA Aware, o HIPS Management Server

tem como estratégia colocar um agente dentro do Cloud para monitoramento.

O Resouce Discovery, por sua vez, mapeia todos os recursos de cada Cloud
para vizualizar as politicas de forma centralizada e auxiliar na resolucdo de conflitos.

Os recursos sao armazenados no Global Resource Server.

Por fim, em relagcdo ao Policy Decision Point e Policy Enforcement Point,
estas estruturas correspondem aos controles de politicas internos do CSP que a

partir das politicas exportadas pela arquitetura proposta, permitem que o CSP faca a
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comunicacdo com o requester, ou seja, a aplicacao utilizada pela empresa, liberando

ou negando acesso.

5.4. Consideracdes do Capitulo

O presente capitulo analizou em profundidade a proposta de arquitetura e
framework de Takabi e Joshi (2012, p.5504) e Srivastava, et al. (2011, p.665)
respectivamente, para entdo propor um framework integrado. Em linhas gerais, com
a integracdo entre as ambas as propostas, estima-se alcancar maior protecdo das
Nuvens Publicas - sobretudo - contra as sete ameacas levantadas pela CSA (2010).
Um dos principais elementos deste capitulo corresponde a possibilidade de garantia
de escalabilidade de protecdo devido a utilizacdo de Policy Recomendations, uma
vez que, quanto mais politicas existem no na base de dados, mais recomendacdes
sdo realizadas com base no perfil do Cloud User tangenciando possiveis

vulnerabilidades néo identificadas.

O Capitulo 6 apresenta as consideracfes finais deste trabalho, bem como

proposta de estudos futuros.
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6. CONSIDERACOES FINAIS

O presente trabalho trouxe a modelagem de um novo framework de
monitoramento para ambientes Cloud com o intuito de garantir maior protecédo e

robustez para Nuvens Publicas.

Esta proposta foi possivel a partir da analise de um conjunto de frameworks e
arquiteturas em paralelo com estudos e pesquisas referentes a protecdo de

ambientes baseados em Cloud Computing.

A partir dos resultados encontrados neste trabalho, este capitulo faz o
fechamento critico da pesquisa, ressaltando as principais contribuicbes e
possibilidade de trabalhos futuros derivados da continuidade das propostas deste

trabalho.

6.1. Contribuicdes do Trabalho

Dentre as principais contribui¢cdes do trabalho, destaca-se o levantamento de
sete critérios propostos na sessdo 3.4. para construir uma arquitetura com foco na
protecdo das ameacas identificadas pela CSA (2010). Estes critérios podem servir
de subsidio para a proposicdo de novas arquiteturas ou frameworks, de forma que a

proposicdo deste trabalho € uma de suas derivagées.

Além disso, destaca-se a proposi¢do do novo modelo de “‘Gerenciamento
de Politicas como Servico Proativamente Monitorado” na sess&o 5.3, que com a
integracédo entre o framework de Takabi e Joshi (2012 p.5504) e a arquitetura de
Srivastava, et al. (2011, p.665) para aléem de garantir o0 cumprimento dos sete
critérios propostos por este trabalho e descritos no Capitulo 3, devido sua
complementariedade, haja a minimizacao de suas fragilidades individuais e ganhos

de produtividade na producéo de politicas com auxilio das Policy Recomendations.

Além disso, as Policy Recomendations, garantem escalabilidade para o

ramework na recomendacédo de politicas com base no perfil dos Cloud Users, de
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forma que, quanto mais politicas compdem a arquitetura, maior serd o numero de
recomendacBes ante possiveis riscos/vulnerabilidades que ndo tenham sido
consideradas. Vale ressaltar que, isso € possivel devido a centralizacdo de todas as
politicas em um repositério comum, que também garante maior facilidade de

gerenciamento e protecdo das politicas.

As principais limitacbes da proposta deste trabalho correspondem a
necessidade de uma gama maior de ferramentas para que a nova arquitetura possa
ser implementada, consequentemente, 0s custos envolvidos poderao ser maiores,
sobretudodevido a necessidade de uma Nuvem Privada para compor o modelo de

implantacdo hibrido.

Em questdo de desempenho, apesar de ndo haver testes empiricos, espera-
se que nao haja impactos negativos decorrentes da integracdo uma vez que a
proposta é apartada do sistema principal, porém, leva-se em consideracdo a
possibilidade do aumento do numero de transacfes de verificacdo de violagcéo
concorrer com as transacdes de uso comum da arquitetura em seu estado natural,
inclusive, devido ao fluxo de recomendacBes decorrentes pelo Policy

Recomendation.

Por fim, o trabalho identifica necessidade de alinhamento constante com as
atualizacdes propostas pela CSA em relacdo as ameacas nos ambientes Cloud. Em
linhas gerais, em julho de 2012 sera lancado um novo relatério com atualizacdes
referentes as ameacas recentes para os ambientes Cloud. E valido ressaltar que
Cloud Computing ainda € um campo em constante expansao e, partindo da
exploracdo (a exemplo de um conjunto de outros pesquisadores do setor) prop6s
uma arquitetura tedrica para estudo e possivel implementacdo para testes, pois
acredita-se em seu valor operacional ante ganhos para a prote¢éo da informagéo e

produtividade na gestao de Cloud Policies.
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6.2. Trabalhos Futuros

Para trabalhos futuros, realizar um teste empirico do framework proposto a
partir de sua implementacdo em ambiente simulado, analizando seu potencial na
protecdo contra as ameacas identificadas pela CSA (2010), bem como suas
limitacbes em relacdo a impactos em desempenho e custos de implementacéo para
organiza¢gfes de pequeno, médio e grande porte, com o intuito de verificar sua
complexidade e viabilidade.
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