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LISTA DE ABREVIATURAS E SIGLAS

CAP
CCA
CFP
CSMA-CA
CSMA-CD
FCS
GTS
MAC
MCPS
MLME
PAN

- Contention Access Period
- Clear Channel Assessment
- Contention Free Period
- Carrier Sense Multiple Access – Collision Avoidance
- Carrier Sense Multiple Access – Collision Detection
- Frame Check Sequence
- Guaranteed Time Slot
- Medium Access Control
- MAC common part sublayer
- MAC sublayer management entity
- Personal Area Network

GLOSSARIO

Beacon-enabled PAN
Uma PAN caracterizada pela sincronizagao realizada atrav6s do envio de beacons pelo
coordenador.

Coordenador de PAN
N6 responsavel pela criagao, associagao, desassociagao, sincronizagao e outras atividades
de controle na PAN que ele coordena.

Superframe
Intervalo de tempo compreendido entre a transmissao de dois beacons consecutivos em
uma PAN habilitada com beacons (beacon-enabled PAN).

Non beacon-enabled PAN
Uma PAN onde a sincronizagao entre os n6s e coordenador nao se da atrav6s de beacons.
Uma forma de sincronizagao para esse tipo de PAN 6 a t6cnica de “polling” do
coordenador
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INTRODU(,'AO

Tema

O presente projeto tem como tema o padrao Zig Bee descdto como padrao abeno

pelo IEEE atrav6s do protocolo 802.15.4 e suas aplicag6es em redes de sensores sem no.

Objetivo

O objetivo deste projeto baseia-se no estudo de redes sem no, especificamente redes

de sensores de baixo consumo de energia, que utilizam o padrao 802.15.4. Este objetivo

pode ser dividido em duas panes.

A primeira parte consiste em criar uma documentagao sobre o padrao do IEEE

descrito no protocolo 802.15.4 e aplicag6es no padrao Zig Bee.

A segunda parte esa direcionada a compor um simulador que emIIIe algumas

fung6es do protocolo mencionado, possibilitando a ilustragao de aplicag6es em rede sem no

sobre essa plataforma.

O Zig Bee 6 um padrao para redes sem fto de baixo consumo. Foi feito um

cons6rcio entre vgrias empresas hderes de mercado (Philips, Motorola, Honeywell, entre

outras) com o objetivo de definir um padrao aberto que sera utilizado em diversas

aplicag6es. As caracteristicas presentes neste padrao, como baixo consumo de energia, facil

instalagao, pequenas dimens6es dos dispositivos de rede e principalmente baixo custo

colocam este produto em posigao privilegiada em alguns mercados caracteristicas, as

constatag6es destes fatos sao tamb6m objetivo deste projeto. A id6ia do nosso grupo neste

projeto de formatura 6 utilizar e analisar um padrao novo que estma em franca utilizagao no

momento de nossa entrada no mercado de trabalho.

A tecnologia Zig Bee aplicada a redes de sensores tem grande potencial no mercado

que se configura de padr6es de redes sem no.

Motivagao
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A motivagao inicial do grupo foi a de aplicar uma tecnologia de redes sem no a uma

das diversas possiveis aplicag6es adequadas a eIa. Colocado este ponto como meta, o grupo

analisou tecnologias e aplicag6es correlacionadas.

Diante das possibilidades, tomou-se conhecimento do novo padrao que surgia(Zig

Bee) no momento e suas caracteristicas in6ditas no mercado, muito aderentes a aplicag6es

de redes de sensores sem no.

Aliando a intengao de aprofundarmo-nos em um novo padrao e a possibilidade de

criar meios para construir aplicag6es com um mercado em formagao e com um futuro

promissor decidiu-se atuar sobre o padrao Zig Bee e sua aplicabilidade em redes de

se11sores .

Analisados os objetivos que o projeto alcanga dentro da disciplina a que este coloca-

se como tarefa, tragou-se os produtos possiveis a serem realizados a pmtir do projeto e seu

possivel interesse as pessoas que pudessem ter o projeto nas mao.

A primeha parte do projeto que compreende uma descrigao te6rica do padrao, tem

motivagao de tornar o padrao mais popular e fortalec6-1o dentro do meio acad6mico e como

conseqQ6ncia fortalecendo o seu mercado em geral.

A segunda parte que consiste de um simulador do protocolo 802.15.4, tem como

motivagao ilustrar o funcionamento do padrao para algumas aplicag6es e ratificar a sua

viabilidade

Organizagao

O projeto foi organizado em fases complementares.e fases independentes que

podem ser executadas paralelamente.

Portanto em um primeiro momento fez-se um estudo minucioso das caracteristicas do

protocolo. Esta fase foi percorrida em conjunto por todo o gnrpo, pois mostra-se

imprescindivel o conhecimento de todos os participantes sobre o objeto de suas tarefas.

O segundo momento fez-se uma modelagem inicial do simulador, discutindo-se seus

escopo e objetivos e conseqaentes caracteristicas implicadas pelos objetivos.

Em seguia a esta analise preliminar o grupo dividiu as tarefas conforme os m6dulos da

modelagem do simulador. Paralelamente a isso designou-se uma parte da equipe para

constituir a documentagao a qual 6 objetivo da primeira parte do projeto e analises de
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aphcagao e de mercado do padrao, com relagao a tecnologia e aspectos financehos. Todas

estas etapas foram desenvolvidas com peh6dicas verificag6es de congru6ncia entre as

diversas partes do projeto.

No encerramento reuniu-se toda a documentagao que resultou dos diversos

desenvolvimentos e as agrbpou neste documento com as devidas aproximag6es necessadas.

Aspectos Conceituais

A metodologia escolhida para executar o projeto foi uma metodologia incremental, pois

desta maneira os m6dulos do projeto foram sendo desenvolvidos e na seqt16ncia ja testados

em sua funcionalidade e seu enquadramento no contexto do projeto. Este m6todo foi

adequado, pois este projeto foi separado em m6dulos que deveriam ser feitos em paralelo.

Constatou-se entao com o emprego deste m6todo que o re-trabalho empregado foi mellor,

pois os resultados apresentavam-se logo ao fim de cada m6dulo e os ajustes necessarios de

modelagem logo eram percebidos.

B

DESCRI(,'AO DO PROTOCOLO 802.15.4

Caracteristicas Gerais:

O protocolo 802.15.4 esa definido pelo IEEE(Institute ofEletdcal and Eleaonics

Engineers), descrevendo as camadas MAC (Medium Access Control) e PHY(Physical) para

LR-WPAMow-Rate Wireless Personal Area Network).

Os principais objetivos a serem alcangados na constituigao de uma LR-WPAN sao:

• Facilidade de instalagao,

• Confiabilidade na transfer6ncia de dados.

• Baixo custo.

• Baterias com longa vida.

Colocados estes objetivos, arquitetou-se um protocolo para atender aos requisitos. As

principais caracteristicas do protocolo sao:
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Taxas de transmiss50 ao “ar livre“ de 250 Kb/s, 40 Kb/s e 20 Kb/s.

Operag6es com a rede em hierarquia estrela ou “peer-to-peer“.

Enderegamento de 16 ou 64 bits.

Alocagao de GTSs(guaranteed time slots)

Canal de acesso com CSMA-CA

Protocolo prepuado para transmissao de dados com confiabilidade.

Baixo consumo de energia.

Detecgao de energia dos canais.

Indicagao da qualidade da conexao no recebimento de pacotes

16 canais na banda de 2450 MHz.

10 canais na banda de 915 MHz

1 canal na banda de 868 MHz

Composigao da WPAN:

Uma WPAN pode ser composta por dois diferentes tipos de dispositivos:

• full-function device(FFD).

• Reduced-fbnction device(RFD).

o FFD pode operar como coordenador da “personal area network“(PAN) ou como um

dispositivo comum da PAN, enquanto que o RFD pode operar apenas como um dispositivo

comum da rede‘

Para compor uma WPAN sao necessados pelo menos 2 dispositivos que estejam dentro de

uma mesma area de comunicagao, mas pelo merlos 1 dos dispositivos dove ser um FFD

para exercer a fungao de coordenador da rede.

Topologia das redes:

A LR-WPAN pode operar em duas topologias diferentes:

• Topologia estre Ia.

• Topologia “peer-to-peer“.



Na topologia estrela a comunicagao 6 estabelecida dentro da PAN entre dispositivos

comuns(que podem ser FFD ou RFD) e o coordenador de PAN(que deve ser um FFD).

O coordenador de PAN exerce fung6es de coordenagao de associagao e dissocia9ao da

PAN, a16m de “rotear” os dados atrav6s da rede. Os participantes da PAN devem ter um

enderego de 64 bits.Nesta topologia os dispositivos comuns s6 podem estabelecer

comunicagao com os seus coordenadores.

Na topologia “peer-to-peer” qualquer dispositivo pode comunicar-se com qualquer outro,

desde que este esteja no seu raio de alcance.

Os FFDs podem comunicar-se com FFDs ou RFDs, enquanto que os RFDs podem

comunicar-se apenas com FFDs.

Star Topology Peer-to-Peer Topology

•

nator

pIN
Coordinator e Full Function Device

O Reduced Function Device
q ) Communication Flow

Figural-Topologia das redes.

Formagao das redes:

A formagao das redes deve ser trabalhada na camada de rede, que nao 6 especificada no

protocolo 802.15.4, mas o documento sugere como poderiam ser essas associag6es.

Formagao de uma rede estrela:

6



Depois de ativado um FFD, ele pode criar a sua pr6pda PAN e ser o seu coordenador. Ele

deve escolher um identificador de PAN, que 6 tmico entre as PANs que estao eIn contato

por meio do radio. Isso possibilita que as redes estrela operem independentemente umas das

outras. A partir deste momento, o coordenador da PAN pode autorizar que os FFDs ou

RFDs que pedirem en&em em sua rede.

Formagao de uma rede “peer-to-peer“:

Na topologia “peer-to-peer” todos dispositivos podem comunicar-se com quaisquer

dispositivos ao seu alcance. A definigao do coordenador de PAN segue o crit6rio do

primeiro que tentar uma comtmicagao com os outros 6 aclamado o coordenador, e depois

delegando fung6es de “cluster head” para outros dispositivos, criando “sub-grupos”.

CLH5 m

r

CID = 2

d’£LH2
C

8
2

:4

Z

CID = 5

CID = 1
j oCID = 0 2_a fLH4

CLHI
T\v) 1aN

Coordinato
(

2 X
t LH3

CID , 3
CLH6

CID = 6

Figura2-Rede “ peer-to-peer”

Camada Fisica(Pm):



A camada fisica definida no protocolo 802.15.4 exerce como fung6es principais:

• Ativar e desativar o dispositivo de radio.

• Detectar energia nos canais.

• Avaliar a quahdade de conexgo no recebimento de pacotes.

• Detectar ociosidade do canal de acesso (CCA) para o CSMA-CA.

• Selegao da Beqa6ncia de atuagao do canal.

• Transmissao e recepgao de dados.

Freq06ncia de operagao:

Os dispositivos que operarem de acordo com o protocolo 802.15.4, deverao operar em

alguma das seguintes Beqti6ncias:

PErf
(REnz)

868,'91 5

FIwquency
band

(3Hz)

Spreading parameters Data parameters

(kb::iF;

300

600

2000

Bit ratellodulation
(kb/s)

Srmbol rate
(Ls}rnboL's)

S}mbols

868–868.6

902–928

2400–2483.5

BPSK

BPSK

o-(2PSK

Brnary

BInary

16-ary
Orthogonal

Figura3- Bartdas de FreqRancia e vetocidade de transmissao de dados.

Freqti6ncias estas que estao de acordo com as especificag6es dos mercados japon6s,

canadense, europeu e americano.

Especificag6es de servigos da camada fisica:

A camada fisica 6 modelada logicamente segundo a figura abaixo:



PHY layn
PLhm

PHY
PIn

Figura4- Modelo da Cowlada Fisica.

Fornecendo a camada MAC dois tipos de servigo.

• Servigos de dados (Data Service).

• Servigos de gerenciamento (Managment Service).

Servigos de dados:

PD-DATA.request:

-primitiva utilizada para pe(hr a aansfer6ncia de MPDU(Psm) da camada

MAC para a camada fisica local.

-essa primitiva tem os seguintes parametros:

Valid range

E!M1
Integer

Set ofocteb

The number ofoctets contained in the PSDU to be
uanqmined by the PHY eadty.

The set ofocets forming th PSDU to be
u3nsmined by the PHY eadty.

Figura 5- Parameuos do PD-DATA.request.

-como conseqti6ncia desse pedido o transmissor sera ativado(TX_ON), a

camada fisica iM compor um PPDU que envolve o PSDU e o transmitir£. Quan(io a

transmissao for completada, esta entidade esperara uma pdmitiva PD-DATA.confirm com

o estado de sucesso
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PD-DATA.confirm:

-confirma a transmissao de urn MPDU da camada MAC de uma entidade

para a camada MAC de outro ponto da rede.

-essa primitiva tem o seguinte parametro:

Valid range

SL’CC'ESS. tX ON
or TEX OFf

Description

The result of the request to transmIt a packet

Figura 6- Parametro do PD-DATA.confIrm.

-essa primitiva 6 gerada como conseqa6ncia de um envio de um MPDU e

conforme o resultado da transmissao eIa 6 gerada com o parametro status de SUCCESS,

RX_ON(nao p6de transmitir) ou TRX_OFF(nao p8de transmitir).

PD-DATA.indication:

-indica a transmiss50 de um MPDU da camada MAC de uma entidade para a

camada MAC de outro ponto da rede.

-essa pdmitiva tem os seguintes parametros:

e

Unsigned
Integer

Set ofoctets

Valid range

tckerSi=eSat

Description

The number ofoctets contained in the PSDU

ncch'ed by the PHY entity.

The set of octeb &>rrn ing the ESDU received by
tIn PRY mity.

Link quality {LQ) \due measured during
reception of the PPDU (see 6_7.8).

t OxCXH) Ie

Figaro 7- Pardmetros do PD-DATA.indication.

-essa pdmitiva 6 gerada quando a camada fisica de uma entidade recebeu um

PSDU e esti pronto para pass&lo como MPDU a camada MAC da mesma entidade.

Servigos de gerenciamento:
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-os comandos de gerenciamento sao transportados entre o MLME e o PLME atrav6s

do PLME-SAP

PLM-CCA.request

-esta pdmitiva pede que o PLME execute um CCA (detecgao de ociosidade

de canal).

-nao tem parametros.

-Esta primitiva ocorre quan(io o algoritmo de CSMA-CA no MLME pede

avaliagao do canal

PLME-CCA.confirm

-esta primitiva d gerada como resposta a um PLME-CCA.request, e traz o

resultado do teste de ociosidade do canal

-os parametros sao:

Valid range

TKXOFF_
TX ON, BUSY a
IDLE

Description

The result of the rcqlnst to perform a CCA.

Figura 8- Pardmetros do PLME-CCA.indication.

PLW-ED.request:

-essa pdmitiva 6 gerada a pedido do MLME para o PLME executar uma

detecgao de energia do canal.

-nao tem parametros.

PLME-ED.confirm:

-essa primitiva traz o resultado da medigao da energia do canal.

-os parametros s5o:

Valid range

SUCCESS
TRX_OFF, or
TXON

OxCXF+>x a

Description

The result of the rrqtnst to perform m ED
nneasurcnncnt.

EnugyL£\'el ED level for the currem channel

FRwa 9- Parametros do PLME-ED.confIrm.
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PLW-GET.request:

-essa primitiva pede informag6es sobre uma PHY PIB.

-6 auto de um pedido do MLME para o PLME sobm PHY PIB

-os parametros sao:

Valid range

See Table 19

Description

The idenntier of the PHY PIB attrIbute to get.PIBAnribue Entxneration

Figura IQ-Pardmetros do PLME:-GET.request.

PLME-GET.confirm:

-essa primitiva traz as informag6es pedidas pelo PLME-GET.request ao

PLME.

-os parametros sao:

b?alIIe

Status

PIBAtUibtlte

PIBAttributeValue

T)pe Valid range

Enunreraaar SUCCESS or
ORTED ATTRIBUTE

See Table 19Enuareratiar

Andbute specific

Description

ale result of the request fw PHY PIB

The idead6u of the PHY PIB atuibute
to get.

The value of the indicated PHY PIB
aturbute n geE

Figura ll-Pardmetros do PLME:-GET.confIrm.

PLME-SET-TRX-STATE.request:

-gerada quan(io o MLW pede ao PLME que mude o estado de operagao do

receptor.

-os parametros sao:

Valid range

RX ON,TRX OFF,
FORCE TRX OFF,
orTX ON

Description

The uav state b which to configure the uaasceiver.

Figura 12- Parametros do PLME-SET-TRX-STATE.request
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PLME-SET-TRX-STATE.confirm:

-traz o resultado do pedido de alteragao do estado do receptor.

-os parametros:

Valid range

SL-cass. RX ON.
TRX OFF, TX ON
BUSY RX. m
BUSY rx

Description

The restll1 of the request to chaage the state of The
transect\u.

Figura 13- Pardmetros do PLME-SET-TRX-STATE.confmm.

PLW-SET.request

-essa primitiva 6 gerada para fixar um PHY PIB para um valor dado.

-parametros :

Name IIVe

11

VarIOUS

Valid range

See Table 19

Amibule specific

Description

The identifier of tb PIB attribute to set

The value of the indicand PIB attnbute to set.

PIBAttribute

PIBAttribute\’alue

Figura 14- Pardmetros do PLME-SET.request.

PLME-SET.confirm

-essa pdmitiva 6 gerada como resultado e resposta a PLME-SET.request

-os parametros sao:

Valid range

SUCCESS
U n
or INVALID

See Table 19

Description

The status of the aBarIpt to set the requcg
PIB atuibute.

The idenli£ier of the PIB atuibute being
confirmed

Figura IS- Parametros do PIM-SET.con$rm.

13



Atributos da camada PHY:

Description

The CCA attempt has detected a busy channel

The transceiver is asked to change its state \vane
receIVIng.

The transceiver is asked to change its state while
trausmrtturg

The transceiver is to be su'inbed off.

The CCA attempt has detected an idle channel

A SET,'GET request was issued with a parameter in the
primid\e that is out of the valid range

The transcei\er is in or is to be con6gured into the
receiver enabled state

A SET/GET, an ED operation. or a transceiver state
change was successful.

The transceiver is in or is to be configured into the
transceiver disabled state.

The transceiver is in or is to be configured into the
Uansmitter enabled state.

A SET/GET request was issued with the identifier of an
attribute that is not supported

Figura 16- Awibutos da camada PHY.

Value

0 x 00

0 x 01

BUSY

BUSY RX

Enumeration

BUSY TX 0l02

FORCE TRX OFF

IDLE

l}n'’ALED PARAMETER

0 x03

0 x CH

0 x 05

RX ON 0 x 06

SUCCESS 0 x 07

TRX_OFF 0 x 08

TX ON 0 x 09

UNSUPPORTED ATTRIBUT I O*Oa
E

Composigao do pacote PPDU:

O pacote PPDU 6 formado por 3 componentes basicos:

• SHR, cabegalho de sincronizagao.

' PHR, cabegalho referente a camada PHY.

• PHY payload, dados que sao aansportados pela camada PHY, que serao

significativos na camada MAC.
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Octets: 4

Preamble Frame length
(7 bits)

PHR

Reserved

(1 bit)

PHY payload

Figura 17- Fomato do PPDU.

O SHR cont6m:

• Preambulo, 32 bits destinados a sincronizagao com relagao a uma mensagem que

esta por vu,

• SFD(start-of-frame delimiter), 8 bits destinados a indicar o fim do preambulo e

comego do pacote de dados. Ver abaixo a composigao.

Figura 18 –Formato do campo SFD.

O PHR cont6m:

• Frame length, 7 bits que indicam o tamanho do PSDU em “octetos” que estara no

PHY payload.

Frame length values

5

6-7

\cketSEe8 to a.

Pavload

Reserved

XIPDU (Acknowledgment)

Resuved

)[PDU

Figura 19- Valores do Frame length.

• Reserved, 1 bit reservado.

o PHY payload cont6m:

15



e PSDU(PHY service data unit), dados do pacote PHY.

Constantes da camada PHY:

Esses dados sao constantes residentes no hardware

Constant Value

aMa\PHYPackaSt le The maxrmrm PSDU sae (in actets) the PW shall
be able to rccetre

aTutnaroundTrnre RX-tbTX or TH-tbRX nraximurn nrmaround tinre
(see 6.7.1 and 6.7.2)

Figura 20- Constantes da camada PHY .

AtHbutos do PIB(PAN information base):

Attribute IdenHaer I Type

0 x oo I hegM

Range

o__26

Description

p}vCnrnnrChanne t TIle RF channel to use for all fol]o\'hg
trammissians and receptions (see 6.1_2)_

ph}€hannelsSupWn,d I ax 01 Bitmap See descdptioa The 5 most significant bits (XISBs) (b,,,
b31) at ptrlCharrnelsSuppatred shall Be
nsut-ed ala set to 0, and the 27 LSBs (b&
bl. __. b?a) shall indicate the status
(1=available, Chunavailable) for each of
the 27 baLd chmnels {bk shall indicate the
status of channel f as in 6.1,2)

phyTransmrtPower 0 x 02 BItmap 0 xOCF4>xbf The 2 MSBs represeat the tolerance on the
transmit power
OO=11 dB
Ol=£3dB
IO=£6dB
The 6 LSBs represent a signed integer
in twos-cong>len,eat fwnat correspon&
ing to the nominal annsmit pony of
the dnte in decibels reladye to 1 mW,

The lowest value aipit\'ltannnttPoive
shall be innrIveted as less than or equal
to –32 dBn

pbyCC.XM,d, 0 x 03 Iategu 1-3 The CCA ax>de (see 6.7.9).

Figura 2 1- Atributos do PIB.
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Camada MAC(medium access control):

A camada MAC definida no protocolo 802.15.4 exerce principalmente as seguintes

ftmg6es:

• Gerar beacon para controle do fluxo de dados na rede se a entidade for um

coordenador

• Sincronizar a entidade aos beacons da rede

• Associagao e dissociagao da PAN.

• Segwanga.

• Emprego de mecanismo CSMA-CA para o canal de acesso.

• Emprego de mecanismo de GTS(guaranteed time slot).

• Viabilizar mecanismos de confiabilidade de transfer6ncia de pacotes.

Especificag6es de sewigos da camada MAC:

A camada MAC 6 modelada logicamente segundo a figura abaixo:

MCPS-SAP

MAC Cunmm
Part Sublayu

14LME

PLME-SAPPD-SAP

Figum 22- Mo(leto da camada MAC.

A camada MAC executa dois tipos de servigo:

• Servigos de dados

• Servigos de gerenciamento.

17



Os servigos de gerenciamento sao executados pelo MLME (MAC sublayer management

entity) e acessados pelo MLME-SAP

Enquanto que os servigos de dados acontecem na MCPS (MAC common part sublayer) e

acessados pelo MCPS-SAP.

Sen'igo de dados da camada MAC:

Os servigos de dados da canada MAC executa o &ansporte de SPDUs(SSCS(service

specific convergence sublayer) protocol data units), que sao as unidades de dados que serao

enviados a camada de rede

As primitivas dos sewigos de dados da camada MAC sao:

MCPS-DATA.request

-essa primitiva pede o envio de um SPDU da camada de rede local para uma

camada de rede de outra entidade.

-os parametros sao:

18



Name

Sra4ddrMode

T)pe

Integer

Valid range Description

0 x D(A) x 03 The source addressing mode for this primitive and
subsequent b'£PDU , TIns vaLue can take one of the
fOllOWIng vahres

0 x (X> = no address <ackkessing fields omitted).
0 x 01 = reserved
0 x 0= = 16 bIt short address
0 x 03 = 6+ bIt extended address

SrcP_ENId Integer 0 x Dao–D x fHF The 16 biT PAN identifier of the entirv horn \rEich the

X'ISDU is beIng uansfened

Src,Addr DevIce
address

As speci6ed by the
SrcAddrF,lode

The rudi\ldual deuce address of the entjty &am
which the b'ISDU is being aansferred

paranreter

DstAddrl\.lode 1 Integer 0 x acH x 03 The destinatIon addressing mode for this paaunve
and subsequent X-IPDU. This value can take one of the
foIIo\yIng \IItres:

0 x CD = no address (a dRessing fields omitted).
C> x 01 = reserved.
0 x 02 = 16 bIt short address
C> x 03 = $4 bIt extended address

DstPANId Integer 0 x CXXiCH) x an The 16 bit nH rdeatrfiu of the entIty to which the
3'!SDU IS beIng a8rbfened.

Dst4ddr Devrce
address

Integer

As speci£ed by the
DstAddrX'lode pamnenr

The individual deuce address of the entity to which
the >-£SDU is beIng transferred.

msduLength S a\•!axhL4C'FraaleSlze The nunlbeI of acRES contained in the b'ISDU to be

aannnined by the b'£AC' subl3yu entity.

msdn Set of
octets

Iutegu

The set ofoctets fonning the 1\'ISDL' to be u3usmined

by the X-LtC sublayer entjty.

nrsduHmdle 0 x acH xff The handle assocIated \\ItIl the I'ISDU to h
aansmined by the MAC sublayer entjty.

TxOpnons Bnmap <X)00 nmc The aansmission qxiorb fm this MSDU, These are a
bitwise OR of one or aura of the folloning'

(where x caa be 0 or 1)
0 x 01 = acknowledged uansnisuw
ax 02 = GTS trmsmrsslon.
0 x CN = indirect uanswission
a x 08 = security erbrbled transrnission

Figura 23- Par8metros do MCPS-DATA.request.

MCPS-DATA.confirm:

-traz os resultados da tentativa de transmissao do SPDU

-os parametros sao:
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\h lid range Description

0 xCXb43 Iff The handle associated with the X-ISDU
beIng confirmed_

Entlmcr3tron SUCCESS
TRLNSAC'TIO}; O\TRFLOR.'
TRLYSACTIOX EXPIRED

ACCESS FAILURE
N’ALD GIS. NO ACK
L)iAVAELABLE bUY.
FLt\n TOO LONG.
FAILED SECURITY CHECK. or
N'ALID PAR4b'ETER

The status of the lasT )ISDU
transnussloll.

Figura 24- Pardmetros do MCPS-DATA.confIrm.

MCPS-DATA.indication:

-essa primitiva indica a camada de rede que o SPDU foi transportado com sucesso a

camada MAC.

-os parametros sao:
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N ame

SrcAddr\lode

TH)e

Integer

Valid range Description

OxCXH> x 03 The source addressing mode for this prhnitive
corresponding to the received X'£PDU. This value can
take one of the following values

0 x 00 = no address (addreuing fields omitted)
0 x 01 = reserved
0 x 02 = 16 bit short address
0 x 03 = 64 bit extended address

SrcPA]\-Id

SrcAddr

Integer

DevIce
address

0 x 000 CH> x HT The 16 bIt PAN identifier of the entjty from wElch the
MSDU n'as received

As specIfied by the
SrcAddrMode

The lndivldua! de\ice address of the entIty from which
the bISDU \\,as received

parameter

DstAddrblode lategu 0 xCXb+> x 03 The antiration addresslng mode for this primitive
curesponding to the received }tPDU. This \alIIe can
take one of the following values

0 x 00 = no aidnu (addreuing $elds audIted)
0 x 01 = reserved
0 x 02 = 16 bit short deuce address
0 x 03 = G+ bit extended derice address

DstPA}\ld Integer 0 x (Xi0CF4) x EEI The 16 bit UN iderld£ier of the entity to n’!rich the
b'ISDU is being transferred.

DstAddr DevIce
address

As specIfied by the
DstA&l{b'lode

The individual devIce address of the entjty to b’hick
the NISDLT is being transferred.

pararneter

msduLength Integer S aXfarXL4CFra IIIe-
St=e

The nunber of octets contained in the X'lSDL’ being
indicated by the X'IAC sublayer entirE

msdn I Set of
octets

m®uLi!,U@bty } Im,gM

The set ofoctet5 forming the MSDU being indicated
by the MAC sublayer entjty.

0 x 0tH) xE LQ value measured dwillg reception of the >iPDU
Lou’er values represent lower LQ (see 6.7.8)

SecuntyUse Boolean ITRUEorFALSE An indIcation of whether the received data &amc is
using sccwity_ This laIne is set to TRLT if the
security enable sub&Id nus set to 1 or FALSE if the
security enabled subfield urs set to 0

ACLEntry Integer 0 ICEXX)x 08 The macSecuri{bVfode parameter value horn the ACL
autry associated \\{th the sender of the data frame
Ths value is set to 0 x 08 if the sender of the data
flame Iraq not found in the ACL

Figura 25-Parametres do MCPS-DAT.indication.

MCPS-PURGE.request

-essa pdmitiva 6 utilizada para a camada de rede pedir a camada MAC que o MSDU

indicado pelo “handle” que esti na ala de transmissao, deve ser tirado desta.

-parametros:
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Valid range

0 x 0(A x n

Description

The hurdle of the X'ISDU to be purged from
the transaction queue.

Figura 26- Pardmetros do MCPS-PURGE .request.

MCPS-PURGE.confirm:

-essa primitiva 6 enviada da camada MAC para a camada de rede, indicando o

resultado do pedido da pdmitiva MCPS-PURGE.request,

-parametros sao:

Valid range

0 x m-axa
DescrIption

The handle Df the MSDU requested to be
purge Rom the transaction queue

The status of th request to be puwed m
X'ISDU from tIe transactIon queue

status Enurneratron SL’CC'ESS or
INVALID HANDLE

F euro 27- Pardmetros do MCPS-PURGE.confwm.

Seqti6ncia de ag6es ilustrando a aoca de mensagens de dados entre duas camadas MAC de

dois pontos diferentes da rede:

MCPS-DATA=eque£ lk#ujrane

,&:b2cwJe4ner#(ifreqnste$

MCPSDATA.brtlicatim

MCPSDATA CCXIfi rm

Figura 28- Troca de Mensagens de dado na coma(ia MAC.

Servigos de Gerenciamento da camada MAC:

Primitivas de associagao ao PAN:
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Essas primitivas definem como um ponto se associa a um PAN.

MLME- ASSOCIATE.request :

-essa pdmitiva 6 usada para um ponto com tIm iniciar o processo de pedir a um

coordenador de PAN a sua associagao.EIa 6 gerada por uma camada de rede e enviada a

camada MAC

-os parametros sao:

X'alne

LoucalC'haImeI

T)pe 1 Valid range

Integu I Seleclui Iom the available
channels supported by the
Pm

Integer 1 0 x 02–o x 03

Description

The IDgical channel on which to attempt
association

CoorcL£Lddr3'1ode The coordinator addIe ssun mcxic for this

primitive and subsequent \'IPDU. ThIS value
can take one of the following values

1=16 bit short a&lress
3=$4 bit extended address

The identifier of the PAN \\irb which to
associate

TIle address of the coordinator \\th which to
associate

CoordJP,and

CoorclAddress

Integer 1 0 x000(HIRE

De\ice IAs specl&ed by the
address I CaordAd&Mode

parameter.

Bitmap I See 7_3.1.1.2C3pabihh-lnfonn3tion Spni6es dre operational capabibties of the
associating de\ice

TRLT ifsecwity is enabled for this transfer or
FALSE otherwise.

SecwiryEuable Boolean I TRUE or FALSE

Figma 29- Pardmetros do MLME-ASSOCIATIVE.request.

MLME-ASSOCIATE.indication:

-essa pdmitiva 6 gerada pelo MLME de um coordenador de PAN e enviado para a

sua camada de rede para indicar que recebeu o pedido de associagao ao PAN de algum

ponto nao associado.

-os parametros sao:
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Valid range Devrlption

De\'iceAddress An extended a+ bri
IEEE address

The address of the deuce requesting
assoc naDU.

CapabIlityInformation See 7,3.1,1.! The opaahond capabilihu of the device
requestIng associaTion.

SecuritvL'se TRU or FALSE An IndicatIon of whether the receIved b{AC
cotnmand frame is usIng security. This raIne is
set to TRim if the securitY enable subfield \\-as
set to 1 or E4LSE if the security enabled sub
&eId Iras set to a

a

ACLEauv Integer 0 xCXb0 x 08 The rnacSecurirv\lode pmameter value from
the ACL entry associated \\bh the sulder of the
data frame. This \ahrc is seT to 0 x 08 if the
sender of the data &ame \vas not foulxi in the
ACL/

Fig1ira 30- Parametros do MLME-ASSOCIATIYE.indication.

MLW-ASSOCIATE.response:

-essa primitiva 6 gerada pela camada de rede do coordenador de PAN e enviada a

sua camada MAC como resposta do MLW-ASSOCIATE.indication.

-os parametros sao:

TUn

De\lu
address

Integu

Valid range Description

An extended G+ bit
IEEE address

The addttss oftln device requesting
association.

.£LssocShort£Lddress 0 x 000(H) x fm The short de\ice address allocated by the
coordinator on successful associatM. This

parameter is set to oxmif tIn associadon
was unstncessful

SecwiryEnable

See 7.3. 1 .2.3

TRUE or FALSE

The status of the association attempt.

TRUE if$ecwitv is enabled for this aaasfer
or FALSE otherwise.

Figura 3 1- Pardmetros do MLA4E-ASSOCIATIVE.response.

MT ,ME-ASSOCIATE.confirm:

-essa pdmitiva 6 gerada pelo MLME do ponto nao associado e enviada a sua

canada de rede, como resposta ao seu pedido de associagao a um PAN atrav6s do MLW-
ASSOCIATE.request.

-os parametros sao:

d

•

24



\'alid range Description

Assoc Short.Address 0 x CXXICH) x ffff The short &rice actltess all,icared by
the coordinaTor on successful ab$ocl
anon. ThIS parameter \VIII be equal to
D xm if the assocIatIon acrelnpr \vas
unsuccessful.

E11unreratron The value of the status fIeld of the
associate fesi>ouse c
(see 7.3.1. 1.
SL-C'C'ESS

ACCESS
N
NO DATA

,LE KEYUN-
C'HECK. orSE.

The status of the assoclatioa anetnpt

Figura 32- Pardmetros do MLME:-ASSO(:IATIVE.conpm

A figura abaixo ilustra a seqa6ncia de pdmitivas hocadas no processo de associagao de um

ponto comum a um PAN.

glean

BA:bmw led@me?r

Devne
hILhIE

Asoafzffo yi na135

biglw layer

CoatIIrr atnt rnxt

R£LRIE-A

tWa re#test_

nB:bqaw Jezlane#

:+ Int 1 JI:LIr JF11naHAr e If:E1:e:n! !IF1 bl ML MEn COMMa in AT USn hM 4 ul

SSOCIATErespa1 se

£svcicabn ?€slxn5e

Figuya 33- Troca de primitivas para associagao.

Primitivas de dissociagao do PAN:
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Essas primitivas definem como um ponto associado a um PAN pode se dissociar deste.

MLME-DISASSOCIATE.request :

-essa primitiva C gerada por uma camada de rede de um ponto associado a um PAN,

que pretende se dissociar deste, essa pdmitiva e enviada ao MLME do mesmo.

-essa primitiva pode ser gerada tamb6m pela camada de rede de um coordenador de

PAN e enviada ao seu MLME com o intuito de excluir algum ponto associado ao PAN,

-os parametros sao:

\bEd range Description

An extended M bIt
JEFF address

TIn address of the device to which to send the
drsassociation notiBcaaar command

DisassocrateReaswr 0 x ochaIR Un reason for the disassaciation (see
7.3.1 _3.3)

SecuityEnable TRUE if security is aubled for this uansfer
m FALSE ottnrtrise.

Figura 34- Parametros do MLME-DISASSOCIATIYE.request.

MLME-DIS ASSOCIATE.indication:

-essa primitiva 6 gerada pelo MLME ao receber uma notiHcagao de dissociagao de

um ponto e 6 enviada a sua camada de rede.

-os parametros sao:
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T:pe

DevIce
address

Integer

Valid range Description

An extended a+ bIt
IEEE address

The address of the deuce requesting
drsas90ciation.

DlsassoclateReason Ox 0CM x if The reason for the drsassociaTion ( see
7.3.1.3.3)

Sec\urrvL’se TRU or FALSE An indrcatio lr of whether the recer\-ed l\'LtC'
command frame is using secuntv. Tlris value
is set to TRU if the security ernble subneld
Ivas set to 1 or FALSE if the securirv enabled
subSeId \vas set to D

ACLEntrv 0 x acH> 108 The macSeclnlqXlode parameter value Rom
the ACL entry associated WIth the sender of
the data haute. This value is set la OxD8 if the
sender of the data frame u’as not found in the
AC'L

Figura 35- Pardmetros do MLME-DISASSOCIATIYE.indication.

MLME-DISASSOCIATE.confirm:

-essa pdmitiva 6 gerada pele MLME de um ponto que comegou um processo de

dissociagao do PAN (pode ser o MLME do coordenador, quando este esti pedindo a

dissociagao de um ponto do seu PAN ou pode ser o MLME do pr6prio ponto que esti

pedindo a sua dissociagao do PAN ao qual esti associado) e enviada a sua camada de rede

como resposta a MLW-DISASSOCIATE.request que esta tinha enviado.

-os parametros sao:

Valid range Description

SUCCESS
TRANSACTION OVERFLOW_

CTION
NO ACK,
( .ACCESS FAILURE.

E KEY
FAIIED S CHECK_ or

The status of the
aneW_

Figura 36- Pardmetros do MLME:-DISASSOCIATIVE.confmm.

A figura abaixo ilustra a seqti6ncia de pdmitivas hocadas no processo de dissociagao de um

ponto comum a um PAN a que este pertence:
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Odgirnta
MLME

.DISASSOCIATExeqtug

A:Rnawl84mexf

MLME.DISASSOCIATE. corWm

ReciF)int
MLME

notijicanon

.DISASSOCIATE.incl cat m

Figura 37- SeqRancia de primitivas para a dissociagdo.

Primitivas de notificag50 de Beacon (Frames especiais que s50 enviados pelo coordenador

de uma PAN):

Essas primitivas tem o objetivo de definir como um ponto comum pode ser notificado

quando um beacon 6 recebido.

MLME-BEACON-NOTIF Y.indication:

-essa pdmitiva 6 gerada no MLME e enviada a camada de rede do ponto, quando

este recebe um beacon (gerado pelo coordenador do seu PAN).Nesta primitiva sao passados

parametros do beacon.

-os parametros sao:
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Name Valid range Description

0xCXF4) x a

See Table +1

The beacon sequence lnurrtnr.

Th, iptor for the recei\?d
txacon

See 7.2 . 3.1.6 The beacon pcndmg address
specificahoa.

Lrst af devIce
actResses

Integer

The IISt of addresses of the deuces for
wInch the beacon source has data

a – a3kuBeaco}PavioaiLeng ih The number of octets curhlirled in the
tnacon payjoad of the beacon RaIne
ecci-ed by the lk'L4C' sublayer.

Set ofoctets The set ofacteB compnsmg the beacon
payjoad to te transferred eoin the bLILC'
sublayer endty to the next higher layer,

Figura 38- Pardmetros do MLME-BEACON-NOTIFY .indication.

Primitivas para obter atdbutos de PIB:

MLME-GET.request:

-essa pdmitiva 6 gerada pela camada de rede de um ponto e enviada a camada MAC

do mesmo para obter informag6es sobre o PIB MAC(sell PAN).

-os parametros sao:

Valid range Description

See Table 71 and
Table 72

The identifier of the PIB attribute to read

Figura 39- Parametros do MLME-GET.request.

MLME-GET.confirm:

-essa primitiva 6 gerada pela camada MAC como resposta a MME-GET.request.

-os parametros sao:
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Na mp T)pe

Enumeratlonstatus

PIBAttrrbute Integer

PIBAttnbuteValue OIIS

Valid range

SL-CCESS or
UISUPPORTED ATtRIBUTE

See Table 71 and Table 7:

Attnbme speciflc
see Table 71 and Table ?2

Description

TIle result of the request for bIAC' PIB
attribute infwnratron,

the identIfIer of tIn XL4C rIB attribute
that \vas read

The \nIne of the IndIcated XIX( PIB
3tuibute that \vas read.

Figura 4D- Pa?ametros do MLME-GET.coWrm.

Primitivas de gerenciamento de GTS:

Essas primitivas definem como o GTS tem sua aplicagao requerida. Os pontos que

quiserem utilizar o mecanismo de GTS ja devem estar acompanhando os beacon que sao

gerados e enviados pelo seu coordenador de Pan.

MLME-GTS.request:

-essa primitiva C gerada pela camada de re(ie de um ponto que quer ter um GTS

alocado ou desalocado pelo seu coordenador de PAN, entao esta primaiva 6 enviada ao seu

MLME.

-os parametros sao:

Xa me

(;FSCharacreristics

SecuritvEnable

e

crs
C

Boolean

DescriptionValid range

isda of the c;rs nquegTheSee 7, 3_3.1.2

o axity is enabled fat ths uaasfer or
FALSE Olhen\lse

Figura 41- Pardmetros do MLME:-GTS.request.

MLME-GTS.confirm:

-essa pdmitiva 6 gerada pelo MLME como resultado do processo iniciado pelo

MLME-GTS.request, e oferece a camada de rede os resultados deste pedido.

-os parametros sao:
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Name

(;FSCharacterisucs

Valid range Description

GTS
characterIstICS

EnumeratIon

See 7.3.3.1.3 The charactenstlcs of the GtS

S[CCESS The status of the GTS request.

NO SFIORI ADDRESS
L ACCESS rAUL-RE.

NO AC'K.
NO DATA.
UNAVALL\BLE KEY
FAILED SECLRFTY CHECK. or
r_WALED PA&L\.£ETER

Figura +2- Pardmetros do MLME:-GTS.confwm.

MLIVIE-GTS.indication:

-essa primitiva d gerada pelo MLME do coordenador de PAN e enviada a sua

camada de rede quando um GTS 6 alocado ou desalocado.

-os parametros sao:

Valid range

Device address 1 0 x 000(A x Hd

Description

The ShIt address of the de\ice that has been
allocated or deallocated a GIS

(;FSCharacterbacs GIS
characteristics

Boolean

The charactnistics of the GTS

Secwit}=Use TRUE or FALSE An indication of\vhetirer the recerved RaIne
is usIng ncwiry, This \able is set to TRUE
if the sccwlty enable sub6cld \vas set to 1 or
FALSE if the secwity enabled sub&eId \vas
set to 0

AC'LEntry Integu 0 x(>(Hx 08 The nlacSecllrit}Male puameter\ntue &on
the ACL entry associated latE the sender of
the data Bame. This mIne is set to Ox08 if
the sender of the data RaIne \vas not found
in the ACL_

Figura 43- Parametros do MLME-GTS.indication.

A figura abaixo ilustra a seq06ncia de primitivas quando um ponto comum de um PAN

pe(ie a alocagao de um GTS:
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Device

NILh#E-CTSreque£n
(:FSTtq,test.

dHckuarJed8pmerf

Beacwr (with GTS descriptor)

IUILME-GTS.cuMIn

MLME-GTS.kukatiar

Figura 44- Seq8encia de primitivas para alocagao cie GTS.

Abaixo, a figura ilustra a situagao da desalocagao de GTS, em a) pedido pelo ponto

comum, em b) pedido pelo coordenador do PAN.

Device

MLW-GTSxequesLH
<:TS?e4wstt

a4£knawled@meNIVILM-GTS.confirm

Pncat (withGTS dendptm)
MLME-C3TS.irac8ti ul

R£[LME13TS.inctcaha1

MLIUE-GTS.intkc&tial

F{gura 45- Seq(lancia de primiUvas para desalocagao GTS.

Primitivas para “recomegar“ a camada MAC:

Essas primitivas definem como retornar a camada MAC a seus valores default.

MLME-RESET.request:

-essa primitiva 6 gerada na camada de rede e enviada a camada MAC para

restabelecer valores default as variaveis da camada MAC.
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-os parametros sao:

)nIne

SetDe&ultPIB

Valid range

TRU or FALSE

Description

If TRUE. the !YL£LC sublaver is reset and an bac ?IB
attributes are set to their default values. If FALSE. the
3£AC' sublaver is reset but all I\'L4C' PIB attributes
retain their values prIor to tIe gernnrdon of the
3'£Ll\'IE-RESET.request pdnrith-e

Figura 46- Payametros do MLME-RESET.request.

MLME-RESET.confirm:

-essa primitiva 6 gerada no MLME para responder a camada de rede os resultados

da tentativa de MLM-RESET.request.

-os parametros sao:

\'aHd range Description

SL-CC’ESS or
DISABLE TEX FAnLRE

Tlle result of the reset operation_

Figura 47- Pardmetros do MLME-RESEIT.conNm,

Primitivas para ativar o receptor por um tempo:

Essas primitivas definem como acionar o receptor por um tempo fixo.

IULU-m-ENABLE.request:

-essa primitiva 6 gerada pela camada de rede como o objetivo de sohcitar o

acionamento do receptor por um periodo de tempo fixo. Esse periodo sera acionado no

inicio de um superframe em uma PAN funcionando no sistema de beacon ou

imediatamente em uma PAN sem o sistema de beacon

-os parametros sao:
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\-aUd range Description

TRUE or FALSE TRI,T if the receiver enable can be deferred until

durulg the next sulnrfraan if the requested tIme has
already passed. FALSE if the ncei XXI enable is anl\
to be attempted in the current super&amc. ThIS
parameter is ignored for aontnacoa-enabled PANs

0 x 00000£H> x am The number of s)rntnls horn the start of the
supeieZIne before the receiver b to be enabled. The
pret don of this value is a minimum of 10 bItS. with

signi£carit. ThISthe Ion-esl +
leon-embled R£L\Isparaareter rs

RxOtrDtultton 0 x 00(XJCKH) xfIlltF The nutaber of5vmtx3ls for which the receiver is to be
enabled

Figura 48- Parametros do MLME-RX-ENABLE.request.

MLME-RX-ENABLE.confirm:

-essa pHmitiva 6 gerada pelo MLME como resposta ao pedido da camada de rede

atrav6s do MLW-M-ENABLE.request.

-os parametros sao:

Valid range Description

SUC'CESS
TX ACTr\T,
OUT OF CAR or
NVALED PARAMETER

The result of the recen-u enable request.

Figuya 49- Pardmetros do MLME-RX-ENABLE.confwm.

A figura abaixo ilustra a troca de primitivas necessgrias para a ativagao do receptor:

Em a) em uma PAN com sistema de beacon fbncionando.

Em b) em uma PAN coin o sistema de beacon desligado.
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MLNIE-RX-Ely ABLE.rbauest
.xOnTrn e, ltxOrDw&boa)

R£ILME-RX-ENABLE confi lyn
UFERRE3 e STaFf

LTixOnTirne - a
FLhAE- HIT-TEX-STAT E JeTr=d
(R( ON

PLHIE-SET-TEX.STATE conRan
cc ESla

(Ttx(>nEw&tial – a 1 6)

PLRAE-SET-TRX-STATEruluad
a

PL},/IE-SET-TPX.STATE confilra
CC

MLNIE-RX-ENABLE.request
RxOnTime, RxDtl)watior! PLME-WT-TRX-STATE raped

'RX ON

AALW-RX-EbIABLE.conBtn
'CCESS)

PLME-SET.TPX-STATE confilrn
ICOES

(RxC)13l>weti al – di-unarowdF}ma)

PLME-SET-TEiX-STAT Ere}ul a
_OFF)

P LyIE-SE T.TPJC eSTATE confirm
CCF.S

Figura sa- Seq©ancia de primitivas para ativagao de um receptor.

Pdmitivas para o rastreamento de um canal:

Essas primitivas definem como um ponto pode determinar a energia de um canal ou a

presenga ou aus6ncia de PAN relacionada a este.

MLME-SCAN.request:
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-essa pdmitiva 6 utilizada para iniciar o processo de varredura de uma lista de

canais. Essa varredura pode determinar o nivel de energia dos canais, descobrir o

coordenador de PAN que este canal pode estar associado ou ainda procurar por todos os

coordenadores de PAN que estao emitindo beacon aos quais este ponto esti exposto em sua

area de atuagao.

-os parametros sao:

>-alfie

ScanT\pc

Type

Intwer

Valid range

0 x CXhq) x 03

Dexdption

Indicates the nln of scan performed:

0 x tX) = ED scan (FED only)
0 x 01 = active scan (FED only).
0 x 02 = passIve scan
0 x 03 = orphan scan

The 5 XISBs (bIT_ _. , b31) are reserred. The
IT LSBs (b,). bI_ ._ b?5) indIcate which
channels are to be scanned (1 = scan 0 = do not
scan) Rx each of the 27 %lid channels
<see 6_1.2)

A bahn used to calculate tIn length of dare to

spend scanning each channel for ED. acti\'e.
and paui\-e scans_ Thu parameter IS iwored for
orphan scars.

The time spent scanning each channel is
jaBaseSuper$'arneDliration + (211 + 1)]
svnrtx>Is. where n is the value of an
ScanT>uladan parameter.

ScaaClhlnnels Bitmap } 3: bit field

ScanDurabon Integer I (h14

Figura Sl- Pardmetros do A4LhIE-SCAN.request.

MLME-SCAN.confirm:

-essa pam aiva retorna a canada de rede os resultados da tentativa de varredura

sobre os canais do ponto.

-os parametros sao:
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Name

status

TIjle

Eaumeraaon

Valid range Description

SUCCESS.
NO BEACON. a
nr\TALD PARAMETER

The status of the scm regIna

ScanTIPC Intcgu 0 x 0 CH> x 03 IndIcates if the opc of scan performed

0 x (D = ED scan (FED only)
0 x 01 = ach\-e scan (FED only).
0 x 02 = pas dre seal.
0 x 03 = orphan scar.

UnscaanedChanaels Branq> 32 bit held indicates which channels gwen in the
request were not scanned (1 = noT
scanned. Q = scanned or not
requested). This paraaletu is onjy
valid for passive or active scans

I ResratListsize I Integer I Imnlemcntation =>cci6c I The nruntnr of elements returned in 1Integer laWlemcntadon speci ac The muILer of elements returned in

the appropdate result lists. This value
is 0 fm the result of an OIl)ban scan.

EuergyDetectLrst List of integers 0 x acH) x Kfor each

Integer
The list of enerqv areasurernents, one
for each channel sex(:hed during an
ED scan This puametu is null for
active_ passIve, and arpIIan scans_

PANDescnlxorLbt List of
PAN dennptor
\nInes

See Table 41 TIle list of PA\ desuipton. are for
each beacon fOInd during an active or
passn? scan. ThIS pzalueter is null for
ED and orphm scans

Figura 52- Pardmetros do hiLX4B:-SCAN.confwm.

Na segao de seqQ6ncia de primitivas esti uma figura que ilustra a seqii6ncia de pdmitivas

para o processo de varredura do canal.

Primitiva de informe do estado da comunicag5o:

MLME-COMM-STATUS .indication:

-essa primitiva e gerada pelo MLME e serve para informar a canada de rede o

estado da comunicagao estabelecida pelo ponto de rede. Essa primitiva 6 gerada

espontaneamente ap6s alguns procedimentos originados pela camada de rede.

-os parametros sao:
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Name

PANld

T)pe

lategu

Valid range Dacription

0x 0000–0 mf The 16 bit PAN ideatiau of the de\ice
&am \thick the Rmc \vas rccci\xd or to
which the £amc n'as being sent

SteAd&b'lode I LBegu 0 x 0<bOx 03 The sauce addlushg mode for this
pr+nrid\x_ This \alue can take one of the
foIIo\ring \ahus

0 = no address (addressing acIds
omitted)
0 x 01 = reserved
0 x 0= = 16 bit short address
0 x 03 = $4 bit extended address.

SrtAri£lr Deuce
address

As spedEed bv the
SrcAddrMade

Th indiadua1 deuce address of the

aIRy from n'!rich the tame causing the
error odginated.palau)etef

DstAd&Mode I Lnegu 0 x acH) x 03 The deairntioa addressing m£xle for tlis
prmai ix. This \ahrc can take one of the
fo IIon’Ing values:

0 x 00 = no address (addressing Eelds
omitted)
0 x 01 = resured
0 x 02 = 16 bit short adchess
0 x 03 = 64 bit extended address.

Dsl_JIddt Derrce
address

As sped Sed by the
DstAddrb,lode

The indladual deuce address of the
thrice for n’hick the Same \ras intended_

parameter

Siatus Ern,rmeratroa SUCCESS,
TRLNSACTION O\TRFLO\T_
T&U{SACTION EXPIRED
CHANNEL ACCESS FAELLRE.
NO ACK,
LWAVATI.ABLE KEY.
FUME TOO LONG
FAILED SECURFIY CHECK or
R{\'ALID PARL\IEfER

The communIcations status

Figura 53- Pardmetros do MLME-COMM-STATUS.indication.

Primitivas para escrever os atributos MAC PIB :

bALM-SET.request :

-essa pHmitiva 6 gerada pela camada de rede e enviada para a camada MAC com o

objetivo de escrever nesta algum atributo especificado dos MAC PIB.

-os parametros sao:
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Valid range Dwcription

See Table 71 and
Table 72

The ideatau of the MAC PIB atuibute to

PBA VariousI I? Attlibutc speciBc
see Table 71 ata
Table 72

The \2lue to write to the irdicated MAC PIB
atubute

Figura 54- Pardmetros do MLME-SET,request.

MLME-SET.confirm:

-essa primitiva 6 uma resposta dada pela camada MAC a sua camada de rede

quan<io do recebimento do MLW-SET.request,

-os parametros sao:

e

EnumeratIonstatus

Valid range Description

SUCCESS
UNSUPPORTED ATTREBCTE,

mIN\KLID P

The result of the request to x\Tile the b-LAC
PIB attrrbure

PIBAttrlbute See Table 71 and Table 71 The identifier of the MAC- PIB arnibuTe
tIIRt n’as \\TitleD

Figura 55- Parametros do MLME-SET.confIrm.

Primitivas para atualizar a configuragao de supertame:

MLM-START.request:

-essa pHmitiva 6 gerada peta camada de rede, solicitando a MLME que o ponto

passe a utilizar uma diferente configuragao de superframe.

-os parametros sao:
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Name T}pc

Integer

Valid range Description

PANId 0x00CXH)x£6F The PAN idend6u to be used by the
beacon

LodcalChannel Integer Selected horn th available

logical channels swported by
the PHY

TIle k>deal channel on \rEich to start
transmitting beacons

BeaconOrxler Integu th15 HaIr often the tnacoa is to be
transmitted_ The tnacon order. BO
and the beacon later\al. Bl, are
related as follows: for a SBO $ 14. BI
= aBaseSupo$'ameDt8'anon + lgC
sxmbols, if BO = 15. the coordinator
will not uansnlit a beacon_ and the

Su;nrframcOrdet parannter value is
ignored

Suler#aanOr&r Integer CF-BO or 15 The length of the acdve partion ofthe
superRaIne, including the beacon
RaIne. The superframe order. SO, and
the superfranre duratIon, SO. an
related as fallon’s: hr 0 S SO S BO $

14_ SD = aBaseSupa§'gm eDutaHon
+ ISO yvult>aIs. If SO = 1 S_ the
snperfraule XVIII not be actIve after the
beacon

P.4NCaordinator I Boolean TRU or FALSE If this mItre is TRUE. the device \via
become the PAN coordinator of a IIe\x
HIV. If thIS value is FALSE. the
decree \viII begjn transnrittlng
beacons on the PL\’ \\iIb which it is
associated

BattervLlfeEnens loa I Boolean TRUE or FALSE If this value is TRUE, the receiver of

the beacaring deIice is disabled lilac-
BanLifeLuPeHocis &Ill backofTpai-
oas after de intel&arne spacing (IFS)
period of the beacon RaIne. If this
value rs FALSE. the receiver of the
beaconing device relualns enabled fm
the eulire CAP.

CoordReahgnmeat I Boolean TRU or FALSE TRU if a coordinator realjgnment
cornaklnd is to be transnutted prIor to
changing the wlerhime
conEguration or FALSE otheru'ise.

SecurirvEnable I Boolean TRU or FALSE TRU if security is enabled for
beacon transmissions or FALSE
other\\-be

Figura 56- Pardmetros do h4LME-START.request.

MLME-START.confirm:

-essa primitiva 6 gerada pelo MLME em resposta a MLW-START.request.

-os parametros sao:
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=
status

Valid range

SUCCESS
NO SHORI ADDRESS

FRAME TOO LbNG
FAILED_SE
or IIgVALID PARAX'IETER

The result of the attempt to smt using an
updated supertame coa£igwation_

Figura 57- Pardmetros do MLME-START.conMm.

A figura abaixo ilustra a seqQ6ncia de primitivas para atuahzar a configuragao de

supertame do ponto.

hALME-START.mqw st

MLMES TART . confirm

Beuou fame

Figura 58- Troca de primaivas para atualizar con$guragao de superframe.

Primitivas para a sincronizagao com o coordenador de PAN:

Essas primitivas sao utilizadas para estabelecer uma sincronizagao com o coordenador de

PAN ou comunicar a camada de rede uma possivel perda de sincronia.

MLME-SYNC.request :

-essa primitiva 6 gerada pela camada de rede de um ponto pertencente a um PAN

que tem o sistema de beacon ativado e tem como objetivo pedir a sincronia com o

coordenador desse PAN

-os parametros sao:
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Valid range

Selected &on the available logical
channels SWponed by the PHY

The logical channel oa which to aaeaTt
coontnatu nucbrodzadoa.

TrackBeacon TRUE or FALSE TRUE if the 3£LME is to slucbroaize with the

next beacon md atwmpt to track all future
beacons. FALSE if the MIlIE is to
s}uchroaia nUb only the next beacon.

Figura 59- Pardmetros do MLME-SYNC.request.

MLME-SYNC-LOSS.indication:

-essa primitiva 6 gerada pele MLME de um ponto que pertencente a uma PAN

perdeu sincronia com o seu coordenador de PAN, ent50 6 enviada a sua camada de

rede.Essa pdmitiva pode ser gerada tamb6m pelo MLME de um coordenador de PAN na

situagao de conflito de PAN ID.

-os parametros s5o:

Valid range Description

PAN D C'ONFLIC'T
REqLIGNX{ETr. or
BEACON LOST

The reason tEar s\llcluollizaiiou \ras lost.

Fig1ira 60- Pardmetros do MLME-SYNC-LOSS.indication.

A figura abaixo ilustra a seqa6ncia de primitivas no processo de sincronizagao coin o

coordenador de PAN em a) sem pedido de rastreamento de beacon e em b) com pedido de

rastreamento
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SYNC .reqiedOALSE)1

Eewon (With data wdin g)

Dda request

b) RALRAE8YNG.mquesWUE)

Thru to ellite
£€J'ore Nz yuri

beacwr

Figura 61- Troca de primitivas para sincronizagao com o coordenador.

Primitivas para pedk dados em espera ao coordenador de PAN:

MLM-POLL.request :

-essa primitiva 6 gerada pela camada de rede de um ponto comum e enviada ao seu

N[Lb4E com o objetivo de gerar uma veri6cagao no sell coordenador de PAN se existem

frames de dados enderegados aquele ponto pendentes.

-os parametros sao:

\hEd range Description

a x Q:–0 x 03 The al mode of the co@dlnator to

which the poll is intended. This parameter can
take ure of the fonovrng values:

1 = 16 hlt short address
3 = G+ brI exTended address

C-oordP.LNId Integer 0 x c)catH) x We The PAN identIfIer of the coordinator to u=hrch
the poll is intended

C'oorcLqddress De\-rce-
Ad&ess

As specIfied by the
CoorcIAddr3'lode

Tlre address of the coordinator to \vluc Ir the

poll rs mtended.

Secunr}=Enable TRUE or FALSE TRUE rf securrrv is enabled for thIS ualsfer or
FALSE other\rise
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Figura 62- Par&metros do MIIME:-POLL.request.

MLME-POLL.confirm:

-essa primitiva d gerada pelo MLME do ponto que a camada de rede gerou uma

verificagao(MLME-POLL.request) e enviada para esta.

-os parametros sao:

Valid range Description

SUCCESS
CFtL\3TL ACCESS FAILURE
NO ACK
NO_ DATA

ILE MY
FAILED SECURITY CHECK_ or
n\TATTr} P

The status of the data request.

Figura 63- Parametros do MLME:-POLL.confwm.

A figura abaixo ilustra a seqa6ncia de primitivas trocadas para o pedido de dados de um

ponto ao seu coordenador de PAN. No caso a) nao existem dados pendentes, no caso b)

SIm

(;oordinator
hALRaE

RXLW-FOLL.nquesq

Hacknowiedg@ment (FP=0)
MLW-POLL.canfhm

IWLME-POLL.mquestH
i>ata Fe'awsf.

4ckrnwtedgewrent (FP= 1)

IUIL lyIE-POLL. confirm
Jlchuwled@me7f.

MCPS-DATA.in£kcaban
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Figura 64- Seq&ancia de primitivas para o pe<bdo de da(ios ao coordertudor.

A tabela abaixo mostra o significado das possiveis respostas que possam vir nos parametros

das primitivas da camada MAC:

45



Enumeration

SU('CESS

Value

OxCD

Description

The nquested opendoa tns coavleKd stncessfirlly. For a
transmission !ccFrcn. this uluc indicates a succ6s6rl
trail$aarssrorl

Reserred for ht4C covrmand status arxl reason code values_

Reserred,

The txacan was lost foIIo\yjng a svnch£ani7adon aquev

A transutssian could not take place due to acdnf}- all the
channel, i.e.. the CSMA€A nrecharisnr has med_

The GIS request has tnen daded by the PAN coordInator

The attenqx to disable the aaascairn h& failed.

The received RaIne nrduces a failed sectrin check according to
the security stile.

The Ram resuh@ from secwe processiw has a length that rs
greater than a\L4CllaJtanleSi=e.

TIle requested crs transmission arIal because the speci£ed
GTS atIIU dId not have a transmii GFS direction or u-as not
defined

A agIlest to purge an XtSDU &ml the umsacdon queue \\us
made using an XISDU handle IInt \\as not found in the uansac-
tion table

A parameter in the paantive is out of the valid range.

No acklrowledgIneni nas recer\?d after aSIa:JrarnaRerrtes

A scan opciation failed to find any aerwork txacoas.

No response data were a\nibble foIIolang a request.

TIre alxratian failed because a short addiess \\as not allocated.

A receiver enable request was unsuccessful because it cwI<! not
be completed within the C'AP.

A PA\ ldeati6er conflict has been detected and communicated
to the PA\1 coordinator.

A coordinator realigrmrent conmraad has been received

TIle &aasacdan has expIred atrd its Information drxaldcd

There rs no a\pacwv to store the uansacdur

TIle uanscerver was in the transrnitter enabled state when the
receiver n=as requested to be enabled

The apprapriarc key is not available in the AC'L

A SET,'GET request was issued IVial the rdentrbu of a PEB
annbut+ that is not supported

Reserved

0 x 01--0 x df

0 x 80-O Idf

axe<)

axel

BEACON LOSS

CFtAA3TL ACCESS FAnLRE

DnqIED

DISABLE TKX FAILLRE

FAELED SECURrrY C- IUCK

0 x e2

0 x e3

axa+

FRAME TOO LONG 0 x eS

n\VALID GIS a xe6

INVALID HANDLE 0 x e7

m.'ALED PARL\£ETER

NO ACK

NO BE4C'ON

NO DAIA

NO SHORI ADDRESS

our OF CAP

0 x eS

0 x e9

0 x ca

0 x eb

0 x ec

axed

PH'; ID CObTLICT 0 x ee

REALIGn•IENT

TR£{SACTION DaRED

TR\NSACTION OVERFLO\V

TX AC'Tr\T

0 x ef

0 xH>

0 in
0 x D

UNA\AIUBLE KEY

UNSUPPORTED ATrRiBLiE

0 xB

0 xf4

0 If>q) x fF

Figura 65-Parc'mretros de respostas MAC.

Formato dos frames da camada MAC:

46



O pacote da camada MAC 6 o MPDU(MAC protocol data unit) e 6 composto por:

• MHR(MAC header), que cont6m o 8ame de controle, o nfrmero de seqa6ncia e

informag50 de enderego.

• MAC payload, que cont6m informag6es especificas para cada tipo de pacote.

• MWMAC footer), que cont6m o FCS(frame check sequence).

A figura abaixo ilustra o formato geral do pacote da camada MAC:

Octets: 2 variable

Frame
control

Sotrce
address Frarne

payjoad

Addressing acIds

bt\C
pavload

Figura 66-Formato do MPI)U.

1. O formato do frame de controle d ilustrado abaixo:

Bits: (H 3

Figura 67-Formato do frame de controle

Conforme a figura ele d composto por:

• Campo do tipo de pacote, que pode assumh os seguintes valores para os respectivos

tipo de pacotes:
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Frame t)pe value
bl &1 bo

000

001

010

011

IOO "lll

Description

Beacon

Data

Acknawl

bt\C command

Reserved

68- Vatores do campo do tipo de pacote

•

•

e

•

+

(_'ampo habilitador de seguranga, que assume 0 para pacote nao protegido por

criptografia e 1 para pacote protegido.

Campo de pend6ncia de pacotes, que assume 0 se nao existem mais pacotes

pendentes que fazem parte da informagao objeto desse pacote e 1 se existirem.

Campo de “aknowledgment“, que assume 1 se o receptor desse pacote deve mandar

um pacote pela confirmagao de recebimento deste e 0 se nao.

Campo “intra-PAN’, que assume 1 se o receptor do pacote pertencer ao mesmo

PAN que o emissor e 0 se pertencerem a PANs diferentes.

Campo de mo(io de enderegamento de destino, que indica as opg6es da tabela

abaixo com relagao ao enderego de destino

Ad mode \nlue

hI bo

00

01

la

11

Description

P/H ldentlficr and ackiress field are not present.

Reserved

Address £icld conralrls a 16 bit short address

Address field callrains a 6+ bIt extended address

Figwa 69-Mc>do de endereQamerItO do destino.

, Campo de modo de enderegamento de fonte, que indRa as opg6es da tabela acima

para o enderego do emissor.
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2.

3.

4

5.

6

7

8

O campo de nfrmero de seqa6ncia 6 um namero anico que indica a seq06ncia do

pacote.

O campo de identificagao do PAN de destino indica como prop6e o nome a

identi6cagao do PAN onde o pacote deve chegar.

O campo de enderego de destino indica o enderego do ponto onde o pacote deve

chegar sendo de 16 ou 64 bits.

O campo de identificagao do PAN do emissor 6 exphcado pelo pr6prio nome.

O campo de enderego do emissor do pacote tamb6m pode ter 16 ou 64 bits.

O campo “frame payload” traz informag6es especificas para cada tipo de pacote.

O campo de FCS cont6m bits calculados atrav6s de um algoritmo para garantir

integridade do pacote a part# dos bits do MHR e do MAC payload.

Agora serao ilustrados algum pacotes especiais que sao MPDUs .

a. O pacote de beacon tem o seguinte formato:

Figura 70- Formato do beacon.

Sendo os campos de GTS formatados da seguinte forma:

Octets: 1 O.Jl Tallable

GTS GTSGTS
directions list$pecrBcatiar

Fig1ira 7 i- Formato de campos GTS.

Os campos de enderegos pendentes assumem a seguinte forma:
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variableOctets: 1

]:iS;it: Address
list

speci8cadon

Figura 72- Formato dos campos de enderego pendentes.

No MHR o campo de tipo de pacote deve ter como conteado o c6digo que indica que esse

pacote 6 um pacote de beacon.

o pacote de especificagao de suputame deve tem a seguinte composigao:

Bits: 0-3

Beacon
order

BatterY life
extensIon

PAN AssocIatIon
coordinator penun

Figura 73- ComposiQao do superframe.

b. Opacote de dados tem a seguinte formato:

OtteR: 2

Frame
control

I

Sequence
nulnber

X£FER

(see 7.2.2.2.1)

Addressing
fIelds

xnriable

Data payload

b.tAC- payjoad

Figura 74- Formato do pacote de dade)s.

No MHR o campo de tipo de pacote deve conter o c6digo que indica que este 6 um pacote

de dados

O Data payload sao os dados propriamente ditos que de\'em chegar a camada de rede do

ponto destino do pacote.

c. C)pacote de “Acknowledgment“ tem o seguinte formato:

50



Frame
control

Figura 75- Formato do pacote de “ Acknowledgment“ .

No MHR o campo de tipo de pacote deve conter o c6digo que indica que este 6 um pacote

de “Acknowledgement”.

Este pacote nao cont6m payload.

d. O pacote de comandos da camada MAC tem o seguinte formato:

Octets: 2

Frame
conuol

I

Sequence
number

b{HR

1 variable(see 7.2.3.4.1)

Command (Ad<IIU,sing
frame identifierfields paYload

MAC’ payjoad

Figura 76- Formato de comando da camada MAC.

No MHR o campo de tipo de pacote deve conter o c6digo que indica que este 6 um pacote

de comando da camada MAC

O campo de identificagao de comando da camada MAC deve assumir um dos seguintes

valores segundo a sua fungao:
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Command frame
identifier Command name

0 x 01

0 x 02

0 x 03

0 x CH

0 x 05

0 x 06

0 x 07

0 x 08

Assoaatron request

Assocratron response

Disassociatim noti6cation

Data request

PAN ID conflict notification

Orphan aoti$catiar

Beacon request

Coordinator real lent

GIS request

Reserved0 x o3–ax if

Figura 77- Yalores de identifrcagao de comando da camada MAC.

O campo MAC payload guarda o comando em si.

Funcionalidades da camada MAC no acesso ao canal:

O protocolo 802.15.4 apresenta 2 possibilidades de acesso ao canal de transmissao

implementadas na camada MAC e que tem profImda relevancia quanto ao funcionamento

das redes construidas sobre esses conceitos, tempo de ftrncionamento dos componentes da

rede(como conseqa6ncia influenciando no consumo de energia dos componentes e

durabilidade das baterias disponiveis) e aplicabilidade desse padrao a diferentes situag6es.

Essas caracteristicas apresentam-se como diferenciais e nelas d que residem o principal

apelo de aplicagao desse protocolo e conceitos neIc embutidos,

o acesso do canal pode ser executado utilizando ou nao a esHutura de superBame

1. Eshutura de superframe:
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O acesso do canal utilizando a estrutura de supertame implica em uma transmissao de

mensagens por ciclos(supereames) que tem como delimitadores os beacon. Em seguida a

cada beacon o ciclo apresenta uma parte ativa de transmissao onde o coordenador de cada

PAN deve atuar e os outros pontos componentes da PAN podem ou nao atuar conforme a

sua necessidade e uma parte inativa onde estabelece-se na rede dos componentes do PAN

uma lat6ncia, onde esses dispositivos podem operar em um estado de baixo consumo de

energla.

A estrutura do supertame 6 descdta por 2 valores, macBeaconOrder e

macSuperBameOrder. O macBeaconOrder(BO) determina o intervalo ao qual o

coordenador de Pan deve transmitir os seus beacon. O valor do macBeaconOrder deve ser

de 0 a 14(se BO for 15, nao sera usado o super6ame) enquanto que o valor do intewalo

entre beacon(Bl) deve ser :

BI = aBaseSuperframeDuration + (2 ABO) simbolos

O macSuperframeOrder(SO) descreve a duragao da parte ativa do super&ame, incluindo o

beacon. O valor SO deve ser mellor que o BO e que 14, enquanto a duragao do

supertame(SD) e dada por:

SD = aBaseSuperFrameDuration + (2’'SO) simbolos

Se o BO for mellor que 15 e o SO for igual a 15 nao tera parte ativa ap6s o beacon no

supertame.

A parte ativa do de cada supertame 6 div'idida em um nimero(aNumSuperframeSlots) de

slots de igual duragao no valor de:

(2Aso) + aBaseSlotDuration

Esses slots estao divididos em 3 grupos, o beacon, CAP(contention access period) e o

CFP(contention free period) . o beacon deve ser transmitido sem o uso de CSMA(carrier

sense multiple access) e comegar no slot 0. O CAP deve vir logo em seguida ao beacon e o

CFP se existir entre o CAP e o fim da parte ativa do superframe. Os GTS devem ser

alocados dentre os slots pertencentes ao CFP.

llustragao da estrutura de super&ame:

53



Beacon

4 k–
IL+

Bmon

+ 1
CAP b:4 CEP b:

11

i
i

HMi ;7

!cEase@@me£aah2#2© gMBh !

El= dEus *2w sylnbols

Figura 78- Estrutura de superfame.

Os pacotes de comando da camada MAC devem ser transmitidos no CAP. Todos os

pacotes transmitidos no CAP exceto os de “aknowledgment“ utilizam CSMA-CA.

Os pacotes transmitidos no CFP nao podem utilizar CSMA.

o sistema de GTS consiste em dedicar alguns slots dentro do CFP para comunicagao de um

detemrinado ponto do PAN e seu coordenador. Portanto, a cada ciclo(superframe) existira

um momento em que apenas o coordenador do PAN e o ponto que tem um GTS alocado

para si precisarao estar ativos, e o resto dos pontos dA PAN poderao estar em lat6ncia.

Apenas o coordenador de PAN tem a possibilidade de alocar GTSs e o namero que ele

pode alocar est4 limitado a 7 .

Principais processos, com seus fluxos de primitivas(camadas MAC e PHY):

Mensagens de formag50 de uma PAN na perspectiva do futuro coordenador:
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O procedimento de vanedura de energia de um canal :
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Seqti6ncia de mensagens de associagao a uma PAN existente na perspectiva de um n6

comum nao associado:
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Mensagens para a associagao de um ponte a uma PAN, na perspectiva do coordenador da

PAN:
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Troca de primitivas para a transmissao de dados entre pontos da rede, na perspectiva da

origem da mensagem:
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Troca de primitivas para a transmissao de dados entre pontos da rede, na perspectiva do

receptor da mensagem:
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Figura 85- Transmissao de dados- receptor da mensagem.
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ANALISE MERCADOLOGICA DO PRODtJTO

Posicionamento tecno16gico e concorrencial do mercado

Caracteristicas t6cnicas do zigbee:

O protocolo 802.15.4 foi desenhado para dar origem a redes sem flo de

equipamentos de controle e monitoramento com baixo consumo de energia.

Redes sem flo de equipamentos de monitoramento necessitam que os dispositivos

da rede tenham bateria de longa duragao, muitas vezes a duragao do tempo de vida

do sensor de monitoramento. Os dispositivos do padrao 802.15.4 tem esta

caracteristica, possibilitada por uma taxa de conex50 alta e, portanto, tempos de

“adormecimento“ mais longos, o que favorece o mellor consumo de energia.

Outra caracteristica necessada ao produto almejado 6 o baixo custo do dispositivo,

pois as aplicag6es sao normalmente com pontos de rede numerosos, para aphcag6es

de baixo investimento. Caracteristica que tamb6m d atendida pelo padrao em

comparagao com similares encontrados no mercado.

Essas aphcagdes imp6em tamb6m aos dispositivos dimens6es pequenas, para que os

n6s da rede possam ser incorporados a sensores sem alterar a sua funcionalidade.

Outra caracteristica que tamb6m foi alcangado com o padrao.

Destaca-se tamb6m outra caracteristica adequada as necessidades das aplicag6es,

que 6 o alto nQmero de n6s enderegaveis por rede.

O protocolo tamb6m contempla uma transmissao de dados com confiabilidade,

necessaria para algumas aplicag6es que sao alvo do produto.

Aplicag6es que precisam das caracteristicas do zigbee:

O padrao ZigBee (.protocolo 802.15.4) foi projetado para atender as necessidades de

aplicag6es de redes de sensores sem fTo, isso implica sensores de todos os tipos para

monitoramento e controle remoto de ambientes
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Diante desta perspectiva surgem aplicag6es para automagao dom6stica. Produtos

como iluminagao ou aquecimento de ambientes, com sensores e interruptores

ligados em rede e comandados por um controle remoto, ou at6 mesmo, pelo celular

ligado a internet.

Eletrodom6sticos serao fabricados ja com o chip zigbee embutido e quando

instalados na casa, ja farao parte da rede dom6stica. Possibilitando a programag50

de funcionamento de maquinas de lavar, geladeiras, forno micro ondas, tudo de

acordo com a conveni6ncia do morador

Fica explicito pelo perfil de aphcag6es at6 aqui exemplificados que caracteristicas

como baixo custo do dispositivo, longa duragao de batedas, pequena dimensao do

dispositivo sao imprescindiveis para o sucesso da implementagao destes produto no

mercado, mostrando ader6ncia do projeto zigbee a essas aplicag6es.

Este padrao tamb6m pode ser aphcado a produtos de seguranga e sistemas

antiinc6ndio de ambientes, ou mesmo de edificios, pois o protocolo permite redes de

muitos n6s(255), possibilitando assim a instalagao de muitos sensores e a integragao

destes a outras redes de informagao ou mesmo de dispositivos de contengao.

Prop6e-se tamb6m para esse padrao aplicag6es em ambientes industriais, sendo

utilizados para conectar sensores de maquinas de linha de produgao, controle de

pessoal, seguranga, etc.

Outro alvo do padrao sao as aplicag6es em sensores ligados a area de sai(ie no

monitoramento de pacientes e processos dentro de hospitais.

Potenciais concorrentes

O padrao Zigbee nao 6 o prime ho padrao estabelecido para redes sem fio. Outros

padr6es ja estao no mercado e atuando com relativo sucesso. Mas vale ressaltar que

os diferentes padr6es tem diferentes caracteristicas o que os favorecem para

determinadas aplicag6es e os desfavorecem para outras.
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Figura 87- Posicionamento do Zig Bee.

O padrao Bluetooth 6 um padrao para redes sem fio que atua com alta transmissao

de dados e pacotes maiores de dados, mas com alto consumo de energia e baterias

recarregaveis. A rede bluetooth pode ter no maximo 8 n6s. o alcance de aansmissao

de dados entre n6s nao passa dos 10 metros.

Diferengas

Conforme vimos o padrao zigbee diferencia-se dos padr6es de rede sem no

existentes no mercado.

Com relagao ao custo, pela sua simplicidade ele 6 o mais barato. O “Korean

Advanced Instituteof scienceand Technology” anunciou que conseguiu produzir um

prot6tipo do protocolo 802.15.4 com o custo inferior a 1 d61ar. Em relagao ao

tamanho o padrao zigbee tamb6m mostra-se compativel com o mercado das suas
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aphcag6es alvo, o mesmo instituto koreano conseguiu produzir o prot6tipo com

dimens6es de 8,75mm2

Outra caracteristica que diferencia o padrao zigbee do padrao bluetooth 6 a

quantidade maxima possivel de n6s por rede(bluetooth 8, zigbee 255). Colocando o

bluetooth em desvantagem para competir com o zigbee nas aplicagdes de rede de

sensores que o padrao zigbee se prop6e.

Um ponto crucial na comparagao dos dois padr6es 6 o consumo de energia.

Enquanto o zigbee foi projetado para um baixo consumo de energia com

procedimentos de “hibernagao” do dispositivo fazendo a sua bateria durar at6 anos,

o padrao bluetooth tem um consumo mais alto de energia, sendo equipado com

baterias recarreg£veis. Essa caracteristica impede que o padrao bluetooth concona

com o padrao zigbee em redes de sensores como iluminagao, sistemas antiinc6ndio

e outros que sao o principal foco do protocolo.

Conclusao

Diante desta analise, o protocolo zigbee mostra-se tecnologicamente aderente as

aplicag6es a que se prop6e, com caracteristicas que o colocam a frente dos seus

possiveis concorrentes presentes no mercado.

Custos do produto, apelo comercial e potencial de mercado

Tendo claras as caracteristicas do produto e as aplicag6es para as quais ele foi

projetado e tomando como correta a conclusao acima de que ele 6 tecnologicamente

compativel as aplicag6es a que se prop6e, discutiremos agora custos e viabilidades

Gomercials.

O ”Korean Advanced Instituteof scienceand Technology” fez um prot6tipo baseado

nas especificag6es dispostas no protocolo 802.15.4 do IEEE e obteve como custo

base deste prot6tipo o valor inferior a 1 d61ar. Este custo pode ser considerado baixo

se considerarmos aplicag6es que envolvam o “embarcamento” do chip em
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eletrodom6sticos, que tem custo consideravelmente superior a este I d61ar. Mesmo

se considerarmos aplicag6es cujos os aparelhos ligados aos n6s da redes sao mais

baratos como sensores ou interruptores(sistemas de iluminaggo, sistemas

antiinc6ndio, etc), este valor ainda 6 aplic£vel comercialmente para a automagao de

ambientes, ainda se comparado com solug6es de mercado que sao proprietarias e

conseqtientemente menos flexiveis.

O “West Technology Research Solutions“ prev6 que em um fhturo pr6ximo havera

em m6dia de 50 a 100 n6s de rede zigbee por resid6ncia automatizada. Este namero

aliado a estimativa de custo de 1 d61ar por n6 de rede nos leva a concluir que o

prego a ser pago(com a rede) para automatizar ambientes de uma casa em termos de

iluminagao, seguranga, aquecimento, eletrodom6sticos, etc, 6 um valor

relativamente baixo para o consumidor diante do beneficio considerado.

A indastria, hoje, para fazer solug6es similares ao que o projeto zigbee

proporcionara utilizasse normalmente se solug6es especificas para cada aplicagao e

protocolos propriet4rios. Esta situagao encarece os produtos abm do que os

produtos gerados a partir destas condig6es sao menos flexiveis e hmitados em seus

beneficios. Com a adogao pelo mercado do padrao abeno zigbee( regulado pelo

padrao 802.15.4 do IEEE) o mercado tera a sua disposigao um produto que tera

mais flexibilidade e seguranga para o desenvolvimento de aplicag6es baseadas nesta

tecnologia, tornando assim os produtos com maior valor agregado e seus custos

menores pela produgao em escala.

Diante das possibilidades t6cnicas que surge com este novo padrao e

conseqtientemente a enorme gama de aplicag6es que po(lem ser construidas

baseadas nesta tecnologia espera-se uma rapida ascend6ncia na utihzagao desses

dispositivos pelo mercado.

A empresa de pesquisas “ABI” estima que o mercado de controles dom6sticos

cheguem a cerca de US$4 biIh6es em 2008, sendo que cerca de US$900 milh6es

apenas o mercado norte americano, com cerca de 20 milh6es de chips

“embarcados”
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Figura 88- Cotocagao de chips no mercado.

Diante deste cenario, a conclusao 6 de que, com o potencial de aplicag6es baseadas

na tecnologia e as previs6es de crescimento de mercado, o padrao zigbee tem grande

potencial de ser um sucesso comercial e sena de base tecno16gica para que muitas

empresas desenx,'olvam as suas aplicag6es e obtenham sucesso no mercado tamb6m.
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SIMULADOR

O simulador possibilita a analise do comportamento de uma rede formada por um conjunto

de n6s que seguem o padrao zigbee de comunicagao de dados wireless.

Para que esse estudo seja o mais aprofundado possivel, em nosso simulador foi

acrescentada a possibilidade de esco+her um modo de operagao. Para cada um deles, os

respectivos detalhes mais importante-g de cada uma das panes criticas envolvidas na

comunicagao sao mostradas ao usuario.

A confecgao do simulador teve como principal objetivo reproduzh o mais fielmente

possivel as estruturas das camadas, m6todos utilizados em cada uma, variaveis, estruturas

de dados e a nomenclatura para cada uma dessas.

Os n6s foram definidos como blocos que encapsulam as camadas do protocolo zigbee,

fornecendo a interface necessaria de acesso ao meio fisico.

Cada n6 representa um dispositivo zigbee.

Armazenados dentro do n6 encontramos as camadas:

• Rede
• Mac
• Fisica

Fora do n6 temos apenas a o meio fisico.

O protocolo zigbee at6 o presente momento nao define um padrao para a canada de rede.

Essa parte da documentagao nao foi terminada e portanto, nos restou a tarefa de cHar nosso

pr6prio padrao.

O caminho estipulado pela equipe’- foi criar uma camada de rede com fbncionalidades

simples e utilizar o algoritmo Distance Vector, mais especificamente nos baseando no

conhecido protocolo RIP. O motivo dessa escolha foi que isso nos agegaria rnaror

conhecimento sobre esse assunto, a16m de possibilitar comparag6es de nossa

implementagao com aquilo que esti descrito em sua documentagao.

A camada Mac 6 a camada mais_complexa de nosso projeto.

Apesar disso> 6 necessario ressaltar nossa dificuldade em entender alWmas das

funcionahdades dos servigos oferecidos por essa camada, efeito de nao termos consewido
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a documentagao da camada de rede, pois seria essa que descreveria o algoritmo de

utilizagao dos sewigos da camada inferior.

Como estudos extensos sobre a transmissao de sinais modulados pelo ar estao fora do

escopo de nossa 6nfase acad6mica, modelamos a camada fisica de maneira muito simples,

apenas implementando-a como elemento de conectividade entre o meio fisico e a camada

Mac, sem levar em conta, por exemplo, o tempo de propagagao das ondas eletromagn6ticas.

A16m das camadas descritas no protocolo tivemos o cuidado em modelar o meio fisico (ar)

para que as transmiss6es acontecessem na mesma maneha em que um ambiente real

adicionando, assim, tempo de transmiss80 e a possibilidade de colis6es locais e remotas.

Nao foi possivel reproduzir totalmente os sewigos especificados pelo padrao uma vez que a

tamanho da especificagao 6 muito extensa, saindo do escopo de um projeto de formatura.

Como seguimos o padrao documentado fica mais facil para posteriores incrementos de

funcionalidades e at6 mesmo de camadas, como por exemplo uma camada de aplicagao

com objetivos especificos.

Nosso programa 6 um simulador de tempo real, pois essa escolha d mais adequada ao

problema. Como achamos interessante mostrar as saidas na tela ao inv6s de gerar um

arquivo com os resultados obtidos, optar por um simulador de tempo discreto traria

problemas a16m do fato de que um simulador de tempo real pode ser incrementado com

maior facilidade por um programador que nao esteja familiarizado com o c6digo do

simulador. Nossa intengao com a produgao desse simulador 6 que ele sirva de ponto de

partida para um futuro estudo do protocolo Zigbee.

O programa foi todo feito em linguagem Java. Esse fato foi decorrente de Java ser

orientado a objeto, a alta portabilidade possibilitada pela maquina Virtual Java, o conjunto

de APIs fornecidas( as quais aumentam a produtividade), a16m dos integrantes do grupo ja

terem uma certa familiaridade. Grande parte dos objetos foi modelada atrav6s de Threads

para imitar o funcionamento exato de cada um dos dispositivos zigbee. A escolha da lingua

inglesa para a codificagao do simulador (nome de m6todos e vari£veis) foi essencial para

que continuassemos seguindo a nomenclatura utilizada nos documentos do padrao zigbee,

para que tiv6ssemos um padrao na codiHcagao a16m de possibilitar que programadores de

outros paises entendam facilmente o c6digo uma vez que a lingua inglesa 6 a mais popular
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neste momento, A16m da padronizagao da hnguagem convencionamos adicionar um

prefixo ao nome das vari£veis para indicar a classe da qual essa variavel faz parte.

Focamos nos esforgos em produzir um simulador de alto nivel de desempenho e que fosse o

mais pr6ximo da especificagao do padr80. Nao no preocupamos em torn&lo visualmente

atrativo para o usuario. Desta forma optamos por trabalhar com entradas e saidas de texto

ao in as de utilizar recursos graficos.

As entradas necessarias para o funcionamento do simulador sao obtidas atrav6s de um

arquivo. As informag6es de saida sao impressas diretamente na tela do computador.

Uma grande bateria de testes foi realizada para nos certificarmos de que nosso projeto

estaria fbncionando em conformidade com o especificado.

DESCRI(,'Ao DO MODELO DE CLASSES

Neste item fazemos a apresentagao do modelo de classes do simulador. O digrama

apresentado nao cont6m os atdbutos ou m6todos das classes. Optamos por fazer isso em

razao do fato de que o namero de m6todos e de atdbutos ia tornar o diagrama

excessivamente grande, dificultando sua visualizagao. Para maior detalhamento sobre os

m6todos e atdbutos de cada classe, sugere-se a consulta do pr6prio c6digo-fonte, o qual

esti extensamente comentado

A16m do digrama de classes, fazemos em seguida uma breve descrigao de cada classe, que

serve como refer6ncia rapida para consulta sobre a fungao de cada classe no simulador.
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Diagrama de Classes Simplificado

Simulator
Classe que cont6m o m6todo main do programa e que faz chamadas aos objetos das demais
classes em fungao do modo de operagao escolhido.

ModeDefs
Classe com as definig6es das constantes relativas aos modos de operag50.

TimeTask
Classe responsavel por terminar a simulagao.
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PhyLayer
Classe que implementa a camada fisica do protocolo IEEE 802.15.4.

PhyDefs
Classe com as definig6es das constantes relativas a camada fisica.

MacLayer
Classe que impiementa a camada MAC do protocolo IEEE 802.15.4.

MacDefs
Classe com as definig6es das constantes relativas a camada MAC

Fcs

Classe que possui um m6todo estatico que calcula o campo de FCS a parth de um Bame
passado como argumento desse m6todo.

RemainderRegister
Classe que implementa estrutura de dados utilizada para calcular o FCS.

Network
Classe que implementa a camada de rede do simulador (nao segue o padrao Zigbee).

NetDefs
Classe com as definig6es das constantes relativas a camada de rede.

RoutingTableItem
Classe que implementa um item (uma entrada) das tabelas de roteamento dos n6s.

Node
Classe que representa um dispositivo da rede sendo simulada. EIc encapsula as camadas
fisica, Mac e de rede.

Medium
Classe que implementa o meio 6sico por onde se d50 as transmiss6es. Tamb6m 6
responsavel pelo gerenciamento das colis6es ocorddas na simulagao.

DummyFrame
Classe que implementa os atributos comuns aos quatro tipos de RaIne do protocolo
802.15.4.

BeaconFrame
Classe que implementa um aame de tipo “beacon“.

CommandFrame
Classe que implementa um aame do tipo “command”.
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DETALHAMENTO DA ESTRUTURA DO SIMULADOR

Classe Simulator

A classe Simulator tem como objetivo apenas operar os servigos fornecidos pelas camadas

do protocolo zigbee. Diante dessa 6tica eIa pode ser entendida como uma camada de

aphcagao simplificada. EIa pode trabalhar em diversos modos de operagao como descrito

anteriormente (maiores detalhes podem ser obtidos na segao de instrug6es de uso do

simulador).

Camada de Rede – Classe Network:

Como dito anteriormente, a principal dificuldade para produzir essa camada foi a questao

da documentagao que define o padrao zigbee ainda nao estar terminada e justamente essa

camada estar entre esses t6picos inacabados.

Apesar da descrigao do algohtmo de fbncionamento da camada de rede nao estar presente

na documentagao obtida, duas formas de fbncionamento ja foram formalizadas:

• Star

• Cluster Tree

Na topologia Star todos os n6s podem trocar informag6es apenas com o n6 coordenador, ao

passo que o m6todo cluster tree possibilita que qualquer n6 envie informagao para qualquer

outro

A topologia cluster tree permite que a informagao seja propagada para qualquer ponto da

rede que tenha conectividade corn o resto, pois a informagao pode ser conduzida pelos n6s

at6 o destino final. A formagao star permite apenas o acesso direto.

Para que a informagao seja encaminhada atrav6s da rede 6 necessado que exista um

protocolo de roteamento e de atualizagao das tabelas de roteamento.

Como a configuragao Star 6 t50 simples, pois apenas estabelece apenas um crit6rio para as

conversas entre n6s, preferimos deixar esse fardo para a camada de aplicagao (nossa classe
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Simulator faz exatamente isso ao requisitar envio de mensagem apenas para n6s

especificos), focando nossos esforgos em fazer nossa camada de rede compativel com a

formagao Cluster Tree.

Para tanto foi necessario definir um protooolo para tratar as tabelas de enderegamento e

para conseguir encaminhar mensagens atrav6s da rede.

Para isso utilizamos um a]goritmo distance-vector, nos baseando mais especificamente no

funcionamento do protocolo RIP.

O resultado anal foi a criagao de um protocolo simples para controle dessas tabelas e

roteamento de mensagens, eficiente e que atende todas nossas necessidades.

Mais adiante descreveremos os detalhes do funcionamento dos protocolos utilizados nessa

camada.

Para que o n6 consiga manter dados atualizados em suas tabelas de roteamento e trocar

essas informag6es com os n6s vizinhos cdamos dois processos que devem ser ativados em

cada n6.

O primeiro cuida da tarefa de descobrir os vizinhos do n6 em questao (Neighbor Discover).

O segundo tem como objetivo trocar essas informag6es com os outros aparatos (Routing).

O m6todo RipStarto 6 responsavel pelo inicio das atividades desses dois processos.

O nome foi escolhido para essa ftmgao de forma que lembrasse a relagao pr6xima entre

nosso protocolo e os protocolos distanGe-vector.

Nossa camada de rede possui duas interfaces. A primeha prov6 servigos para uma camada

superior e a segunda troca dados com a canada inferior Wac)

O m6todo responsavel por enviar pacotes roteados atrav6s da rede cham&se sendPacket.

Para o recebimento de informag6es da canada Mac o acesso ao m6todo receive deve ser

feito

Esse m6todo 6 responsavel por ler o cabegalho de rede e tomar as medidas necess£rias.

Vamos agora expor em maiores detalhes o protocolo.

As tarefas realizadas pela camada de rede podem ser divididas em blocos pequenos de

forma a facilitar o entendimento.

Tabela de Roteamento:
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A tabela de roteamento possui informag6es para qual deve ser o pr6ximo n6 para o qual a

mensagem deve ser enviada para que eIa consiga ser guiada at6 o destino final.

Cada n6 possui a sua pr6pria tabela.

Sempre que uma requisigao de envio de mensagem (m6todo sendPacket) 6 pedida, ou que

uma mensagem chega at6 o n6 sendo que este nao 6 o destinatado desta mensagem, o n6

deve verificar sua tabela de roteamento.

Essa tabela segue um padrao comum de tabelas de roteamento onde temos as informag6es:

• Enderego destino

• Next Hop

• M6trica

A m6trica utilizada em nosso protocolo de roteamento 6 o ntrmero de Hops at6 o enderego

de destino. Esta 6 a (mica m6trica possivel neste caso, uma vez que nao existe diferenga de

taxa de transmissao, confiabilidade, atraso ou at6 mesmo custo para uma rota definida.

O enderego de next hop informa para qual n6 deve ser enviada a mensagem de forma que

eIa chegue at6 o destino determinado pelo cabegalho de rede armazenado no pacote.

Assim quando um aparelho 6 avistado diretamente por outro elc cria uma entrada na sua

tabela (caso ja nao exista) indicando o enderego desse n6 e colocando esse mesmo enderego

como next hop com m6trica 0 .

Sempre que uma entrada for criada ou atualizada na tabela o valor do nexthop deve ser o

enderego do dispositivo que Ihe enviou a mensagem, pois esse sera o dispositivo que sabera

como conduzir a mensagem at6 o destino.

Como estamos estudando apenas ambientes estaticos em nosso simulador, uma entrada na

tabela s6 podera ser substituida por outra que leve ao mesmo enderego final com uma

m6trica menu. Em um ambiente dinamico a possibilidade de retirada de uma enaada da

tabela teria de ser implementada, pois um n6 pode ser desligado, ativado, ou mudar de

posigao. Ag6es para evitar loops de roteamento (Poison Reverse, Split Horizon aBm de

outras) tamb6m deveriam ser tomadas.
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Temos a seguir um exemplo de uma topologia e as tabelas de roteamento para cada um dos

n6s ap6s o protocolo ter convergido:

Tabela Roteamento Tabela Rotearnento

N6 1
NextHop

3

3

4

[q6 i
NextHop

3

3

3

Tabela Roteamento Tabela Roteamento

N6 4
M6tricaEndere90 NextHop

1 a1

12 3
33 a

N6 3

NextHop
1

2
4

Endere90
1

2

4

((?))
NC> 1

N6 2

N6 4

Exemplo de conver96ncia de tabelas de roteamento

Neighbor Discover:
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Esse processo tem como objetivo descobrh quais sao os n6s vizinhos (os quais estao no

alcance) de um determinado n6. Para realizar essa tarefa formalizamos dois tipos de

mensagens que po clem ser trocadas.

Sempre que um dispositivo emitir uma mensagem de “HELLWORLD“ os dispositivos que

receberem essa mensagem devem responder com uma mensagem “}iEREIA]W’.

A troca de mensagens 6 toda feita com enderegamento de broadcast, pois assim todos terao

acesso as informag6es. Sempre que um n6 conseguir escutar uma dessas mensagens ele

deve tentar inserh o enderego do n6 remetente em sua tabela de roteamento. Como as

mensagens de camada de rede nao se valem da utilizagao de pacotes com ack request, 6

necessario fazer com que a camada de rede de tempos em tempos reenvie as informag6es

reirIiciando o processo de neighbor discover, pois muitos dos pacotes sao inutilizados por

causa de colis6es no meio. Apesar dos ambientes simulados serem estaticos, nao

estabelecemos um nimmo maximo de vezes que esse processo deve ser reiniciado, pois por

mellor que seja sempre existira a probabilidade de quem um n6s ainda nao tenha recebido

conetamente mensagens dos outros e assim caso o processo de envio de “HELLWORLD”

fosse terminado as tabelas estariam erradas podendo at6 mesmo causar a falta de

comunicagao com o resto da rede at6 o final da simulagao,

Ap6s testes percebemos que para um mellor desempenho do protocolo seNa necessario

fazer com que os n6s nao reahzassem esse processo de maneira sincronizada. Para cada n6

o processo de descobrimento deve comegar em um periodo diferente, assim eles nao

emitiriam pacotes de “HELLWORLD“ ao mesmo tempo, pois isso teria um impacto

gritante no n6mero de colis6es na redo. Por esse motivo ao iniciar o processo de Neighbor

Discover pela primeira vez o 116 aguarda um tempo aleat6do dentro de um intervalo pd-

definido

Routing

Esse processo se encarrega de trocar suas tabelas, com as informag6es obtidas pelo

processo Neighbor Dicover, entre os n6s para que esses conhegam caminhos para outros

dispositivos abm de seus vizinhos. Quando um aparato recebe uma tabela de um outro

elemento elc tenta atualiza-la. Caso tenha sucesso ele envia sua tabela para seus vizinhos
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(broadcast) e assim sucessivamente. As tabelas serao trocadas e converghao estabilizando o

processo.

Inicialmente a quantidade de infonnagao trocada en&e os n6s 6 muito alta, mas uma

vez que as tabelas comegam a convergir, um mellor nflmero de atualizag6es acontecera e

dessa forma um mellor n(rmero de pacotes 6 trocado.

Assim como no Neighbor Discover 6 necess£do fazer com que as tabelas sejam reenviadas

ap6s intervalos de tempo determinados, a16m de fazer com que os n6s realizem esse

processo de maneka assincrona em relagao aos outros.

Diagramas de Blocos
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Network
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Tabela Roteamento
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Nao faz nada
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pacote no
cabegaiho

Diagrama do roteamento de mensagens
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Cabegalho das Mensagens de Rede

A camada de rede encapsula as mensagens que a camada de aplicagao envia coiocando um

cabegalho na #ente da informagao.

C) cabegalho da camada de rede possui tamanho e formato variavel.

Tr6s formatos de mensagem foram formalizados:

• “HELLWORLD” ou “IiEREIAM”
. Tabela de roteamento

• Mensagem

• “HELLWORLD“ ou “HEREIAIW’:

2 bytes
Tipo pacote

2b
Ser©o

• Tabela de roteamento

2 b'

Tipo
pacote

16 b'2 t) I

We amero de
entradas na

tabela

16 b'

Mderego
final (1)

8 bytes
M6trica

(1)

16 bytes16 bytes

n 6trica (n)
final (n)

• Mensagem:

2 b
TiM
acote

16 bytes

Enderego destino
16 bytes

Enderego origem
Nao foi estipulado um limite

Payload

Os valores possiveis para esses campos sao:

Tipo Dacote
)
MeT

Valores
( 6 () 0

( C () 1 ) )

ServiQO
l
'HEREIAM'
Routing Table

Valores
“00
'01

1 0 2 B )



A leitura das panes do cabegalho 6 condicional. Por exemplo: Caso esteja presente o valor

“01” no campo tipo do pacote 6 esperado que o pr6ximo campo tenha 16 bytes e

representar£ o enderego de destino.

E importante ressaltar que a escolha do tamanho de cada campo do cabegalho e seus

valores nao objetivou a efici6ncia, sendo escolhidos por conveni6ncia.

Coment£rios:

Foram reahzados vaNos testes durante a elaboragao do protocolo de camada de rede.

As decis6es em relagao a algoritmo e tempo de retransmissao de mensagens visam diminuir

o trafego na rede e conseqQentemente o numero de colis6es. Elas foram tomadas baseadas

nos resultados desses testes.

Algumas considerag6es devem ser feitas. Por causa das cohs6es no meio fisico em algtms

momentos podemos ter tabelas de roteamento que nao representam o melhor caminho at6 o

destino final. Assim que as tabelas comegam a convergir esses erros tendem a ser sanados.

Caso a camada de aplicagao requisite o envio de uma mensagem sem que a converg6ncia

das tabelas tenha sido alcangada 6 possivel que a mensagem nao consiga chegar ao

destinatario apesar dele estar no raio de alcance da rede. E necess&io, portanto, esperar um

periodo antes que mensagens possam ser trocadas com confianga.

Quan(io um n6 nao sabe qua:1 deve ser o pr6ximo hop para o qual a mensagem deve ser

en\dada a mensagem de destino desconhecido 6 apenas impressa na tela, sem que a camada

de aplicagao do n6 origem seja noti$cada.

CAB4ADA MAC - CLASSE MACLAYER:

A classe MacLayer tem a responsabilidade de implementar a camada MAC do

protocolo 802.15.4. A implementagao desta classe – que vern a ser a mais complexa do

nosso simulador – foi baseada no documento do IEEE. Por se tratar de um software

extremamente complexo e foNemente dependente de caractedsticas da carnada fisica (que

apresenta conceitos de telecomunicag6es, que estao fora do escopo do nosso projeto), nao

implementamos todas as suas ftmcionalidades, tais como descritas no item do relat6rio que

fala sobre o protocolo 802.15.4. O que fizemos, foi implementar aIgImlas de suas

caracteristicas mais representativas, de taI forma a fazer algumas demonstrag6es da
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efici6ncia de tais caracteristicas. A seguir, listamos as caracteristicas implementadas em

nossa camada MAC:

e

e

e

•

e

Algoritmo de controle de colis6es, unslotted CSMA-CA;

Envio de beacons para implementagao de mecanismo de transmissao indireta;

Transmissao direta de dados entre dois n6s da mesma PAN;

Mecanismo de retransmissao de mensagens em transmiss6es com “ackRequest“;

Mecanismo de FCS para a rejeigao de frames conompidos.

Para deixar claro o que foi implementado na nossa camada MAC, eliminando d6vidas a

respeito do que nao foi considerado em nosso simulador, hstamos aqui os itens principais

que nao foram implementados, mas que sao definidos pelo protocolo:

• Criagao de PANs a paRk de um 116;

• Associagao e desassociagao de n6s de uma PAN;

• Sincronizagao de n6s com o coordenador atrav6s de beacons;

• Alocagao de GTS.

Por se tratar de uma classe muito extensa, optamos por fazer uma desorigao das pdncipais

primitivas de dados e sewigos que foram implementadas (IVICPS e MLME) e as

funcionalidades a eles associadas. Para que se obtenha detalhes especificos da

implementagao, sugere-se a consulta ao c6digo-fonte, o qual esti extensamente comentado.

MCPS DATA

Primitiva que implementa a solicitagao de envio de dados pela camada superior (DATA-

REQUEST), bem como a chegada de um novo aame de dados da camada nsica (DATA-

INDICATION). Atrav6s desta pdmitiva, 6 possivel sohcitar o envio de um frame de dados

de maneira direta ou indireta. No caso de transmiss6es diretas, a camada MAC deve montar

um &ame de da(los a partir dos argumentos fornecidos e envia-lo pela camada asha. E

possivel que a camada superior solicite uma transmissao com reconhecimento, ou seja, a
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flag ackRequest 6 igual a “ aIreD. Nesse caso, a camada MAC deve aguardar o retorno de

um RaIne de ack, que indicara que o n6 destino recebeu o frame de dados corretamente.

Caso esse ack nao chegue, a canada MAC deveM retransmitir o frame de dados, at6 que o

ack seja recebido, confirmando o envio correto dos dados. Se o n(rmero de retransrniss6es

chegar ao seu limite, o envio sera cancelado e a transmissao sera considerada uma

transmissao falha. E possivel enviar dados com a enderego MAC de destino igual a zero, o

que se configura como o envio de mensagens de broadcast. Isto 6 usado nos modos de

simulagao que usam roteamento.

Hi ainda o envio indireto de dados, no qual o n6 coordenador de uma PAN

habilitada com beacons dever£ enviar nos seus frames de beacon a informagao de quais n6s

possuem informag6es pendentes. Os n6s que possuirem informag6es pendentes deverao

fazer uma solicitagao ao coordenador com um frame de comando, sohcitando o dado

pendente. Transmiss6es indiretas t6m inicio quando enviamos um DATA-REQUEST ao n6

coordenador com o flag indirectTx igual a “true”. o coordenador, ao receber esta primitiva

devera, em lugar de transmitir diretamente o dado, armazena-lo em uma fila de transag6es

pendentes. No pr6ximo beacon enviado pelo coordenador, este devera incluir no beacon

uma lista contendo todos os enderegos dos n6s que t6m pend6ncias a serem recuperadas.

No item “Testes“ mostramos como o processo acontece com maiores detalhes e como

observa-lo utilizando o siInulador

Relacionado ao envio de frames de dados e &ames de comandos, esti o uso do

algoritmo de unslotted CSMA-CA (o algoritmo slotted, utilizado em redes PAN

sincronizadas por beacons nao foi implementado para o simulador). Este algoritmo previne

o acontecimento de colis6es no envio desses frames pelo meio fisico (veja no item de

Testes o impacto do algoritmo no namero de cohs6es) atrav6s de um procedimento

caractedzado por uma espera aleat6ria de um certo n6mero de simbolos seguida pelo teste

de CCA (vide lista de abreviag6es), que verinca se o meio Hsico esti Uwe. Se o teste de

CCA indicar que o meio esti Uwe, a camada MAC envia o RaIne pela camada fisica. Caso

contrario, repete o processo at6 que seja possivel enviar o hame ou, atC que a namero

maximo de backoffs (periodos em que o n6 espera um namero aleat6rio de simbolos) seja

atingido, caso em que a transmissao 6 cancelada. E importante lembrar que names de

beacon e de ack nao necessitam de usar o algod Uno de CSMA. No caso do beacon, este
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possui uma porgao do Superframe (vide glossario) reservada para si, durante a qual

ningu6m mais na PAN transmite nada. No caso dos acks, estes sempre sao enviados

imediatamente ap6s a chegada de um pacote de dados, logo, desde que um certo limite de

tempo nao seja excedido, 6 possivel enviar o frame de ack imediatamente ap6s a recepgao

da mensagem de dados, sem correr o risco de gerar colis6es no meio fisico.

Por fim, a funcionalidade de FCS, associada a transmissao dos quatro tipos de &ame

utilizados no protocolo 80.15.4 – #ame de dados, &ame de comando, frame de ack e &ame

de beacon – 6 implementada para detectar BaInes que foram afetados por colis6es no meio

fisico (vide descrigao da classe Medium para maiores detalhes sabre cohs6es no meio

fisico). Todos os frames transmitidos recebem um campo formado por 16 bits que

correspondem ao checksum do pacote. Ao chegar a um 116, o RaIne 6 testado quanto ao seu

campo de FCS e se este teste acusar discrepancia entre o campo de FCS e o que foi

calculado do resto do frame, o hame inteiro 6 descartado imediatamente.

haM-START

Esta primitiva esti relacionada a interface da canada MAC que cuida dos servigos

de gerenciamento da mesma (MLW). EIa faz cain que o n6 coordenador da PAN passe a

enviar beacons periodicamente, O periodo de envio 6 fungao de um dos argumentos

passados pela primitiva, BeaconOrder (BO). A paRk desse valor a camada MAC calcula o

tempo (em simbolos) decorrido entre o envio de dois beacons consecutivos.

CAMADA FiSICA - CLASSE PHYLAYER

Como exphcado anteriormente, o estudo da modulagao do sinaI eletromagn6tico esti fora

das nossas inteng6es com esse estudo. Desta forma modelamos essa classe apenas como um

elemento de conectividade entre as classe Mac e Medium.

Quando a camada Mac deseja transmitir, eIa verifica se a camada Fisica esti desocupada.

Assim que eIa ficar favre, a camada Mac direciona o name para eIa e eIa simplesmente

repassara essa informagao para a classe medium. EIa cuida somente do controle de

transrnissao e recebimento de frames
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MEIO FISICO - CLASSE MEDIUM

A classe Medium 6 responsavel por modelar o meio fisico por onde os dados sao

transmitidos. Para implementar essa classe, consideramos dois aspectos basicos relativos a

transmissao de ondas eletromagn6ticas no ar: alcance dos aansmissores e colis6es.

Optamos por dar 6nfase a estes aspectos pelo fato de que algumas funcionalidades do

padrao 802.15.4 enderegam problemas relacionados a tais aspectos. A seguir, detalhamos

ambos aspectos.

. Alcance dos transmissores

O alcance dos transmissores dos n6s que comp6em uma rede real do padrao

802.15.4 localiza-se na em uma faixa que varia aproximadamente de 20 a 75

metros. Isso requer que, obviamente, implementemos um meio de fazer com que os

n6s da simulagao tenham tamb6m alcance finito, caso contrado a simulagao seNa

prejudicada. Foi preciso definh uma forma de fazer com que um determinado n6

tivesse um raio de alcance, alam do qual, suas transmiss6es nao seriam detectadas.

Da mesma forma, n6s localizados fora do raio de alcance de um determinado n6 nao

poderao transmitir mensagens diretamente para ele. Conseguimos isto por meio de

uma estrutura de dados, implementada na classe Medium, encarregada de manter

um registro de todos os n6s da simulagao e quais n6s cada n6 pode alcangar. Esta

estrutura de dados, med reachListVector, sera descrRa em um item posterior.

• Colis6es

As colis6es sao fen6menos caracterizados pela transmissao de duas ou mais ondas

de radio-freqa6ncia no mesmo canal fisico. Isso resulta na deterioragao dos dados

que se deseja transmitir, impondo uma perda na sua qualidade, o que pode at6

comprometer a comunicagao. o protocolo 802.15.4 possui algumas funcionahdades

que Ihe permitem contornar essa restrigao do meio fisico, possibilitando o envio e

recebimento de dados de forma confiavel. Sendo assim, implementar o efeito das

colis6es nas aansmiss6es pelo meio fisico 6 de extrema importancia se quisermos

avaliar a performance do protocolo.
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A maneira como implementamos o fen6meno das colis6es tamb6m esti relacionada

com a estrutura de dados mencionada anteriormente, med reachListVector.

Contudo, antes de descrev6-la, atentemos aos dois tipos de colis6es que n6s

consideramos em nosso programa: colis6es locais e colis6es remotas.

Colis6es locais caracterizam-se por serem causadas por dispositivos que estao na

mesma area de alcance, ou seja, dois n6s que podem transmitir diretamente um para

o outro tentam transmitir ao mesmo tempo, causando uma colisao. Colis6es locais

podem ser reduzidas se o n6 que deseja transmitir, antes de faz6-1o, verifica se o

meio nsico estg livre. E nisso que se baseia o algoritmo CSMA-C& implementado

na classe MacLayer .

Colis6es remotas por sua vez apresentam a caracteristica de nao oconerem dentro

da area de alcance do n6 que esta transmitindo. A diferenga em relagao as colisdes

locais 6 que as colis6es remotas nao podem ser evitadas atrav6s do algoritmo

CSMA. Suponha que, na ihrstragao abaixo, o n6s I e 3 podem alcangar o n6 2, mas

estes nao podem comunicar-se diretamente entre si, de modo que as transmiss6es do

n6 1 nao atingem o 116 3 e vice-versa. Portanto, o 116 1 consegue detectar se o 116 2

esti transmitindo, mas nao pode afirmar nada sobre o n6 3. Dessa forma, 6 possivel

que tanto o 116 1 quanto o 116 3 aansmitam ao mesmo tempo. Nas regi6es de alcance

desses n6s nao haven colis6es, dado que um nao recebe as transmiss6es do outro.

Contudo, como o 116 2 pode receber transmiss6es de amtios, este estara sujeito a

uma cohsao que os n6s I e 3 nao puderam prever. Trata-se de uma colisao remota

no 116 2
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Ilustragao do fen6meno de colisao Remota no n6 2

Com relagao a maneira com que modelamos o meio fisico, 6 preciso lembrar que

nao consideramos os efeitos do tempo de propagagao. Ou seja, desde que um dado n6 esteja

denHo do raio de alcance do n6 que esta transmitindo, este ira receber seu name no mesmo

instante em que os demais n6s receberao, ainda que estes n6s estejam mais pr6ximos do n6

que esti transmitindo. Apesar de ngo considerarmos os efeitos do tempo de propagagao,

consideramos o efeito da taxa de transmissao. Consideramos que os n6s do simulador

utihzam a freqa&ncia de 2400 MHz, uma das ban(ias de Beq06ncias adotadas pelo Zigbee.

Nesta &eqa6ncia, temos uma taxa de transmissao de 250 kbps e uma taxa de 62500

simbolos / segundo. Como a unidade de tempo adotada para o simulador 6 o simbolo,

efetuamos o calculo de quantos simbolos sao necessgdos para a envio do frame. Para isso,

basta notar que a taxa de 250 kbps corresponde a uma taxa de 4 bits por simbolo. Dessa

maneira, o tempo de propagagao em simbolos de um aame corresponde ao seu tamanho em

bits dividido por 4.

Por fim, antes de procedermos a descrigao da implementagao do meio fisic;o, em

relagao as colis6es implementadas em nosso simulador, sempre que ocorrer uma cohsao, o
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frame transmitido sera completamente conompido, o que causara sua rejeigao no 116 de

destino, por causa de FCS.

Implementa9ao da classe Medium

A classe Medium pode ser compreendida atrav6s da estrutura de dados utilizada

para determinar o posicionamento dos n6s no espago. Antes de descrever esta estrutura,

contudo, 6 preciso que entendamos como os eames sao tratados por essa classe.

Para a classe Medium, os frames sao apenas vari£veis que dev'em ser propagadas

aos n6s de destino, A classe Medium nao realiza operag6es sobre essas variaveis, a menos

da “corrupgao” destes hames em caso de colis6es. Para determinar para quem devera ser

postada cada mensagem, a classe se baseia no id do n6 que esti transmitindo. Os eames,

que representam o conjunto de bits sendo transmitidos no meio, sao implementados na

forma de String, uma classe da hnguagem Java. Como estamos transmitindo pelo mao,

essas Strings sao compostas apenas dos caracteres '0’ e '1’. Outra consideragao importante

a ser feita esti relacionada ao tamanho maxima dos frames transmitidos pelo meio. No

protocolo 802.15.4, existe um limite para o tamanho dos &ames. Em nossa implementagao,

nao ha uma limitagao para esse tamanho.

Para entender o funcionamento da classe Medium, 6 preciso entender a estrutura de

dados que modela o meio fisico e o alcance dos n6s. Trata-se de um vetor de listas ligadas,

med reachListVector, implementado na classe Vector do Java. Cada elemento nesse vetor

corresponde a uma lista ligada de objetos da classe 116 (Node). A lista ligada d

implementada atrav6s da classe LinkedList, do Java. O vetor de hsta ligada 6 indexado

atrav6s dos ids dos n6s. Em cada posigao desse vetor, temos uma lista ligada que

corresponde a lista de alcance do n6 cujo id 6 o indice desse elemento do vetor. Sendo

assim, na posigao 0 do vetor, encontramos todos os n6s que pa(lem ser alcangados a partir

do 116 0. A figura a seguir ilustra uma topologia muito simples, composta por tr6s n6s, onde

cada n6 pode transmitir diretamente aos outros dois. Ao lado, mostramos como serb o

vetor med reachListVector conespondente a esta topologia.
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N6 2

((?))

'))

N6 O

1 a topologia simples de rede e a direita, temos a estrutura de dados

conespondente a esta topologia

Conforme ja dissemos, as principais fung6es da classe Medium estao envolvidas

com esta estrutura de dados. A primeha delas 6 a passagem da refer6ncia dos n6s da

simulagao para o meio fisico. Isso 6 feito atrav6s do m6todo setNodeList( ), que fornece um

vetor de objetos da classe Node. Com esse vetor, esse m6todo cria uma lista ligada para

cada um de seus elementos, criando a estrutura de dados med reachListVector. Para cada

n6 do vetor fornecido como argumento deste m6todo, determina-se quais outros n6s podem

ser alcangados pelo n6 em questao, atrav6s de c£lculos que se baseiam nas coordenadas x e

y de cada n6. Todos os n6s que estejam dentro do seu raio de alcance sao incluidos na lista

ligada. Por fim, a lista ligada construida e colocada na posigao do vetor conespondente ao

id do n6 do qual acabou-se de construir a hsta de alcance. O processo segue at6 que todas

as hstas de alcance ja tenham sido criadas.

Outra operagao essencia] para a classe Medium 6 a verificagao do meio $sico, ou seja, os

n6s “perguntam” ao meio fisico se este esti ocupado. Trata-se do procedimento de CCA.

Antes de transmitir, um n6 pode tentar verificar se o meio esti ocupado no sell raiD de

alcance. lsso 6 feito atrav6s do m6todo performCCA( ). Este m6todo simplesmente percorre

a hsta ligada do n6 que deseja transmitir tentando descobrk se algum de seus n6s ' esti
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transmitindo. Se for este o caso, significa que o meio flsico est£ ocupado. Caso contrario, o

meio esti hwe e o n6 pode transmitir,

Por fim a fatima e mais importante fungao da classe Medium 6 a transmissao dos

pacotes. Isso acontece atrav6s do m6todo transmit( ), que recebe como argumentos o id do

n6 que esti transmitindo e frame a ser transmitido. Esse m6todo tem a incumb6ncia de

enviar o pacote a todos os n6s alcang£veis pelo n6 que solicitou a transmissao. Isso 6 feito

percorrendo-se a hsta de alcance (locahzada no vetor de hstas ligadas) do respectivo n6 e

transmitindo o pacote a cada um dos n6s que estejam na hsta de alcance. Contudo, neste

momento 6 preciso detectar se haven colis6es locais ou remotas. Conforme dito

antedormente, a duragao das transmiss6es 6 fungao do tamanho do aame (e da taxa de

transmissao, que 6 fixa). Sempre que um frame 6 transmitido, nao passamos o Rame

dhetamente para o seu destino, caso contrado as transmiss6es sedam instantaneas. Em

lugar disso, agendamos um timer que ira expirar no momento em que o pacote deve ser

entregue ao seu destino. Quan(io o timer expira, ele passa o &ame ao n6 para o qual cIe foi

agendado. Ao implement&mos a temporizagao desta maneira, precisamos de um meio para

saber se um dado n6 esti transmitindo dados ou nao, o que, em altima analise, nos

permitira concluir se uma transmissao ira resultar em colisao local. A maneira utilizada

para armazenar o status de transmissao dos n6s foi atrav6s de um vetor de variaveis

booleanas, med_nodeTransmitting[]. Poaanto, no momento de transmitir o frame,

veh£camos se algum dos n6s da lista de alcance esti transmitindo naquele momento. Se a

resposta for sim, 6 preciso agendar a transmissao de um pacote ruidoso (corrompido) para

todos os n6s alcangaveis pelo n6 que esti causando a colisao local. Caso nenhum n6 da lista

de alcance esteja transmitindo, ainda precisamos determinar se vai ocorrer cohsao remota.

Para isso, a16m de perconer a lista de alcance do n6 que esti transmitindo, temos tamb6m

que percorrer a lista de alcance dos n6s presentes na lista de alcance do n6 que esta

transmitindo. Isso deve ser feito para ver se os n6s que receberao o frame sendo transmitido

nao estao, naquele instante, sob a influ6ncia de outra transmissao feita por um de seus

vizinhos (que nao seja o pr6prio n6 que est£ transmitindo). Se houver algum n6

transmitindo na lista de alcance de um dos n6s que receberao a atual transmissao, devemos

agendar uma colisao remota para este n6. Podemos ver que a operagao mais complicada 6 a

de transmissao, pois eIa faz uso de timers e ainda 6 disputada por v&ias threads (vale
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lembrar que cada n6 na simulagao 6 uma thread), motivo que nos fez transformar este

m6todo em um m6todo sincronizado (ou seja, apenas uma thread pode acessar esse m6todo

de cada vez), o que evita que colis6es erradas acontegam. Entendemos que nao vale a pena

descrever os pormenores de programagao aqui, sugerindo-se a consulta dheta ao c6digo-

fonte, o qual esti extensamente comentado.

INSTRU(,'6ES DE uso

O simulador recebe as entradas a partir de um arquivo texto simples codificado no

padrao ANSI.

Siga os passos descritos adiante para conseguh executar a simulagao pretendida:

1. Digite a localizagao do arquivo fornecendo o caminho completo at6 ele e pressione
a tecla enter. Exemplo : C:\arquivo.txt

2. Caso o arquivo informado nao exista ou nao possa ser aberto o programa ira repetir
a pergunta at6 que o usuario indique o caminho correto atC um arquivo que possa
ser lido, ou que ele cancele a operagao.

3 . E imponante que o usuario ordene as informag6es de acordo com o padrao a seguir,
pois caso a operagao do simulador se tornara inst£vel.

4. A simulagao segue at6 que o tempo especificado no arquivo de configuragao expire

Instrug6es para a criagao do arquivo de configuragao:

Os seguintes de\'em ser escritos no arquivo sem a presenga de espagos ou outros

caracteres especiais, a nao ser que seja exphcitamente definido por esse manual.

1

2.

3.

linha: Tempo de simulagao em segundos
linha: frase que identifica o modo de operagao do simulador(explicado mais
adiante)
linha: Alcance dos transmissores dos n6s na unidade desejada
obs: Como dito na especificagao um valor aceitavel para o alcance estara
aproximadamente en&e 20 e 75 metros, apesar de ser possivel inserir qualquer
valor, sendo isso uma responsabilidade do usuario.
linha: Quantidade de n6s.
linha em diante: Posigao cartesiana de cada um dos n6 (um por lintla) na seguinte
forma: x<ESPA(,'o>y, onde x e y devem ser positivos e <ESPA(,’O> representa a
tecla espago.

4
5
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Como descdto anteriormente existem frases que identificarn o ma(Io de operagao do
simulador.

Existem 8 mc)dos de operagao. A seguir consta uma tabela coin o modo de operagao e a
Rage que deve ser escrita na segunda hnIra do arquivo para que esse modo seja ativado.

Mock de opera Frase selecionadora (sem Descrjgao
Todos os n6s tentar,im
transmitir informagao, ao
mesrno tempo, para o
endereQO 2
Todos os n6s tentaram
transmitir informagao, ao
mesmo tempo, para o
endereGO 2

N6 1 envia uma mensagem
indiretamente Dara o 116 3
N6 1 envia uma mensagem
4iretamente para o n6 2
N6 1 envia uma mensagem
com ack request para um n6
inexistente (total de n6s + 1
N6 1 envia uma rnensagem
com ack request para o 116 2
)
tabelas e feito
O n6 1 envia uma

mensagem rote£vel para o
nd 2, depois que as tabelas
de roteamento convergham

colisao '’colisao"

CSMA ttcsmall

Beacon "beacon"

Data Request "data request"

Data Request com Ack
para destino falso

"data request com ack para
destino falso"

Data Request com Ack
para des&no real

"data request com ack para
destino real"

Rip nap n

Routing “roteamento"

A diferenga entre os modes de operagao esta apenas nas informag6es que sao mostradas ao
usuario e na forma como a canada de aplicagao requisita os sewigos.

TESTES

Para deixar a an£lise dos resultados dos testes mais simples, optamos por fazer a

descrigao separadamente, de acordo com os modos de funcionarnento do nosso simulador.

E importante insistir que tais modos de funcionamento nao interferem na maneira como a

simulag50 acontece, mas sim na 6nfase que cada modo de funcionamento da aos resultados

da simulagao, apresentando ao usuario apenas as informag6es relevantes ao modo de

simulagao escolhido. Dessa maneira, descrever os resultados separadamente torna a

descrigao mais simples e o entendimento dos resukados mais claro,
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Para a reahzagao dos testes, montamos diversas topologias, com um n6mero

variavel de n6s. Entretanto, algumas topologias especincas foram utilizadas mais

extensamente, de modo que sua descrigao neste momento 6 importante.

A primeha topologia importante, que chamaremos de Topologia 1, 6 uma rede

composta por seis n6s os quais nao sao mutuamente alcangaveis, ou seja, alguns n6s nao

podem alcangar dhetamente os demais. Essa rede esti representada na figura abaixo:

((?))

N6 6 (2
N6 2 (2,12)

((f))
F, 1 5)

N6 4 (10,10)

((?))

K-
N6 3 (10,8)

b
N6 5 (25,8)

N6 1 (4,3)

Topologia l: Apenas os n6s 3 e 4 podem comunicar com todos os demais

Os n6s que podem se intercomunicar sao ligados por um raio. Podemos ver pela

figura que apenas os n6s 3 e 4 podem atingir diretamente todos os outros. Os n6s I e 2 nao

conseguem “enxergar” os n6s 5 e 6, o mesmo valendo para os n6s 5 e 6 em relagao aos n6s

le 2. Essa rede e interessante no sentido em que para que haja uma transmissao entre todos

os componentes da rede, 6 preciso de um esquema de roteamento de pacotes, o qual nao

esti de£nido pelo protocolo 802.15 ,4. Conforme poderemos observar nos testes da camada

de roteamento, 6 possivel definir tabelas para cada um desses n6s, o que possibilitara a

comunicagao entre quaisquer n6s da rede. Essa figura tamb6m ilustra o fen6meno de
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colis6es remotas, pois os n6s 3 e 4 podem receber, ao mesmo tempo, transmiss6es vindas

do lado esquerdo (n6s I e 2) como do Iado direito (n6s 5 e 6) da rede.

Outra topologia que merece destaque, e que chamaremos de topologia 2, 6 aquela

em que todos os n6s da rede sao inter-alcang£veis, ou seja, cada um dos n componentes da

rede e capaz de “enxergar” os n – 1 demais componentes. Conforme constatamos, o nbmero

de colis6es locais nessa topologia 6 proporcional ao nfrmero de n6s envolvidos. A posigao

exata de cada um dos n6s nao apresenta grande imponancia nesta configuragao, pois, dado

que as n6s nessa topologia sao inter-alcangaveis, independentemente de suas posig6es, eles

estarao sujeitos a interfer6ncias dos demais n6s (nossa simulagao nao considera o efeito do

tempo de propagagao do sinaI).

Antes de descrevermos os testes, gostadamos de lembrar que no fim da simulagao

(que ocone depois que o tempo de simulagao estipulado pelo usuario no arquivo de entrada

acaba) sao apresentadas as seguintes informag6es basicas, independentemente do modo de

simulagao escolhido:

• Namero total de transmiss6es
• Namero de colis6es locais
• Ntrmero de colis6es remotas
• Relagao (total de colis6es / total de transmissaes)
• Namero de desist6ncias devido ao CSMA-CA

Tais informa96es sao 6teis, pois sumarizam os principais acontecimentos contaveis

da simulagao, permitindo-nos tirar algumas conclus6es.

Testes de colisao

Este modo de funcionamento do simulador (ativado quando escrevemos “colisao“

na segunda linha do arquivo de entrada, a qua1 define o mode de simulagao) da 6nfase aos

fen6menos relativos ao meio fisico de aansmissao. Os fen6menos $sicos que consideramos

ao implementar nosso modelo de meio fisico foram: alcance finito dos n6s, colis6es locais,

colis6es remotas e taxa de transmissao dos transceivers. Mais detalhes sobre estes

fen6menos podem ser encontrados na descrigao da classe Medium, que implementa o meio

fisico no simulador. Neste mo(io de funcionamento, o simulador exibe informag6es sobre
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frames enviados e recebidos pelos n6s, informag6es sobre eno de checksum (FCS) na

chegada dos haInes aos n6s e ocorr6ncias de cohs6es (locais ou remotas).

Os testes realizados indicam que, por agao do algoritmo de CSMA-CA, as colis6es

locais sao consideravelmente diminuidas. Como o pr6ximo item 6 dedicado exclusivamente

ao CSMA, procuramos observar a influ6ncia de outras variaveis no n6mero de colis6es. A

variavel que mais impactou no teste de colis6es foi o trafego que desejamos impor na rede.

Se o volume de dados hansmitidos for muito alto, as chances do algoritmo vir a falhar sao

consideravelmente maiores, principalmente quancio a topologia permite que possam ocorrer

colis6es remotas, as quais nao po(lem ser detectadas pelo CSMA.

Foi realizado um teste que compara a mesma rede (topologia I) sob duas condig6es

muito diferentes de tr£fego. Na primeira situagao, fazemos com que os seis n6s enviem

frames de dados (um &ame enviado por cada n6). Na segunda situagao, impomos um

hafego muito mais intenso: a troca de tabelas durante a execugao do algoritmo RIP de

roteamento (discutido mais adiante). A tabela abaixo mostra os resultados obtidos, em

termos de colis6es / transmiss6es:

Como podemos observar, o volume de tr£fego na rede tem grande influ6ncia no

namero de colis6es. Em ambos os 6asos, a duragao da simulagao foi a mesma, o que

garante que as duas situag6es diferem apenas pelo namero de mensagens transmitidas. Para

se ter uma id6ia, na primeira situagao foram transmitidos seis frames pela rede, ao passo

que na segunda situagao, foram transmitidos 88 haInes.

Testes do algoritmo de CSMA-CA

Este modo de funcionamento (ativado quando escrevemos “csma“ na segunda linha

do arquivo de en&ada) contempla informag6es relativas ao algoritmo de CSMA-CA,

implementado na camada MAC do protocolo 802.15,4. Cabe aqui uma breve desaigao

deste algoritmo, que se assemelha em muito ao algoritmo CSMA-CD, utilizado em redes

Ethernet. O fluxograma abaixo mostra o funcionamento do algoritmo CSMA unslotted,
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implementado no simulador. O protocolo 802.15.4 tamb6m utiliza o algoritnro CSMA

slotted para redes que utihzam beacons. A versao slotted nao foi implementada no

simulador. A figura abaixo representa a vers50 unslotted do CSMA-CA:

100



CSMA-CA

NB = 0:
BE = CSMA BE

BackOff aleat6rio
(2BE – 1 )

Executa CCA

Canal
livre?

S

N

NB = NB + 1:
BE = min(BE+1,aMaxBE)

N !xcedeu rP
maxima?

S

Falha Sucesso

Algoritmo unslotted CSMA-CA
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Em hnhas gerais, o CSMA faz com que, antes de solicitar a camada fisica o envio

de uma mensagem, a camada MAC aguarde um namero aleat6do de simbolos (unidade de

tempo do protocolo) antes de executar o CCA que verifica se o canal de Ransmissao

encontra-se Uwe. Esse periodo de espera 6 chamado de periodo de backoff, que 6 sucedido

pelo teste de CCA. Caso este teste indique que o meio esti Uwe, a transmissao 6 iniciada,

case contrario, 6 preciso fazer mais uma espera de backoff antes de uma nova tentativa de

transmissao. Se o namero de backoffs exceder ao seu limite, a transmissao 6 cancelada e o

frame descartado. o tempo de backoff 6 calculado multiplicando-se um namero rand6mico

entre 0 e (2BE – 1) por 20, que 6 a unidade basica do periodo de backoff. A vadavel BE

(Backoff Exponential) tem o valor inicial a CSMA_BE, constante definida na classe

MacDefs. A cada iteragao do algoritmo, os valores de BE e de NB sao incrementados. O

valor de BE 6 incrementado at6 o valor m£ximo de aMaxBE, tamb6m definido em

MacDefs.

A16m das informag6es basicas, sao apresentadas ao usuario informag6es sobre o

tempo de backoffescolhido por cada n6 e eventos de desist6ncia de transmissao.

Reahzamos um teste que mostrou como as transrniss6es ocorredam sem o algoritmo

de CSMA. O teste foi realizado da seguinte maneha: foi utilizada a mesma topologia (tipo

2) em duas execug6es do simulador. Na primeira, submetemos a rede a um volume de

trafego em que os n6s nao utilizavam o algoritmo CSMA. Na segunda execugao, a mesma

rede e o mesmo volume de trafego foram testados, mas desta vez, os n6s utilizava=m o

algoritmo CSMA. A diferenga na relagao colis6es/transmiss6es foi brutal:

Apesar de ser um teste simples, cIe nos mostra como a algoritmo 6 importante.

Cabem duas ressalvas a este teste. A primeira C que ele nao pode ser realizado no

simulador, uma vez que nao 6 possivel desabihtar o algoritmo CSMA em nenhum dos

modos de operagao. O teste foi reahzado alterando o simulador diretamente em seu c6digo
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forde. A segunda ressalva relaciona-se ao namero de n6s da simulagao, os resultados em

porcentagens continuar50 os mesmos, por6m, o namero de transmiss6es que deixarao de

ocomer na simulagao realizada com o CSMA sera cada vez maior, devido ao fato de que o

nQmero de backoffs exceder£ o limite maximo

Ademais, esse modo de funcionamento do simulador nos permite determinar7

conforme ja dissemos, a dwagao do periodo de backoff de cada n6 e para os casos eIn que o

teste de CCA indica que o meio esti ocupado, a durag50 do nova periodo de backoff, que

na segunda vez 6 um pouco maior que na primeira por causa do incremento da vari£vel BE.

Veja na saida abaixo o moment(> em que o 116 3 define seu periodo de backoffpela segunda

vez, ap6s uma tentativa frustrada de acessar o meio:

O n6: 2 esta executando o algoritmo de CSMA

O 116 2 definiu seu BackOFF = 5

O 116: 3 esti executando o algoritmo de CSMA

O 116 3 definiu seu BackOFF = 3

O 116: 4 esti executando o algoritmo de CSMA

O a6 4 definiu seu BackOFF = 4

O n6 3 definiu seu BackOFF = 12

Teste de envio de Beacons

Este modo de ftmcionamento configura um n6 para ser o coordenador de uma PAN.

Esse modo de funcionamento consiste de uma demonstragao de uma funcionalidade do

protocolo 802.15.4, nao sendo 6tH para testar a performance do mecanismo de envio de

beacons. A razao disso 6 que em nosso simulador foi implementada apenas a

funcionahdade de transmissao indireta de informag6es entre coordenador e os demais n6s.

O simulador nao implementa um esquema de sincronizagao por beacons, em que cada ncS)

ao receber um beacon, configura seus transceivers para ficarem habilitados apenas durante

o instante em que o pr6ximo beacon sera transmitido. O mecanismo de transmissao indireta
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de informag6es, o qual este modo de funcionamento se prop6e a demonstrar, esti descrito a

segulr.

Primeiramente, 6 enviada a um dos n6s da simulagao a primitiva de START-

REQUEST, a qual define o intermIo de transmissao dos beacons. Ap6s o envio desta

primitiva, o n6 coordenador passa a enviar periodicamente BaInes de beacon no intervalo

de tempo especificado pela primitiva fornecida. Nos beacons 6 enviada uma lista de todas

as transag6es pendentes armazenadas no coordenador. O coordenador aumenta o namero de

transag6es pendentes quando recebe uma pdmitiva de DATA-REQUEST da camada

superior com o flag de aansmissao indireta (indirectTx)(1) setado. Nesse caso, ao inv6s de

transmitir diretamente o pacote, o coordenador o armazena em uma nIa de transag6es

pendentes. Todos os beacons transmitidos cont6m uma lista de quais n6s da PAN possuem

transag6es pendentes no n6 coordenador. Ao receber um beacon, um n6 checa a lista de

transag6es pendentes nele contida, buscando encontrar seu pr6prio enderego MAC. Caso o

encontre, o a6 devera enviar um frame de comando do tipo DATA-REQUEST para o

coordenador, solicitando que este o envie seu &ame pendente. Note que se trata de um

frame de comando do tipo DATA-REQUEST, e nao de uma primitiva. O n6 coordenador,

ao receber o &ame de comando solicitando a transagao pendente, deve procurar em sua lista

de transag6es pendentes peta transagao sohcitada. Ao encontrar a transagao requerida pelo

116, o coordenador despacha o frame solicitado para o n6 envolvido. Este mecanismo

permite que os n6s da PAN fiquem inativos durante a maior parte do Super#ame (vide

gloss£rio), acordando apenas nos momentos em que o beacon for transmitido e

possibilitando uma grande economia da energia dos n6s.

Para demonstrar o mecanismo de transmissao indireta de informagao, basta executar

o simulador no modo de transmissao de beacons (para isso, basta escrever beacon na

segunda linha do arquivo de entrada). Nesse modo, passamos uma primitiva ao 116 de

enderego MAC I dizendo-lhe para enviar beacons. Nessa primitiva, passamos um valor que

6 utilizado para calcular o intervalo de tempo de transmissao de beacons, o BeaconC)rder.

Nesse modo se operagao, passamos a camada MAC um valor de 3 para a BeaconOrder, que

1 O protocolo 802.15.4 define que apenas os n6s coordenadores podem receber o nag indirectTx setado.
Como o simulador nao implementa o inicio de uma PAN, essa vedficagao nao 6 realizada. Maiores detalhes
poderao ser encontrados na especificagao do simulador.
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define um intervalo de tempo de 7680 simbolos (os quais, aos olhos do usuario passam

como 7,68 segundos). Em seguida, adicionamos uma mensagem pendente para o 116 de

enderego MAC 3, atrav6s do envio da primitiva DATA-REQUEST para o n6 coordenador.

Com isso, o simulador exibe os seguintes eventos em sua saida:

e

•

•

•

Envio de um novo beacon pelo n6 coordenador e sua hsta de enderegos pendentes;
Recebimento do beacon pelos demais n6s – se o enderego de um n6 estiver na lista
de pend6ncias do beacon, 6 exibida uma mensagem informando que o n6 ira tentar
recuperar a pend6ncia do coordenador;
Recebimento de um comando de DATA-REQUEST pelo coordenador e uma
mensagem dizendo que este esti enviando a informagao pendente ao solicitante;
Recebimento do frame de dados pelo n6 que tinha uma informagao pendente.

Com esses eventos, podemos comprovar o coneto funcionamento do mecanismo de

transmissao indireta de dados.

Teste do envio de mensagens sem “ack”

Este modo (assim como os dois seguintes) tamb6m 6 uma demonstragao de uma

funcionalidade do protocolo 802.15.4 implementada em nosso simulador. Trata-se do envio

direto de mensagens (vimos o mecanismo de envio indireto no item anterior). o mecanismo

de envio direto de informag6es 6 muito simples: basta a camada superior enviar uma

primidva de DATA-REQUEST com o flag de transmissao indireta com valor zero. Isso

fara com que a camada MAC, ao inv6s de colocar a mensagem em uma hsta de pacotes

pendentes, ira solicitar o envio do Rame para a camada fisica WHY), ap6s executar o

algoritmo de CSMA-CA. Quando executamos o simulador neste modo (escrevendo “data

request” na segunda linha do arquivo de entrada), fazemos com que o n6 de enderego MAC

1 receba uma primitiva de DATA-REQUEST que faM com que este envie um frame de

dados diretamente ao n6 de enderego MAC igual a 2. Como nessa &ansmissao o flag de

ackRequest nao esti setado, a transmissao acaba quan(io o 116 de destino do name recebe a

mensagem.

Na saida, o usuario pode ver o envio do Bame de dados pelo n6 1 e o seu
recebimento pelo n6 2 .

Teste do envio de mensagens com “ack” para destino inexistente
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Este modo de operagao demonsaa o funcionamento da funcionalidade de envio

direto de frames com o uso de “acknowledgement”. Um n6 tenta enviar um frame de dados

para um n6 que nao existe na simulagao. Como o n6 de destino nao existe, o n6 que

originou a transmissao nao recebera o frame de ack, fazendo com que o timeout de

retransmissao expire. Dessa forma, o n6 devera retransmitir o frame at6 que o n6mero

m&imo de retransmiss6es permitido atinja o seu limite.

Nesse mode de operagao do simulador (acionado quando escrevemos “data request

com ack para destino falso“ na segunda linha do arquivo de entrada) envia-se uma primitiva

de DATA-REQUEST com o flag de ackRequest setado para o 116 de enderego MAC igual a

1. Essa primitiva especifica que o frame devera ser enviado para um n6 cujo enderego

MAC nao existe nesta simulagao, fazendo com que o aame transmitido seja desprezado

pelos n6s que o receberem. Ao usuMio 6 mostrado o envio do frame bem como as

tentativas de retransmissao ap6s o tempo de timeout. Quando o namero de retransmiss6es

atinge o limite, 6 mostrada uma mensagem dizendo que a transmissao falhou porque o

destino nao respondeu com uma mensagem de ack. Dessa forma, podemos verificar o

mecanismo de retransmiss6es no caso de transmiss6es diretas com ackRequest.

Teste do envio de mensagens com “ack” para destino real

Este modo de operagao do simulador (ativado quando escrevemos “data request

com ack para destino real” na segunda linha do arquivo de entrada) assemelha-se muito

com o modo descrito no item anterior. A diferenga reside no fato de que neste modo de

operagao, o hame 6 transmitido para um n6 que existe na simulagao e que, portanto,

reponde ao frame recebido com um frame de “acknowledgement”. Logo, neste modo de

funcionamento nao ocorrem retransmiss6es, uma vez que o n6 de destino existe e devolve o

frame de ack solicitado.

As saidas exibidas ao usu£rio sao: o envio do frame, a chegada do frame em seu

destino e a resposta do Rame de destino atrav6s de um aame de ack.

Teste do mode de roteamento RIP
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Neste modo de funcionamento (ativado quan(io escrevemos “rip” na segunda linha

do arquivo de entrada), diferentemente dos cinco anteriores, que testavam recursos da

camada MAC, fala sobre o software da camada de rede, responsavel por estabelecer

roteamento entre os n6s que comp6em a simulagao. Neste memento devemos lembrar um

fato importante: o algoritmo implementado para a camada de rede do nosso simulador nao

conesponde ao algoritmo utilizado pela Alianga Zigbee no protocolo de rede do padrao

Zigbee. A razao da escolha de uma versao simplificada do protocolo RIP, que implementa

o algoritmo de “distance vector“, deve-se ao fato de que no momento em que especificamos

o nosso simulador, a Ahanga Zigbee nao havia ainda diwlgado a especificagao da camada

de rede do padrao Zigbee ao p6blico em geral. ABm disso, o algoritmo “distance vector“ 6

bastante conhecido no meio acad6mico, o que nos permite tirar conclus6es baseados em um

algoritmo compreendido por todos(2).

A camada de rede irnplementada nos n6s, para cHar a tabela de roteamento, envia

mensagens de broadcast pela rede periodicamente, enviando informag6es da sua tabela para

os demais n6s. lsso gera um imenso trafego na rede, renetido pelo elevado indice de

colis6es nas transmiss6es (um valor da ordem de 60% das colis6es), indicando que o envio

de pacotes pela rede atrav6s de broadcast nao 6 o melhor cen bio para utilizarmos o

protocolo 802.15 .4. Uma opgao que possivelmente ofereceda um melhor resultado no

namero de colis6es e que, portanto, seria mais adequado ao protocolo MAC seria atrav6s de

um esquema em que as coordenadores das PANs seriam os responsaveis pelo roteamento,

uma \'ez que cada coordenador conhece o enderego dos n6s que estao dentro de suas

respectivas PANs. Ao inv6s de cada n6 transmitir suas tabelas de roteamento, apenas os

coordenadores transmitiriam suas tabelas para as n6s que sabidamente podem alcangar

outros n6s que o coordenador nao pode. Nao fizemos uso deste esquema de roteamento

porque ele exige algumas funcionalidades do protocolo 802.15.4 as quais nao foram

implementadas no nosso simulador.

Apesar do elevado namero de colis6es, os testes realizados sugerem que o uso do

algoritmo “distance vector” na camada de rede dos n6s faz com que as tabelas de

roteamento de cada um dos n6s venha a convergir ao seu estado “6timo“ em um tempo

2 Maiores detalhes sobre a camada de rede e seu algoritmo utihzados no sirnulador podem ser enaontrados na
sua especincagao
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satisfat6rio. Por exemplo, uma rede montada de acordo com a topologia I, apresenta

converg6ncia das tabelas em menos de 1 mintdo de simulaggo (o que corresponde, em

termos de tempo real, a menos de um segundo, ou seja, 60000 simbolos). Vale ressaltar que

entendemos como tabela 6tima como a tabela de roteamento que indica o caminho mais

curto, em termos de namero de hops, at6 o destino. Durante a execugao do simulador nesse

mode, podemos ver que cada n6 vai consbuindo sua tabela a partir das tabelas enviadas

pelos outros n6s. Nesse processo, podemos observar que no inicio da simulagao, as tabelas

apresentam caminhos com m6tricas maiores a situagao 6tima, ja que muitas tabelas

transmitidas se per(icm com colisaes e os n6s acabam inserindo em suas tabelas

informag6es enviadas por outros n6s, fazendo com que um n6 diretamente alcangavel

parega alcangavel atrav6s de um n6 intermediario, colocando um hop desnecess£rio a rota.

Entretanto, com o passar do tempo, os n6s acabam recebendo as tabelas de todos os outros

n6s, inserindo em suas tabelas apenas as rotas de menores m6tdcas. Recomend bse a

observagao da evolugao das tabelas dos n6s ao longo da simulagao, at6 o instante em que

estas cheguem a condigao 6tima.

Teste do envio de mensagens por uma rede roteada

Neste modo de operagao do simulador (acionado quando escrevemos “roteamento“

na segunda linha do arquivo de entrada), podemos ver o envio de um frame de um n6 at6

outro, sendo que estes n6s nao necessariamente encontram-se no mesmo raio de alcance.

Por exemplo, na topologia 1, poderiamos fazer com que o 116 1 envie um #ame at6 o n6 6,

mesmo que este nao esteja em sua area de alcance. Contudo, antes de fazermos a

transmissao entre dois n6s, 6 preciso gerar as tabelas de roteamento dos n6s da simulagao,

Dessa forma, o simulador executa o algoritmo de roteamento (cujo teste foi descrito no tem

anterior) e ap6s que se verifique que as tabelas de todos os n6s estejam completas, o

simulador faz com que um dos n6s transmita um pacote para outro n6 da rede. Nesse modo,

o simulador exibe o 116 de origem enviando a mensagem, as passagens dessa mensagem

pelos n6s intermediaries e a sua chegada no 116 de destino.
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Os testes realizados nesse modo nos mostraram que a mensagem segue pela rede de

acordo com o que esti definido nas tabelas de roteamento, mostrando que o esquema de

transmissao de mensagens pela rede roteada 6 eficiente, evitando a ocorr6ncia de loops.

CONCLUSAO

O projeto mostrou inameros desafios desde a sua concepgao. Dinculdades para a

obtengao da documentagao nos fizeram mudar o escopo do projeto em um momento witico.

Tratou-se, portanto, de um grande exercicio de flexibilidade para que pud6ssemos nos

adaptar a nova realidade do projeto.

Ap6s delinearmos uma nova estrat6gia, tivemos dinculdades praticas no que se

refere a parte de programagao, Primeiramente, constatamos que a especificagao do

protocolo da camada de enlace (MAC) poderia ser considerada, dada sua grande

complexidade, mds do que se espera de um projeto de formatura. A16m disso, tivemos que

resolver o problema de sincronismo entre as classes, que deve levar em consideragao

requisitos de aplicag6es de tempo real, o que envolveu o uso de threads e a necessidade de

sincroniza-las

Dessa forma, pudemos constatar que aspectos importantissimos que permeiam um

projeto complexo tais como a mensuragao do risco e o planejamento detalhado das

atividades fazem com que seu rendimento seja muito melhor. Pudemos comprovar que o

conhecimento do projeto (seu risco e planejamento) torna-se muito maior a medida que o

tempo avanga. Tivemos a oportunidade de “engrenar” com o projeto (seus entregaveis)

apenas quando faltavam dois meses para o seu fim, o que foi um rev6s para o projeto.

Em contrapartida, mesmo com todas as dificuldades verificadas, estamos bastante

satisfeitos com nossos resultados, que foram fruto de bastante dedicagao e sacrificio. Ainda

que nao tenhamos em maos um simulador completo, acreditamos que encerramos as

disciplinas de Projeto de Formatura com um conhecimento muito mais valioso: a

consci6ncia da necessidade de metodologia de projeto no trato de problemas complexos e a

certeza de que tudo que estava em nosso alcance foi realizado.
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